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The ExPlan gives elected and appointed officials, observers, media personnel, and players from participating organizations information they need to observe or participate in the exercise.  Some exercise material is intended for the exclusive use of exercise planners, controllers, and evaluators which is located in the exercise C/E Handbook. All exercise participants may view the ExPlan.
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Exercise Overview
	Exercise Name
	Fort Bragg Full-Scale Exercise (FSE) ORBIT COMET-21

	Exercise Date
	10 Mar 2021

	Scope
	This exercise is a Full-Scale Exercise (FSE) planned for 8 hours throughout the Fort Bragg Installation. Exercise play is limited to within the installation boundaries of Ft. Bragg.

	Mission Area(s)
	Response and Recovery

	Core Capabilities
	CC1.     Planning
CC2.     Public Information & Warning
CC3.     Operational Coordination
CC4.     Intelligence and Information Sharing 
CC11.   Community Resilience
CC13.   Threat & Hazard Identification
CC14.   Critical Transportation
CC15.   Environmental Response/Health & Safety
CC16.   Fatality Management Services
CC20.   Mass Care Services
CC22.   On-Scene Security, Protection & LE
CC23.   Operational Communications
CC24.   Public Health and Medical Services
CC25.   Situational Assessment
CC26.   Health & Social Services

	Threat or Hazard
	HAZMAT Response

	Expected Response Activities
	Extensive LE/Fire/EMS response (MASCAL), FPCON change assessment, HAZMAT Response & Recovery, Fatality Management and Critical Transportation, accountability drills, partner agency coordination.  Significant PAO activities (JIC).

	Sponsor
	U.S. Army IMCOM

	Participating Organizations
	USAG Bragg Directorates (DPTMS, DES, Fire, LE, DHR, AFSBN (LRC), DPW, PAO, ACS/DFMWR, DRM, Chaplain, Safety, CPAC, SJA, RMO, etc.)
Womack Army Hospital
Fayetteville Fire Dept. (Special Operations Division) 
Cumberland County Soil & Water Conservation District.

	Points of Contact
	Adam Buehler, Emergency Manager, USAG FortBragg
Michael Houston, CTR, IMCOM-HQ, USA
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Exercise Objectives and Core Capabilities
The following exercise objectives in Table 1 describe the expected outcomes for the exercise.  The objectives are linked to core capabilities, which are distinct critical elements necessary to achieve the specific mission area(s).  The objectives and aligned core capabilities are guided by elected and appointed officials and selected by the Exercise Planning Team.
	[bookmark: _Toc336426628][bookmark: _Toc336199560][bookmark: _Toc336596351]Exercise Objective
	Core Capability

	Objective 1: Validate the Fort Bragg Garrison Emergency Management Plan. Establish and maintain a unified and coordinated operational structure and processes that appropriately integrate all critical stakeholders and supports the execution of Core Capabilities.
	CC1.     Planning
CC3.     Operational Coordination
CC4.     Intelligence and Information Sharing 
CC13.   Threat & Hazard Identification
CC15.   Env. Response/Health & Safety
CC22.   On-Scene Security, Protection & LE
CC23.   Operational Communications
CC24.   Public Health and Medical Services
CC25.   Situational Assessment


	Objective 2: Demonstrate Fort Bragg’s ability to deliver coordinated, prompt, reliable, and actionable information to the whole community through the use of clear, consistent, accessible, other appropriate methods to effectively relay information regarding any threat or hazard and, as appropriate, the actions being taken and the assistance being made available.
	CC2.     Public Information & Warning
CC3.     Operational Coordination
CC4.     Intelligence and Information Sharing
CC11.   Community Resilience
CC23.   Operational Communications
CC25.   Situational Assessment
CC26.   Health & Social Services

	Objective 3: Validate the EFAC plan by providing life-sustaining and human services to the affected population, to include hydration, feeding, sheltering, temporary housing, evacuee support, reunification, and distribution of emergency supplies.
	CC2.     Public Information & Warning
CC3.     Operational Coordination
CC4.     Intelligence and Information Sharing
CC11.   Community Resilience
CC20.   Mass Care Services
CC22.   On-Scene Security, Protection & LE
CC23.   Operational Communications
CC24.   Public Health and Medical Services
CC25.   Situational Assessment
CC26.   Health & Social Services

	Objective 4:  Conduct appropriate measures to ensure the protection of the health and safety of the public and workers, as well as the environment, from all hazards in support of responder operations and the affected communities. Detect, assess, stabilize, and clean up releases of hazardous materials into the environment, including buildings/structures, and properly manage waste.
	CC2.     Public Information & Warning
CC3.     Operational Coordination
CC4.     Intelligence and Information Sharing 
CC13.   Threat & Hazard Identification
CC15.   Env. Response/Health & Safety
CC20.   Mass Care Services 
CC22.   On-Scene Security, Protection & LE
CC23.   Operational Communications
CC24.   Public Health and Medical Services
CC25.   Situational Assessment
CC26.   Health & Social Services

	Objective 5. Conduct a Recovery Planning Process, engaging the whole community as appropriate in the development of executable strategic, operational, and/or tactical-level approaches to address all core capabilities, and integrates socioeconomic, demographic, accessibility, technology, and risk assessment considerations, which will be implemented in accordance with the timeline contained in the plan.
	CC1.     Planning
CC3.     Operational Coordination
CC4.     Intelligence and Information Sharing 
CC23.   Operational Communications
CC25.   Situational Assessment
CC26.   Health & Social Services


Table 1. Exercise Objectives and Associated Core Capabilities
Participant Roles and Responsibilities
The term participant encompasses many groups of people, not just those playing in the exercise. Groups of participants involved in the exercise, and their respective roles and responsibilities, are as follows:
Players.  Players are personnel who have an active role in discussing or performing their regular roles and responsibilities during the exercise.  Players discuss or initiate actions in response to the simulated emergency.
Controllers.  Controllers plan and manage exercise play, set up and operate the exercise site, and act in the roles of organizations or individuals that are not playing in the exercise.  Controllers direct the pace of the exercise, provide key data to players, and may prompt or initiate certain player actions to ensure exercise continuity.  In addition, they issue exercise material to players as required, monitor the exercise timeline, and supervise the safety of all exercise participants.
White Cell/Sim Cell. White Cell are exercise control staff personnel who role-play nonparticipating organizations or individuals.  They most often operate out of a consolidated/segregated exercise control area, but they may occasionally have face-to-face contact with players.  White Cell function semi-independently, enacting roles (e.g., media reporters or next of kin) in accordance with instructions provided in the Master Scenario Events List (MSEL).  Sim Cell personnel provide exercise simulation as necessary to replicate unavailable partner agencies that would normally participate in the exercise, provide accurate logistical information, etc. All White Cell/Sim Cell personnel are ultimately accountable to the Exercise Director and Senior Controller.
Observers.  Evaluators evaluate and provide feedback on a designated functional area of the exercise.  Evaluators observe and document performance against established capability targets and critical tasks, in accordance with the Exercise Evaluation Guides (EEGs).  Observers visit or view selected segments of the exercise.  Observers do not play in the exercise, nor do they perform any control or evaluation functions.  Observers view the exercise from a designated observation area and must remain within the observation area during the exercise.  Very Important Persons (VIPs) are also observers, but they are frequently grouped separately.
Actors.  Actors simulate specific roles during exercise play, typically victims or other bystanders.
Media Personnel.  Some media personnel may be present as observers, pending approval by the sponsor organization and the Exercise Planning Team. 
Support Staff.  The exercise support staff includes individuals who perform administrative and logistical support tasks during the exercise (e.g., registration, catering).
Exercise Assumptions and Artificialities
In any exercise, assumptions and artificialities may be necessary to complete play in the time allotted and/or account for logistical limitations.  Exercise participants should accept that assumptions and artificialities are inherent in any exercise and should not allow these considerations to negatively impact their participation. 
[bookmark: _Toc336200399][bookmark: _Toc336596352]Assumptions
Assumptions constitute the implied factual foundation for the exercise and, as such, are assumed to be present before the exercise starts.  The following assumptions apply to the exercise:
The exercise is conducted in a no-fault learning environment wherein capabilities, plans, systems, and processes will be evaluated.
The exercise scenario is plausible, and events occur as they are presented.
Exercise simulation contains sufficient detail to allow players to react to information and situations as they are presented as if the simulated incident were real.
Participating agencies may need to balance exercise play with real-world emergencies.  Real-world emergencies take priority.
Artificialities
During this exercise, the following artificialities apply:
Exercise communication and coordination is limited to participating exercise organizations, venues, and the White Cell.

Only communication methods listed in the Communications Directory are available for players to use during the exercise.
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Exercise Logistics
[bookmark: _Toc336596354]Safety
Exercise participant safety takes priority over exercise events. The following general requirements apply to the exercise:
A Safety Controller is responsible for participant safety; any safety concerns must be immediately reported to the Safety Controller.  The Safety Controller and Exercise Director will determine if a real-world emergency warrants a pause in exercise play and when exercise play can be resumed.  
For an emergency that requires assistance, use the phrase“real-world emergency”.  The following procedures should be used in case of a real emergency during the exercise:
Anyone who observes a participant who is seriously ill or injured will immediately notify emergency services and the closest controller, and, within reason and training, render aid.
The controller aware of a real emergency will initiate the“real-world emergency” broadcast and provide the Safety Controller, Senior Controller, and Exercise Director with the location of the emergency and resources needed, if any.  The Senior Controller will notify theWhiteCell as soon as possible if a real emergency occurs. 
Fire Safety
Standard fire and safety regulations relevant to the installation will be followed during the exercise.  No fire simulations will be used (flares, flash, bank, smoke).
Emergency Medical Services
The sponsor organization will coordinate with local emergency medical services in the event of a real-world emergency. 
Weapons Policy
[bookmark: _Toc336596355]All participants will follow the relevant weapons policy for the exercising organization or exercise venue.   Pending final approval of exercise weapons, the following applies:
Pistol and Blue Gun: The Deputy Police Chief will validate that all initial responding LE element(s) will be outfitted with blue training guns. A weapons control point will be established where blue training guns will be issued. Service weapons will be holstered at all times or secured in patrol car.
In all instances, a safety briefing and weapons checks will occur at each applicable exercise venue prior to employing initial response operations.
Site Access
Security
If entry control is required for the exercise venue(s), the sponsor organizationis responsible for arranging appropriate security measures.  To prevent interruption of the exercise, access to exercise sites and the White Cellis limited to exercise participants.  Players should advise their venue’s controller or evaluator of any unauthorized persons.  
Media/Observer Coordination
Organizations with media personnel and/or observersattending the eventsshould coordinate with the sponsor organization for access to the exercise site.  Media/Observers are escortedto designatedareas and accompanied by an exercise controller at all times.  Sponsor organization representatives and/or the observer controller may be present to explain exercise conduct and answer questions. Exercise participants should be advised of media and/or observer presence.
Exercise Identification
Exercise staff may be identified by badges, hats, and/or vests to clearly display exercise roles; additionally, uniform clothing may be worn to show agency affiliation.  Table 2 describes these identification items.
	[bookmark: _Toc336200405][bookmark: _Toc336596356]Group
	Color

	Exercise Director
	TBD

	Site Controllers
	TBD

	Observer Controllers
	Tan

	Actors
	ID Card / Badge

	Support Staff
	TBD

	Observers/VIPs
	TBD

	Media Personnel
	TBD

	Players, Uniformed
	TBD

	Players, Civilian Clothes
	TBD

	Exercise Director
	TBD


Table 2. Exercise Identification
General Information	7

Installation Management Command Provost Marshal/Protection Military (IMCOM PM/P) Installation Exercise/Simulations Program

FOR OFFICIAL USE ONLY

[bookmark: _Toc336596360]Post-exercise and Evaluation Activities
[bookmark: _Toc336596361]Debriefings
Post-exercise debriefings aim to collect sufficient relevant data to support effective evaluation and improvement planning.
Hot Wash
At the conclusion of exercise play, the garrison controllers facilitate a venue Hot Wash to allow players to discuss strengths and areas for improvement and allow evaluators to seek clarification regarding player actions and decision-making processes.  All participants may attend; however, evaluators/observers do not lead nor engage in the Hot Wash.  The Hot Wash should not exceed 30 minutes.
Controller and Evaluator Debriefing
Controllers and evaluators attend a facilitated C/E Debriefing immediately following the exercise.  During this debriefing, controllers and evaluators provide an overview of their observed functional areas and discuss strengths and areas for improvement.
Participant Feedback Forms
Participant Feedback Forms provide players with the opportunity to comment candidly on exercise activities andexercise design.Participant Feedback Forms should be collected by the lead garrison planner at the conclusion of the Hot Wash.
[bookmark: _Toc336596362]Evaluation
Exercise Evaluation Guides
EEGs assist evaluators in collecting relevant exercise observations.  EEGs document exercise objectives and aligned core capabilities, capability targets, and critical tasks.  Each EEG provides evaluators with information on what they should expect to see demonstrated in their functional area.  The EEGs, coupled with Participant Feedback Forms and Hot Wash notes, are used to evaluate the exercise and compile the out-brief and AAR.  For this exercise the IMCOM EEGs used are the document “27 Capabilities EEGs HQ IMCOM FINAL.xls" dated 16 Dec 2019, and attached below.



After-Action Report
[bookmark: _Toc336202985][bookmark: _Toc336596363]The AAR summarizes key information related to evaluation.  The AAR primarily focuses on the analysis of core capabilities, including capability performance, strengths, and areas for improvement.  AARs also include basic exercise information, including the exercise name, type of exercise, dates, location, participating organizations, mission area(s), specific threat or hazard, a brief scenario description, and the name of the exercise sponsor and POC.  The final AAR will be provided to the Garrison NLT 45 days following the exercise by IMCOM PM/P.
Improvement Planning
Improvement planning is the process by which the observations recorded in the AAR are resolved through development of concrete corrective actions, which are prioritized and tracked by the installation and IMCOM PM/P as a part of the garrison’s continuous corrective action program.
After-Action Meeting
The After-Action Meeting (AAM) is a meeting held among decision- and policy-makers from the exercising organizations, as well as the Lead Observer and members of the Exercise Planning Team, to debrief the exercise and to review and refine the draft AAR and Improvement Plan (IP).  The AAM should be an interactive session, providing attendees the opportunity to discuss and validate the observations and corrective actions in the draft AAR/IP.
Corrective Action Plan
The CAP identifies specific corrective actions, assigns them to responsible parties, and establishes target dates for their completion.  It is created by officials from the organizations participating in the exercise, and discussed and validated during the AAM.  The corrective action plan is required to be provided to IMCOM PM/P NLT 30 days following receipt of the final AAR.
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Exercise Rules
The following general rules govern exercise play:
Real-world emergency actions take priority over exercise actions.
Exercise players will comply with real-world emergency procedures, unless otherwise directed by the control staff.
All communications (including written, radio, telephone, and e-mail) during the exercise will begin and end with the statement “EXERCISE, EXERCISE,EXERCISE.”
Exercise players who place telephone calls or initiate radio communication with the White Cell must identify the organization or individual with whom they wish to speak.
Players Instructions
Players should follow certain guidelines before, during, and after the exercise to ensure a safe and effective exercise.
Before the Exercise
Review appropriate organizational plans, procedures, and exercise support documents.
Be at your normal duty position before the exercise starts.  Wear the appropriate uniform and/or identification item(s).
During the Exercise
Respond to exercise events and information as if the emergency were real, unless otherwise directed by an exercise controller.
Controllers will give you only information they are specifically directed to disseminate.  You are expected to obtain other necessary information through existing emergency information channels.
Do not engage in personal conversations with controllers, evaluators, observers, or media personnel.  If you are asked an exercise-related question, give a short, concise answer.  If you are busy and cannot immediately respond, indicate that, but get back with an answer as soon as possible.
If you do not understand the scope of the exercise, or if you are uncertain about an organization’s participation in an exercise, ask a controller.
Parts of the scenario may seem implausible.  Recognize that the exercise has objectives to satisfy and may require incorporation of unrealistic aspects.  Every effort has been made by the exercise’s trusted agents to balance realism with safety and to create an effective learning and evaluation environment.
All exercise communications will begin and end with the statement “EXERCISE, EXERCISE, EXERCISE.”This precaution is taken so that anyone who overhears the conversation will not mistake exercise play for a real-world emergency.
When you communicate with the White Cell, identify the organization or individual with whom you wish to speak.
Speak when you take an action.  This procedure will ensure that evaluators are aware of critical actions as they occur.
Maintain a log of your activities.  Many times, this log may include documentation of activities that were missed by a controller or evaluator.
After the Exercise
[bookmark: _Toc336426673]Participate in the Hot Wash at your venue with controllers and evaluators.
Complete the Participant Feedback Form.  This form allows you to comment candidly on emergency response activities and exercise effectiveness.  Provide the completed form to a controller or evaluator.


Provide any notes or materials generated from the exercise to your controller or evaluator for review and inclusion in the AAR.
Simulation Guidelines
Because the exercise is of limited duration and scope, certain details will be simulated.  The physical description of what would fully occur at the incident sites and surrounding areas will be relayed to players by simulators or controllers.  A White Cell will simulate the roles and interactions of non-participating organizations or individuals.  


Communications Plan
This communications plan is to only be used during the Full Scale Exercise.  

The plan provides the name(s) to various agencies and organizations the USAG staff would normally contact during an all hazards events.  The White Cell will simulate those agencies. The phone numbers in this plan are associated with Fort Bragg and not the actual phone numbers to the agencies, UTILIZE THE PHONE NUMBERS IN THIS PLAN.  

Garrison staff will utilize this plan to communicate during the FSE.

Primary communication is land line telephone to Fort BraggEOC: (xxx) xxx-xxx

Fort Bragg Dispatch has provided the following phone number to call during the exercise: xxx-xxxx

Tactical communication is Land Mobile Radio to Fort Bragg IOC channel (xxxx).

If there is an agency or organization you would normally contact during an all hazard event that is not listed, please use the All Other Agencies contact data.  When using the “All Other Agencies” contact information, when you contact the White Cell, State your Name, Position, and Agency your calling.  Following this, start your conversation.  This allows the White Cell to adjust to your questions, wants, or needs and provide you a more accurate response.

All communications (including written, radio, telephone, and e-mail) during the exercise will begin and end with the statement “Exercise, Exercise, Exercise.”

EMAILS
To ensure no outside agencies (Government & Non-Government) receive an email during our FSE that may not be interpreted as REAL WORLD, the White Cell EMAIL ADDRESS will be used to simulate those agencies with the Email Address:  Exercisetm2@gmail.com

All Email Coordination and Correspondence:

TO:   IMCOMexercisetm2@gmail.com
Subject: Exercise Exercise ** Subject Title ** Exercise Exercise
Email Body:

Exercise ExerciseExercise
MESSAGE  
Exercise ExerciseExercise



	FORT BRAGG EMERGENCY CORE AND SECONDARY

	Unit / Organization
	EOC Phone #
	Unit / Organization
	EOC Phone #

	Primary CAT Members
	
	Extended Members
	

	EOC Chief
	
	CID 
	

	Battle Captain (1) 
	
	COMMISSARY 
	

	Battle Captain (2) 
	
	CSLA
	

	DPW
	
	DFAS
	

	LRC
	
	DOC 
	

	RMO
	
	JITC 
	

	DHR
	
	EPG 
	

	MEDDAC
	
	EXCHANGE
	

	RSO 
	
	
	

	 ESB
	
	
	

	DES 
	
	
	

	PAO 
	
	
	

	CLO 
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27 Capabilities EEGs HQ IMCOM FINAL.xlsx
1-Planning

		CAPABILITY

		1 - PLANNING

		  Conduct a systematic process engaging the whole community as appropriate in the development of executable strategic, operational, and/or tactical-level approaches to meet defined objectives.				Key Owner(s): Protection, EM, AT, OPSEC, PS, COOP

		CONDITION

		An all hazards event has occurred on the installation. The installation commander has established communications with tenant units and agencies, civilian authorities, and higher headquarters. EOC is operational and processing information in accordance with standard operating procedures. This task is performed 24/7 in various environmental conditions. 

						STANDARD		REFERENCE		EVALUATOR COMMENTS

		Task		1.  Conduct Installation Planning

		Subtasks		1.1 - Appropriate leaders and critical personnel as established in the EMWG (Emergency Management Working Group) are involved in installation planning.		Leaders and critical personnel identified in unit SOP are available.		DA PAM 525-27 Chap 6-1.c., pg 37

		Subtasks		1.2 - Develop a planning and review cycle that encompasses the incorporation of after action reviews (AAR) and lessons learned (LL) including a formal Corrective Action Plan (CAP).		Yes/No		DA PAM 525-27 Chap 6-1.c(4), pg 38

		Subtasks		1.3 - Include tenant organizations in local Emergency Action Plans.  		Yes/No		DA PAM 525-27 Chap 15-9.d, pg 150

		Subtasks		1.4 - Mutual aid assistance agreements and compacts with formal MOAs/MOUs are developed and established IAW the installation capability gap assessment.		MOAs/MOUs are up to date.		DA PAM 525-27 Chap 7-2.e., pg 43

		Subtasks		1.5 - Coordinate and integrate appropriate response and recovery agencies/organizations in the planning and decision-making process including federal, military and NGO.		Yes/No		DA PAM 525-27 Chap 7-2, pg 43

		Subtasks		1.6 - Planning includes a hazard analysis to identify threats, vulnerabilities, and consequences to be addressed by emergency management and/or preparedness plans.		Top 3 hazards are identified and installation personnel know them.		DA PAM 525-27 Chap 5-3, pg 35

		Subtasks		1.7 - Coordinate and develop integrated exercises/drills which includes the local community and is of sufficient intensity to challenge management and operations and test knowledge, skill and abilities of individuals and organizations.		As per Multi-Year Training Plan.		DA PAM 525-27, Chap 15-3, pgs 144-145

		Task		2.  Develop/Revise Operational Plans*

		Subtasks		2.1 - Develop and maintain Installation Emergency Management Plan (IEMP) with supporting annexes for hazard specific response to include natural and man-made disasters as well as acts of terrorism and other hazards.		Emergency Management Plans are consistent with the National Response Plan (NRP) and National Incident Management Systems (NIMS).		DA PAM 525-27, Appendix G-1, pg 240

		Subtasks		2.2 - Develop, implement, maintain and exercise Base Integrated Protection Plan (IPP) as outlined in AR 525-2.		Yes/No, IAW applicable regulation		DA PAM 525-27, Chap 5-1(b), pg 11

		Subtasks		2.3 - Develop and maintain Emergency Action Plans (EAP) or similar emergency management/preparedness plans.		Yes/No, IAW applicable regulation		DA PAM 525-27, Chap 3-4, g(2), pg 22

		Subtasks		2.4 - Develop, implement, maintain and exercise Antiterrorism Plan as outlined in AR 525-13.		Yes/No, IAW applicable regulation		AR 525–13, Chap 2-26, pg 9

		Subtasks		2.5 - Develop, implement, maintain and exercise Operations Security Plan as outlined in AR 530-1.		Yes/No, IAW applicable regulation		AR 530-1, Chap 2-20, pg 9

		Subtasks		2.6 - Develop, implement, maintain, and exercise Physical Security Plan as outlined in AR 190-13.		Yes/No, IAW applicable regulation		AR 190-13, Para 2-12(b), pg 11

		Subtasks		2.7 - Develop emergency operations/response plans that describe how personnel, equipment, and other governmental, nongovernmental, and private resources will support and sustain incident management requirements.		Emergency response plans are consistent with the National Response Plan (NRP) and National Incident Management Systems (NIMS).		DA PAM 525-27, Chap 6-3, pg 38

		Subtasks		2.8 - Develop and maintain Emergency Operations annexes for hazard specific response to include natural and man-made disasters as well as acts of terrorism, and other hazards.		Yes/No, IAW applicable regulation		DA PAM 525-27, Appendix G-4, pg 244

		Subtasks		2.9 - Develop, implement, maintain and exercise Continuity of Operations Plan (COOP) as outlined in AR 500-3. 		COOP addresses both relocation of critical assets and a continuity process, mission assurance process which addresses keeping activities functional when essential personnel may not be available. 		AR 500-3, Para 1-8, pg 4

		Subtasks		2.10 - Continuity Plans describe how personnel, equipment, and other resources support the sustainment and/or reestablishment of essential functions. 		Yes/No		AR 500-3, Para 1-10, pg 5

		Task		3.  Validate Plans (Exercises)

		Subtasks		* 3.1 - Execute exercises/drills that include local community and regional resources to challenge management and operations and test knowledge, skill and abilities of individuals and organizations.		As per Multi-Year Training Plan. Local and regional partners may be invited to participate.		DA PAM 525-27, Chap 15-1.a., pg 141

		Subtasks		3.2 - Produce AARs and Lessons Learned based on real world events and exercises.		IAW IMCOM guidance, emergency management and/or preparedness plans are updated based on lessons learned and AARs.   		DA PAM 525-27, Chap 15-9.a-b., pg 149-150

		Subtasks		3.3 - Conduct gap analysis to identify training, and exercise needs and to facilitate investment and personnel decisions.		Within one month of receipt of the formal AAR from IMCOM, emergency management and/or preparedness plans are updated based on lessons learned and AARs.  		DA PAM 525-27, Chap 15-9.d., pg 150

		Subtasks		3.4 - Report shortcomings in the Installation Status Report and Defense Readiness Reporting System-Army. 		Within 1 month of completion of event.		DA PAM 525-27, Chap 20-2.a., pg 191

		Task		4. Other





				* Denotes a Critical Task







				References for Additional Information:

				·         AR 190-13, The Army Physical Security Program, February 25, 2011

				·         AR 500-3, Continuity of Operations (COOP), April 12, 2006

				           ·        AR 525-2, The Army Protection Program, December 8, 2014

				·         AR 525-13, Antiterrorism, February 17, 2017

				·         AR 530-1, Antiterrorism, September 26, 2014

				·         CPG 101, Developing and Maintaining Emergency Operations Plans, November 2010

				·         DA PAM 525-27, Army Emergency Management Program, September 20, 2012

				·         DoDI 6055.17, DOD Emergency Management Program, February 13, 2017

				·         FY 2010 NIMS Implementation Objectives and Metrics for Federal Departments and Agencies

				·         FY 2018 NIMS Implementation Objectives for Local, State, Tribal and Territorial Jurisdictions (https://www.fema.gov/media-library/assets/documents/130743)

				·         Homeland Security Presidential Directive (HSPD) 5, Management of Domestic Incidents,  February 28, 2003

				·         IMCOM OPORD 17-099

				·         Installation Management Community Campaign Plan 2010-2017, v 2.0, Oct 2010

				·         UFC (Unified Facilities Criteria) 4-141-04, Emergency Operations Center Planning and Design (C1, September 1, 2008)
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2-Public Information & Warning

		CAPABILITY

		2 - PUBLIC INFORMATION & WARNING 

		  Deliver coordinated, prompt, and reliable information to the whole community through the use of clear, consistent, accessible, and culturally and linguistically appropriate methods to effectively relay information regarding any threat or hazard, as well as the actions being taken and the assistance being made available, as appropriate.				Key Owner(s): PAO, EOC, LE

		CONDITION

		An all hazards event has occurred on the installation. The installation commander has established communications with tenant units and agencies, civilian authorities, and higher headquarters. EOC is operational and processing information in accordance with standard operating procedures. This task is performed 24/7 in various environmental conditions. 

						STANDARD		REFERENCE		EVALUATOR COMMENTS

		Task		1. Manage Emergency Public Information and Warnings 

		Subtask		1.1 - Activate plans, procedures and policies for coordinating, managing and disseminating public information and warnings.		Public information is disseminated according to TTP/SOP. Public Affairs surge plan is activated within 1 hour. Initial communications strategy in collaboration with IC, GC, directorates and Mutual Aid partners developed within 20 minutes.		AR 360-1

		Subtask		1.2 - Identify public information needs of the affected public.		Execute per local SOP 		AR 360-1

		Subtask		1.3 - Coordinate internal information programs.		Critical incident information is obtained from IC/UC or EOC/IOF staff.		AR 360-1

		Subtask		1.4 - Coordinate external information programs.		Staff instructed on procedures for release of information.		AR 360-1

		Subtask		1.5 - Coordinate public emergency information.		Staff instructed on procedures for Protective Action Decisions.		AR 360-1

		Task		2. Activate Emergency Public Information

		Subtask		2.1 - Assess communication resources and capabilities.		Yes/No		AR 525-27; AR 360-1

		Subtask		2.2 - Identify Public Affairs Officer.		Public Affairs is activated; Joint Information Center (JIC) staff notification; JIC activated and assigned personnel that are briefed on incident details; Emergency Response agencies notified and appropriate PAO personnel partnered with JIC personnel; Public & private sector agencies notified and mobilized to support JIC/Rumor Control; Rumor Control notified and activated.		AR 525-27, pargraph 1-12; AR 360-1, Chapter 1

		Subtask		2.3 - Define the requirements of providing sustained, timely and accurate emergency information through the Joint Information System (JIS).		Yes/No		AR 525-27, pargraph 1-12, d.

		Subtask		2.4 - Notify relevant public and private partner agencies of the emergency and determine necessity of a Joint Information Center (JIC).		Execute per local SOP 		Joint Pub 3-61; DoDI 5400.14; AR 360-1, paragraph 12-3, k(8); AR 360-1, paragraph 9-17

		Task		3. Establish Joint Information System (JIS)

		Subtask		3.1 - Ensure appropriate representation of all relevant public affairs entities, including nongovernmental organizations and the private sector, in any Joint Information Center (JIC) that is established by the installation.		Communication representatives from all relevant partner agencies receive initial communication to support JIS, and subsequent communication updates from the JIC.		Joint Pub 3-61; DoDI 5400.14; AR 360-1, paragraph 12-3, k(8); AR 360-1, paragraph 9-17

		Subtask		3.2 - Establish and coordinate the location and rhythm of the JIC with involved parties.		Yes/No		Joint Pub 3-61; AR 360-1, paragraph 9-17; local SOP

		Subtask		3.3 - Define and implement routing and approval protocols for release of information.		Information is routed according to the organization SOP for approval prior to release. JIC participants document that notifications were communicated to appropriate individuals and groups.		Joint Pub 3-61; AR 360-1, Chapter 5 and 9; FEMA E/L0388; 

		Subtask		3.4 - Activate JIC with appropriate staff.		JIC or virtual JIC is engaged in the public communication process of coordinating and disseminating information to the appropriate audiences.		Joint Pub 3-61; AR 525-27; AR 360-1

		Subtask		3.5 - Coordinate and integrate, when appropriate, the resources and operations of external affairs organizations to provide accurate, consistent, and timely information through the Joint Information Center (JIC).		External affairs organizations are integrated into JIC; Coordinated and consistent messages are released through JIC.		Joint Pub 3-61; AR 525-27; AR 360-1

		Task		4. Issue Emergency Warnings *

		Subtask		4.0 - Determine appropriate protective action decision to be issued installation-wide to the protected populace to include:  lockdown, shelter-in-place, or evacuation.  (SIP #20 Mass Care and Evacuation #14 Critical Transportation contain tasks)
 		Lockdown:  Active Shooter Incident

Shelter-in-place:  sudden onset hazard with limited to no warning time such as tornadoes, earthquakes, CBRNE, and acts of terrorism

Evacuation: removal of a population from one or more hazards.  		National Response Framework, Third Edition, pg 23
AR 525-27 Chap 12, para 12-1


		Subtask		4.1 - Implement communications and warning systems to include the Installation Mass Notification system, media, the Emergency Alert System (EAS), and other warning systems that take into account general public, special needs/disabilities and special populations.		Installation emergency warning systems reach their present audiences within 10 minutes. Information is provided in multiple languages, formats, and technologies (dissemination to media). Protective Action Decision (PAD) is broadcast; population is notified of an emergency via multiple available warning systems (e.g., Giant Voice, siren, AtHoc, media).		AR 525-27, chapter 6, 6-4, page 12; AR 525-27, Chapter 3, para 6-3; AR 525-27, Chap 6, para 6-4; AR 525-27, para 1-17, b, (2)

		Subtask		4.2 - Ensure accurate and timely dissemination of proactive, protective, crisis and emergency risk information is conveyed to appropriate audiences.		Installation emergency warning systems reach their present audiences within 10 minutes. Information is provided in multiple languages, formats, and technologies (dissemination to media). Protective Action Decision (PAD) is broadcast; population is notified of an emergency via multiple available warning systems (e.g., siren, AtHoc, media). 90% contacted within 10 minutes. Information is released in accordance with operational procedures; information is released in time to allow people to react to the hazard.		AR 525-27, chapter 6, 6-4, page 12; AR 525-27, Chapter 3, para 6-3; AR 525-27, Chap 6, para 6-4; AR 525-27, para 1-17, b, (2)

		Subtask		4.3 - Ensure all communication through public electronic media receives an OPSEC review before release to the public.		Yes/No.  Ensures compliance with AR 530-1		AR 360-1, para 2-4

		Subtask		4.4 - Activate, operate, and maintain the Integrated Public Alert and Warning System (IPAWS) Emergency Alert System.		Yes/No		DA PAM 525-27 Chap 11-5, b-c., pg 72

		Subtask		4.5 - Ensure all protective action decisions have been lifted, when appropriate, and MWNS used to advise installation of "all clear"		Yes/No		National Response Framework, Third Edition, pg 23

		Task		5.  Lockdown (Run, Hide, Fight)*

		Subtask		5.1 - Implement protective action IAW EAP.		Conducted as per EAP

		Subtask		5.2 - Attempt to evacuate premises through an accesible escape path		Leave belongings behind, evacuate regardless of other's actions, do not attempt to move wounded, keep hands visible, and follow instructions of police officers		 DHS "Active Shooter:  How to Respond" pamphlet, OSHA3088, 2001

		Subtask		5.3 - Execute hide actions if unable to evacuate		Be out of shooter's view, deny shooter access by locking the door, turning out the lights, silencing phones, and remaining quiet		 DHS "Active Shooter:  How to Respond" pamphlet, OSHA3088, 2002

		Subtask		5.4 - Attempt to disrupt or incapcitate active shooter, as a last resort		Act aggressively by yelling, throwing items, improvising weapons, and committing to your actions		 DHS "Active Shooter:  How to Respond" pamphlet, OSHA3088, 2003

		Task		6.  Installation school system superintendents (DoDDS) and Child Development Center/Child, Youth and School supervisors will:

		Subtask		6.1 - Alert the staff of the situation. 		School / CDC/CYS Emergency Action Plans (EAPs)		School and Local SOP

		Subtask		6.2 - Secure exterior doors. 		School / CDC/CYS Emergency Action Plans (EAPs)		AR 525-27, Chapter 6

		Subtask		6.3 - Ensure positive identification of everyone inside the facility.		School / CDC/CYS Emergency Action Plans (EAPs)		AR 525-27, Chapter 6

		Subtask		6.4 - Move children away from exterior windows. 		School / CDC/CYS Emergency Action Plans (EAPs)		AR 525-27, Chapter 6

		Subtask		6.5 - IOC/EOC coordinates with the superintendent/supervisor on the best way to notify parents (i.e. Television, Radio, Public Address system). 		School / CDC/CYS Emergency Action Plans (EAPs)		AR 525-27, Chapter 6

		Subtask		6.6 - Dispatch police to secure the area of the school/child care center. 		School / CDC/CYS Emergency Action Plans (EAPs)		AR 525-27, Chapter 6

		Subtask		6.7 - During evacuation, ensure security escorts children and staff to alternate facility. 		School / CDC/CYS Emergency Action Plans (EAPs)		AR 525-27, Chapter 6

		Subtask		6.8 - Avoid dismissing students to unknown personnel.		School / CDC/CYS Emergency Action Plans (EAPs)		AR 525-27, Chapter 6

		Subtask		6.9 - First responders have freedom of maneuver inside the facility during lockdown.		Knox box, passkey, common access card, etc must be available to first responders		AR 525-27, Chapter 6

		Subtask		6.10 - Facility establishes an "All Clear" signal.		School / CDC/CYS Emergency Action Plans (EAPs)		AR 525-27, Chapter 6

		Task		7. Conduct Media Relations 

		Subtask		7.1 - Identify media relations officer(s).		Conducted as per SOP.		AR 525-27; AR 360-1

		Subtask		7.2 - Coordinate acquisition, review and approval of visual materials for release.		Conducted as per SOP.		AR 525-27; AR 360-1

		Subtask		7.3 - Prepare and coordinate with staff and commanding officer all releases of official statements and information products before public release.		Ensure release of zero inaccuracies, OPSEC or PII violations.		AR 525-27; AR 360-1

		Subtask		7.4 - Provide initial statement, provide timely updates when pertinent information becomes available and determine the need for and/or schedule media conferences.		Conducted as per SOP.  (Leader) and Incident Commander are involved in media conferences, when practical and available		AR 360-1

		Subtask		7.5 - Track media contacts and public inquiries, listing contact, date, time, query, and outcome.		Phone line for public inquiries is established (or phone lines "are" established); phone line for media inquiries is established (or phone lines "are" established); inquiry staff have updated information; staff conduct operations as one voice; information and reassurance are conveyed to the public; trends in public inquiries (e.g., rumors, misconceptions) are tracked; incident Command is alerted to public issues affecting response.		AR 360-1

		Subtask		7.6 - Determine the need for communication with non-English speaking media as applicable.		Where applicable, non-English speaking media are identified within affected area, based on demographics; non-English speaking spokespersons are available; non-English news releases are accomplished as required.		Joint Pub 3-61

		Subtask		7.7 - Monitor media coverage of event to ensure that information is accurately relayed.		Information is accurately relayed to public; networks are monitored for information that may be misleading or misinterpreted; potential misconceptions or information gaps are identified.		AR 360-1

		Task		8. Provide Public Rumor Control 

		Subtask		8.1 - Corrective measures are initiated when errors are recognized in previous public announcements.		Corrective messages are issued when error is recognized.		Joint Pub 3-61

		Subtask		8.2 - Disseminate location(s) of EFAC and publish hotline information on call centers, when activation is confirmed by the responsible coordinating function.		As per installation SOP.		AR 525-27

		Subtask		8.3 - Disseminate location(s) of Safe Havens when activation is confirmed by the responsible coordinating function.		As per installation SOP.		AR 525-27

		Task		9. Demobilize Emergency Public Information and Warning 

		Subtask		9.1 - Disseminate notice of JIC closure to all stakeholders.		As per installation SOP.		Joint Pub 3-61; AR 525-27; AR 360-1

		Subtask		9.2 - Archive important records of JIC activities and NIMS compliant records. 		As per installation SOP.		Joint Pub 3-61; AR 525-27; AR 360-1

		Subtask		9.3 - Demobilize JIC personnel and facilities as necessary.		As per installation SOP.		Joint Pub 3-61; AR 525-27; AR 360-1

		Subtask		9.4 - Implement secondary public protective actions (PPA) if required.		As per installation SOP.		AR 525-27; AR 360-1

		Task		10. Other



				* Denotes a Critical Task





				References for Additional Information:

				·         AR 360-1:  The Army Public Affairs Program, May 25, 2011

				·         AR 530-1:  Operations Security, Sep 2012

				·         DoDD 5410.18:  Public Affairs Community Relations Policy, 20 Nov 2001

				·         DoDI 5400.13: Public Affairs (PA) Operations, 15 Oct 2008

				·         DoDI 5400.14:  Procedures for Joint Public Affairs Operations, 3 Nov 2014

				·         DoDI 5405.3:  Development of Proposed Public Affairs Guidance (PPAG), 18 Feb 2018

				·         DoDI 5410.19:  Public Affairs Community Relations Policy Implementation, 13 Nov 2001

				·         FEMA Integrated Public Alert & Warning System (https://www.fema.gov/integrated-public-alert-warning-system)

				·         FM 3-61.1:  Public Affairs Tactics, Techniques, and Procedures, 1 Oct 2000

				·         FM 46-1:  Public Affairs Operations, 30 May 1997

				·         Joint Pub 3-61:  Public Affairs, 17 Nov 2015

				·         ST 24-07-01:  Army Public Affairs Handbook, Version 1.0, Army Public Affairs Center, Fort Meade, MD 20755, 5 Apr 2007 (FOUO) 





3-Operational Coordination

		CAPABILITY

		3 - OPERATIONAL COORDINATION

		Establish and maintain a unified and coordinated operational structure and process that appropriately integrates all critical stakeholders and supports the execution of core capabilities.				Key Owner(s): EOC, LE, FIRE, EM, MED, DPW, MWR, NEC

		CONDITION

		An all hazards event has occurred on the installation. The installation commander has established communications with tenant units and agencies, civilian authorities, and higher headquarters. EOC is operational and processing information in accordance with standard operating procedures. This task is performed 24/7 in various environmental conditions. 

						STANDARD		REFERENCE		EVALUATOR COMMENTS

		Task		1. Activate EOC and Direct Tactical Operations*

		Subtask		1.1 - Activate EOC at the appropriate level for type of incident.		The EOC is activated IAW the criteria identified the installation EOC SOP. Ensure backup EOC is operable and accessible.		DA PAM 525-27 Chap 10 Continuity Programs (10-1 Pg 58); Chap 11 Command, Control, and Communications(11-3 Pp 61-71) 
Installation EM Plan/SOP

		Subtask		1.2 - Activate, alert, and request response from 100% EOC personnel. 		Rosters are accessible and up-to-date; appropriate staff are notified to report, as necessary, per the plan.		DA PAM 525-27 Chap 11 Command, Control, and Communications (11–5. Mass warning and notification Pp71-72)
Installation EM Plan/SOP

		Subtask		1.3 - Brief incoming EOC representatives on current situation.  		Conducted IAW installation EOC SOP. 		DA PAM 525-27 Chap 11 Command, Control, and Communications(11-3 Pp 61-71) 
Installation EM Plan/SOP

		Subtask		1.4 - All required incident specific ESF/EOC personnel are present and possess internal SOPs and have access to doctrinal reference material in order to perform their mission.		IAW emergency plans and standard operating procedures. Informed and trained staff arrive in a timely manner; staff have access to materials that support operations (e.g., plans, procedures, resources and accounted for in the incident management structure).		DA PAM 525-27 Chap 11 Command, Control, and Communications(Table 11-1, Pp 62-65)

Installation EM Plan/SOP

		Subtask		1.5 - Ensure safety and security measures are included in EOC management activities.		Personnel accountability is established and maintained; resources are rotated, rehabilitated, and released, as needed; maintenance is scheduled, as appropriate; equipment rehabilitation and resupply is authorized; return of resources is facilitated; security measures are appropriately implemented and maintained according to the threat.		DA PAM 525-27 Chap 11.3.g., pg 65

		Subtask		1.6 - Ensure that EOC and on-site IC operations are synchronized (Coordinate EOC with other ICS operations). 		Jurisdictional emergency management operations are supported and coordinated; IC/UC, emergency response priorities, and IAPs are coordinated and supported by and with EOC; ensure that non-ESF external organizations (e.g. government and non-government) are notified and integrated into the Command structure as appropriate; State/Federal authorities contacted for emergency or disaster declaration, as appropriate.		AR 525-27 Chap 9 Command, Control, and Communications ( 9-7 Pg 24)
DA PAM 525-27 Chap 11 Command, Control, and Communications (11-3 Pp. 65-67)

		Subtask		1.7 - Initiate installation plan for shelter and feeding of personnel supporting the EOC per the emergency plan, as applicable.		Conducted IAW Installation Plan.		DA PAM 525-27 Chap 11.3.h., pg 65

		Subtask		1.8 - Consider initiating plan for evacuation, shelter, housing, and feeding for displaced responder families and general population. 		Conducted IAW installation plan.		DA PAM 525-27 Chap 11.3.h., pg 65

		Task		2. Provide EOC Communications*

		Subtask		2.1 - Implement an interoperable communications plan.		Installation possesses a plan which enables all organizations involved in the operation to communicate throughout response and recovery operations.		DA PAM 525-27 Chap 11.6.a., pg 75

		Subtask		2.2 - Coordinate telecommunications and information technology (IT) support to partner agencies as appropriate. 		Communications Leader is designated; designee appointment is communicated to all concerned at all levels.		DA PAM 525-27 Chap 11.6.a., pg 75

		Subtask		2.3 - Maintain response communications systems.		Interoperable communications systems status monitored and maintained to prevent failure; maintenance accomplished expeditiously when required; backup and alternate systems tested, maintained, and made available; replacement equipment is made available; Interoperable Communications Plan reviewed, revised, and approved as required.		DA PAM 525-27 Chap 11.3.m(3), pg 68

		Subtask		2.4 - Maintain interoperable information systems network. 		Outages prevented, recognized and corrected expeditiously; preventative maintenance accomplished on an ongoing basis, or as necessary; backup and alternate systems made available; replacement equipment is on-hand and available.		DA PAM 525-27 Chap 11.3.m(3), pg 68

		Subtask		2.5 - Ensure redundant communications circuits/channels are available for use. 		Interoperable Communications Plans provide for an appropriate number of redundant channels; information on communications circuits/channels are provided to all response and management agencies at all levels.		DA PAM 525-27 Chap 6.6.a., pg 40

		Subtask		2.6 - Ensure communications clear, acknowledged, and understood by all receivers.		Communications sent and received are completely understood without ambiguity by the sender or the intended receiver.		DA PAM 525-27 Chap 11 Command, Control, and Communications

		Subtask		2.7 - Implement information systems protection procedures. 		Communications equipment is sheltered from weather and physical damage; communications equipment is monitored and protected from malicious attacks; an equipment accountability system is established.		DA PAM 525-27 Chap 11 Command, Control, and Communications

		Task		3. Gather and Provide Information 

		Subtask		3.1 - Verify that all Public Safety Answering Points (9-11 centers) have established communication with the EOC.		IAW local installation SOP.		DA PAM 525-27 Chap 11 Command, Control, and Communications, Chapter 11-4, pg 71

		Subtask		3.2 - Maintain a common operating picture (COP) for real time sharing of information with the appropriate participating entities at all levels to ensure all responder agencies are working from the same information. 		Interoperable communication systems support maintaining up to date information between EOC and all responder agencies and leadership to include Federal, Regional, State, County, Local, and Tribal fixed and mobile Operations centers; responder agencies and leadership have easy access to needed information at all levels of incident management structure.		DA PAM 525-27 Chap 11 Command, Control, and Communications, Chapter 11-3, m.(3), pg 68.

		Subtask		3.3 - Coordinate emergency management efforts among local, county, regional, State, and Federal partners if necessary. 		Participation of appropriate EOC support organizations requested and integrated into the Command structure, where applicable; outreach to appropriate various levels of government is implemented, coordinated, and maintained.		AR 525-27 Chap 2-21.a., pg 13

		Subtask		3.4 - Coordinate with non-governmental agencies and private sector to collect and share data on incident situation as appropriate.		Various public/private organization or, nonprofits are contacted, mobilized, and integrated into the command structure, as appropriate; Subject Matter Experts (SMEs) from public/private agencies and academia who may be able to assist are contacted, mobilized, and integrated into the command structure, as appropriate.		AR 525-27 Chap 2-21.j., pg 13

		Subtask		3.5 - Monitor communications and information systems. 		Communication and information systems (television, radio, print, internet) are monitored for public reaction to response efforts and integrated into SITREPs; information analyzed for purpose of identifying additional response-related issues that need to be addressed and forwarded through the command structure for feedback.		DA PAM 525-27 Chap 11 Command, Control, and Communications, Chapter 11-3.g., pg 65

		Subtask		3.6 - Collect, analyze, and disseminate information and intelligence. 		Establish and maintain operations security (OPSEC) of information within EOC; situation information collected to assess response level/conditions at all levels; information gathered from the field is analyzed and consolidated; EOC SITREP developed and disseminated including status and contingency plans to all levels; inputs for IAP are coordinated from all levels; SITREPs are distributed at least once per operational period to all levels; IAPs are distributed at least once per operational period to all levels.		DA PAM 525-27 Chap 11.3.g., pg 65

		Task		4. Installation reports and updates HQDA Senior Leader Commanders Critical Information Requirements (CCIR) as required*

				1 - IMMINENT THREAT TO SENIOR US ARMY LEADERS (ANY PRESIDENTIAL APPOINTED DA CIVILIAN, ANY GO OR SES, SMA, ANY COL OR GS-15, ANY LTC BN CDR, ANY CSM)		* See "NOTES" below		CCIR MATRIX TO FRAGO 1 TO EXORD 222-17

				2 - ANY CBRN EVENT THAT POSES A POTENTIAL THREAT TO US FORCES OR CITIZENS (e.g., FACILITIES LEAK, CBRN MATERIAL MISMANAGEMENT, RENDER SAFE ACTION, DISCOVERY, OR USE OF CBRN WEAPONS AGAINST US OR COALITION)		* See "NOTES" below		CCIR MATRIX TO FRAGO 1 TO EXORD 222-17

				3 - A) ANY BREACH, POTENTIAL ATTACK, OR THREAT AGAINST US ARMY FACILITIES, EQUITIES, OR STRUCTURES 3 - B) ANY REPORT OF SUSPICIOUS PACKAGE(S) AT US ARMY INSTALLATIONS, FACILITIES, OR STRUCTURES REQUIRING EOD/CBRN SUPPORT 3 - C) ANY THREAT, ATTACK, OR INCIDENT AT A NON GOVERNMENT FACILITY OR EVENT THAT AFFECTS US ARMY PERSONNEL OR EQUITIES		* See "NOTES" below		CCIR MATRIX TO FRAGO 1 TO EXORD 222-17

				4 - INTERNATIONAL INCIDENT INVOLVING US ARMY FORCES (e.g., BLUE ON GREEN INCIDENT, LAW OF WAR VIOLATIONS, INCURSION OF ANY SOVEREIGN BORDER)		* See "NOTES" below		CCIR MATRIX TO FRAGO 1 TO EXORD 222-17

				5 - DEATH / CAPTURE / AVIATION INCIDENT WITH US ARMY SOF INVOLVED IN NATIONAL MISSION		* See "NOTES" below		CCIR MATRIX TO FRAGO 1 TO EXORD 222-17

				6 - A) US ARMY CLASS A AVIATION ACCIDENT / INCIDENT WITH LOSS OF LIFE                                                                                   6 - B) US ARMY CLASS A AVIATION ACCIDENT / INCIDENT WITHOUT LOSS OF LIFE		* See "NOTES" below		CCIR MATRIX TO FRAGO 1 TO EXORD 222-17

				7 - A) VERY SERIOUS INJURY OR DEATH OF A SENIOR US ARMY LEADER (ANY PRESIDENTIAL APPOINTED DA CIVILIAN, ANY GO OR SES, SMA, ANY COL OR GS-15, ANY LTC BN CDR, ANY CSM)                                                                                                        7 - B) SUSPENSION OR RELIEF OF ANY COL OR ABOVE IN A COMMAND POSITION 		* See "NOTES" below		CCIR MATRIX TO FRAGO 1 TO EXORD 222-17

				8 - A) ANY US ARMY AFFILIATED PERSONNEL REPORTED MISSING / TAKEN HOSTAGE / CAPTURED WHERE HOSTILE INTENT IS SUSPECTED 8 - B) CONFIRMED DISCOVERY / RESCUE / RELEASE OF MILITARY PERSONNEL OR OTHER DESIGNATED INDIVIDUALS REQUIRING US MILITARY SUPPORT		* See "NOTES" below		CCIR MATRIX TO FRAGO 1 TO EXORD 222-17

				9 - SAFETY OF FLIGHT / USE MESSAGE GROUNDING / DEADLINING US ARMY EQUIPMENT IMPACTING OPNS / FLEET		* See "NOTES" below		CCIR MATRIX TO FRAGO 1 TO EXORD 222-17

				10 - DIRECTED CHANGE IN FPCON BY OSD		* See "NOTES" below		CCIR MATRIX TO FRAGO 1 TO EXORD 222-17

				11 - DEATH / CAPTURE OF A NON-US WORLD LEADER		* See "NOTES" below		CCIR MATRIX TO FRAGO 1 TO EXORD 222-17

				12 - NATURAL OR MAN-MADE DISASTER IMPACTING US ARMY EQUITIES		* See "NOTES" below		CCIR MATRIX TO FRAGO 1 TO EXORD 222-17

				13 -  ANY POTENTIAL THREAT TO OR SUCCESSFUL CYBER ATTACK ON A DOD NETWORK THAT RESULTS IN SIGNIFICANT CAPABILITY / OPERATIONAL IMPACT; EXPOSURE OF SIGNIFICANT CLASSIFIED INFORMATION; EXPLOITATION OF CRITICAL INFORMATION OR EXPOSURE OF A DATABASE WITH PII.  ANY CONFIRMED/ SUSPECTED DOD NETWORK ATTACK LASTING MORE THAN 1 HOUR THAT CAN POTENTIALLY RESULT IN SIGNIFICANT IMPACTS		* See "NOTES" below		CCIR MATRIX TO FRAGO 1 TO EXORD 222-17

				14 - INCIDENT INVOLVING US ARMY PERSONNEL RESULTING IN NATIONAL POSITIVE OR NEGATIVE MEDIA COVERAGE		* See "NOTES" below		CCIR MATRIX TO FRAGO 1 TO EXORD 222-17

				15 - NO NOTICE INTEROPERABILITY EXERCISES INITIATED BY JCS / NMCC		* See "NOTES" below		CCIR MATRIX TO FRAGO 1 TO EXORD 222-17

				16 - INCIDENTS OF FRATRICIDE INVOLVING US ARMY PERSONNEL (BLUE ON BLUE / GREEN ON BLUE)		* See "NOTES" below		CCIR MATRIX TO FRAGO 1 TO EXORD 222-17

				17 - US / COALITION FORCES COLLATERAL DAMAGE CAUSING CIVILIAN DEATHS		* See "NOTES" below		CCIR MATRIX TO FRAGO 1 TO EXORD 222-17

				18 - TRAINING OR TROOP MOVEMENT ACCIDENT RESULTING IN VERY SERIOUS INJURY (LOSS OF LIFE, LIMB, EYESIGHT) OR DEATH		* See "NOTES" below		CCIR MATRIX TO FRAGO 1 TO EXORD 222-17

				19 - A) DEATH OF A SOLDIER  (NON-COMBAT, NON-TRAINING RELATED)                                                                                           19 - B) ANY DEATH ON A US ARMY INSTALLATION                                                                                                                              19 - C) DEATH OF A DEPENDENT OFF POST DEEMED CRIMINAL IN NATURE		* See "NOTES" below		CCIR MATRIX TO FRAGO 1 TO EXORD 222-17

				20 - US ARMY KIA OR WIA FROM A SINGLE INCIDENT		* See "NOTES" below		CCIR MATRIX TO FRAGO 1 TO EXORD 222-17

				21 - LOSS OF MAJOR LOG ASSET IMPACTING THEATER LOG READINESS (GROUND, SEA, AIR: USG / CONTRACT)		* See "NOTES" below		CCIR MATRIX TO FRAGO 1 TO EXORD 222-17

				22 - EVENT IMPACTING TASK CRITICAL ASSET-TIER 1 (TCA-1) THAT RESULTS IN MISSION DEGRADATION OR FAILURE		* See "NOTES" below		CCIR MATRIX TO FRAGO 1 TO EXORD 222-17

				23 - LOSS, THEFT, WRONGFUL DISPOSITION, WILLFUL DESTRUCTION, OR MISMANAGEMENT OF ANY CHEMICAL AGENT, RESEARCH CHEMICAL AGENT, OR BIOLOGICAL SELECT AGENT OR TOXIN		* See "NOTES" below		CCIR MATRIX TO FRAGO 1 TO EXORD 222-17

				24 - NON-TRAINING ACCIDENT / INCIDENT RESULTING IN VERY SERIOUS INJURY (LOSS OF LIFE, LIMB, EYESIGHT) OF US ARMY PERSONNEL		* See "NOTES" below		CCIR MATRIX TO FRAGO 1 TO EXORD 222-17

				25 - THEFT, SUSPECTED THEFT, ATTEMPTED THEFT, LOSS, OR UNACCOUNTED ARMS, AMMUNITION, AND EXPLOSIVES (AA&E), SPECIFICALLY, ANY MISSILE, ROCKET, OR AUTOMATIC WEAPON; ANY FRAGMENTATION, CONCUSSION, OR HIGH EXPLOSIVE GRENADE; OR ANY EXPLOSIVE (e.g., C-4)		* See "NOTES" below		CCIR MATRIX TO FRAGO 1 TO EXORD 222-17

				26 - ACTUAL OR ALLEGED CHILD ABUSE WHICH TAKES PLACE ON A US ARMY INSTALLATION / FACILITY (CDC, DOD SCHOOLS, ETC) OR WITHIN AN ARMY ORGANIZATIONAL SETTING IN WHICH THE VICTIM IS SEXUALLY ABUSED OR IS ADMITTED TO THE HOSPITAL DUE TO INJURIES INCURRED DURING THE INCIDENT		* See "NOTES" below		CCIR MATRIX TO FRAGO 1 TO EXORD 222-17

				27 - EXPECTED DELAY GREATER THAN 24 HOURS OF A STRATEGIC UNIT DEPLOYMENT / REDEPLOYMENT (GFMAP UNITS, e.g., GRF)		* See "NOTES" below		CCIR MATRIX TO FRAGO 1 TO EXORD 222-17

				28 - POTUS, VPOTUS, US GOVERNMENT SECRETARY, FOREIGN DIGNITARY, AMBASSADOR, GOVDEL, CODEL, OTHER SERVICE 4-STAR OR ABOVE AND EQUIVALENT VISIT TO A US ARMY UNIT OR INSTALLATION		* See "NOTES" below		CCIR MATRIX TO FRAGO 1 TO EXORD 222-17

				29 - DEPLOYMENT / MOVEMENT OF ACTIVE ARMY, RESERVE, ARMY NATIONAL GUARD ASSETS ISO DSCA / HA MISSIONS		* See "NOTES" below		CCIR MATRIX TO FRAGO 1 TO EXORD 222-17

				30 - UNFORECASTED DEPLOYMENT OF ARMY CONTINGENCY RESPONSE FORCES		* See "NOTES" below		CCIR MATRIX TO FRAGO 1 TO EXORD 222-17

				31 - A) INCIDENTS INVOLVING UNAUTHORIZED UNMANNED AIRCRAFT (UA) AND UNMANNED AIRCRAFT SYSTEMS (UAS) OPERATING IVO ARMY EQUITIES		* See "NOTES" below		CCIR MATRIX TO FRAGO 1 TO EXORD 222-17

				31 - B) INCIDENTS IN CONUS INVOLVING ENGAGEMENT OF AN UNMANNED AIRCRAFT (UA) IN FLIGHT, WITH THE INTENT TO DISRUPT OR DISABLE, REGARDLESS OF THE COUNTERMEASURE BEING EMPLOYED MUST BE REPORTED TO FAA VIA PHONE NLT 5 MINUTES AFTER THE INCIDENT (TO ALLOW TIME TO DIVERT AIRCRAFT) FOLLOWED BY A PHONE CALL TO THE AOC.		* See "NOTES" below		CCIR MATRIX TO FRAGO 1 TO EXORD 222-17

				32 - INCIDENT OF CONCERN TO HQDA (ANY OTHER INCIDENT THE CDR DETERMINES TO BE OF IMMEDIATE CONCERN TO HQDA BASED ON THE GRAVITY, NATURE, POTENTIAL FOR SIGNIFICANT ADVERSE PUBLICITY, OR  CONSEQUENCES OF THE INCIDENT)		* See "NOTES" below		CCIR MATRIX TO FRAGO 1 TO EXORD 222-17

				 * NOTES: CCIR MATRIX TO FRAGO 1 TO EXORD 222-17.                                                                                                                                                                              CCIR 1-30 & 32 - NOTIFY AOC IMMEDIATELY VIA TELEPHONE UPON NOTIFICATION OF AN EVENT (NLT 1 HOUR), FOLLOW UP WITH A 5Ws EMAIL WITHIN 4 HOURS, AND A WRITTEN SIR IN 12 HOURS                                                                            CCIR 31 - A)  ALL ACOMS, ASCCS, AND DRUS MUST NOTIFY AOC IMMEDIATELY VIA TELEPHONE (NLT 1 HOUR  AFTER CONFIRMATION OF A UAS EVENT),  AND EMAIL FOLLOW UP REPORTS AS DATA BECOMES AVAILABLE OR UPON REQUEST FROM THE AOC                                                                                                                                                                           CCIR 31 - B)  ALL ACOMS, ASCCS, AND DRUS MUST CALL FAA IMMEDIATELY PRIOR TO OR DURING ENGAGEMENT AND FOLLOW UP WITH PHONE CALL TO AOC

				 * LEGEND: "I" = IMMEDIATELY; "D" = DUTY HOURS; A VERY SERIOUS INJURY IS DEFINDED BY THE LOSS OR POTENTIAL LOSS OF LIFE, LIMB, OR EYESIGHT (*LLE*).  ARMY OPERATIONS CENTER PHONE CALLS TO TOP 8 XOs (SA, USA, CSA, VCSA, SMA, DAS, G3, DG3); X= CALL

		Task		5. EOC Coordinates Resources and Supports Incident Response

		Subtask		5.1  - Provide information and support to the IC as appropriate. 		SITREP is reviewed, approved, and distributed. Decisions made at higher-levels that affect response operations are communicated to all levels; information for public release is coordinated with JIC.		DA PAM 525-27 Chap 11.3.g., pg 65

		Subtask		5.2 - Support incident response operations by coordinating resources.		IAW Installation SOP. Available resources, including mutual aid are identified, mobilized and deployed; mutual aid agreements executed to provide resources, as appropriate; resources and mission assignments are identified, allocated, deployed with information communicated to all levels of operations; financial matters pertaining to procurement of resources are implemented and managed.		DA PAM 525-27, chapter 9-1.a., pg 54

		Subtask		5.3 - Monitor/measure performance of assigned resources and request additional resources as needed. 		IAW Installation SOP and/or IAP. EOC consults appropriate decision-makers and facilitates resolution of needs/issues in a timely manner.		DA PAM 525-27, chapter 11-3.m(3)b., pg 69

		Subtask		5.4 - Request mutual aid or additional resources through the EOC ordering process. 		Mutual Aid, State, and/or Federal resources are requested as needed during an incident based on availability of resources and mutual aid.		DA PAM 525-27 Chap 11.3.h., pg 66

		Subtask		5.5 - Coordinate with arriving external support agencies.		IAW local installation SOP.		DA PAM 525-27 Chap 11.3.g., pg 65

		Subtask		5.6 - Support identification and determination of potential hazards and threats including mapping, modeling, and forecasting. 		Assists with mapping (e.g. impacted area, affected population); assists with modeling (e.g. plume, dose projections, evacuations); assists with forecasting (e.g. weather).		DA PAM 525-27, chapter 9-1.a., pg 54

		Subtask		5.7 - Support the implementation and execution of COOP plans. 		Implementation needs are determined, prioritized, implemented, and maintained as necessary; all communications and coordination with organizations that have implemented their COOP plans continue at all levels.		DA PAM 525-27, chapter 10-2, pg 58

		Task		6. Develop Incident Action Plan (IAP) 

		Subtask		6.1 - Establish EOC objectives, priorities for future operational periods. 		Incident priorities: Life safety, incident stabilization, property conservation; update IAP as necessary; gather input from all responding agencies. Immediately following scene size-up, initial IC shall identify strategic and tactical objectives, which are communicated up and down through ICS.  		DA PAM 525-27, chapter 11-1.b-c, pg 59

		Subtask		6.2 - Develop written IAP to establish priorities, procedures, and actions to be accomplished to meet the Incident Objectives for each operational period. IC/UC IAP is incorporated into EOC IAP and approved by designated authority.		Yes/No		DA PAM 525-27, chapter 11-1.b, pg 59

		Task		7. Execute, Evaluate and Revise Plans as Necessary

		Subtask		7.1 - Coordinate the efforts of the EOC to support the Incident Command.		IAW installation Plans, Policies and Procedures		DA PAM 525-27 Chap 11.3.g., pg 65

		Subtask		7.2 - Evaluate, revise, and coordinate resources to meet incident objectives.		IAW installation Plans, Policies and Procedures if applicable

		Task		8. Installation Commander Convenes the Recovery Working Group (RWG)*

		Subtask		8.1 - Plans for the RWG.		Yes/No		DoDI 6055.17 (10.2.a), pg. 51

		Subtask		8.2 - Convenes early in the recovery of the incident.		Yes/No		DoDI 6055.17 [10.2.a (3)], pg. 51

		Task		9. Reduce EOC 

		Subtask		9.1 - Reduce EOC representation as situation dictates.		IAW the Incident Action Plan (IAP)

		Subtask		9.2 - Implement EOC demobilization and deactivation.		IAW installation plans and policies

		Subtask		9.3 - Initiate preparation of after action reports (AARs) and identify areas for improvement. 		IAW local installation SOP		DA PAM 525-27, chap 15-9.a-d., pg 149

		Task		10. Other



				* Denotes a Critical Task











				References for Additional Information:

				·         ADP 5-0, The Operations Process, 17 May 2012

				·         AR 525-2: The Army Protection Program, December 8, 2014

				·         AR 525-13, Antiterrorism, February 17, 2017

				·         AR 525-27, Army Emergency Management Program, June 15, 2018

				·         DA EXORD 693-05, Army Implementation of NIMS and ICS.  December 16, 2005 7:11 PM

				·         DA PAM 525-27, Army Emergency Management Program, September 20, 2012

				·         Department of Homeland Security NIMS and ICS documentation 

				·         DoD Strategy for Homeland Defense and Civil Support, June 2005

				·         DoDI 2000.12, Antiterrorism, change 3, May 8, 2017

				·         DoDI 2000.18, DoD Installation Chemical, Biological, Radiological, Nuclear and High-Yield Explosive Emergency Response Guidelines, December 2002

				·         DoDI 6055.17, DOD Emergency Management Program, February 13, 2017 (C1, November 14, 2017)

				·         Homeland Security Presidential Directive (HSPD) 5

				·         Homeland Security Presidential Directive (HSPD) 8

				·         National Response Framework, third edition, June 2016

				          ·         TM 3-11.42 Multi-Service Tactics, Techniques, and Procedures for Installation Emergency Management (MSTTP Installation EM) , June 2014

				·         UFC (Unified Facilities Criteria) 4-141-04, Emergency Operations Center Planning and Design (C1, September 1, 2008)





4-Intel & Information Sharing

		CAPABILITY

		4 - INTELLIGENCE & INFORMATION SHARING

		 Provide timely, accurate, and actionable information resulting from the planning, direction, collection, exploitation, processing, analysis, production, dissemination, evaluation, and feedback of available information concerning physical and cyber threats to the United States, its people, property, or interests; the development, proliferation, or use of WMDs; or any other matter bearing on U.S. national or homeland security by local, state, tribal, territorial, Federal, and other stakeholders. Information sharing is the ability to exchange intelligence, information, data, or knowledge among government or private sector entities, as appropriate.				Key Owner(s): AT, LE, CID, NEC

		CONDITION

		An all hazards event has occurred on the installation. The installation commander has established communications with tenant units and agencies, civilian authorities, and higher headquarters. EOC is operational and processing information in accordance with standard operating procedures. This task is performed 24/7 in various environmental conditions. 

						STANDARD		REFERENCE		EVALUATOR COMMENTS

		Task		1.  Incorporate All Stakeholders into Information Flow

		Subtask		1.1 - Identify all local, State, and Federal law enforcement agencies to be included in the information sharing framework.		All identified agencies have connectivity and access to relevant systems; Distribution lists are up-to-date with points of contact routinely verified on a periodic basis.		AR 525-2, chap 3-2, b(6), pg 8

		Subtask		1.2 - Identify relevant non-law enforcement governmental entities and officials to be included in the information sharing framework.		All identified entities have readily available connectivity; distribution lists are up-to-date with points of contact routinely verified on a periodic basis; memorandums of understanding or similar agreements between appropriate entities exist and are on file.		AR 525-2, chap 5-1, f(6), pg 11

		Subtask		1.3 - Adhere to predefined security clearances and need-to-know parameters when disseminating and sharing information and intelligence.		Personnel demonstrate familiarity with and training on the handling of classified and/or sensitive materials.		AR 525-2, chap 5-1, e(3), pg 11

		Subtask		1.4 - Prevent, report, and/or address inappropriate disclosures of information and/or intelligence.		Clearly defined process is implemented and followed. 		AR 525-2, Appendix B-2., a(1), pg 24

		Task		2. Conduct Vertical Flow of Information*

		Subtask		2.1 - Ensures intelligence and/or information passed from Federal or State entities to installation authorities is relevant and in a usable format.		An effective and technologically sufficient process for sharing information and/or intelligence is used; receipt of information can be acknowledged; alternative, supplemental, and backup mechanisms are available and routinely evaluated. 

		Subtask		2.2 - Relevant information and/or intelligence products are disseminated all the way to patrol-level law enforcement personnel.		Ensure agencies regularly brief or make available information/intelligence products; information dissemination tools, such as roll call, briefing books, posted bulletins, training, etc., are used as needed.

		Subtask		2.3 - Intelligence and/or information passed from installation authorities to Federal or State entities is relevant and in a useable format.		Effective mechanisms are used to provide feedback; federal/State agencies can submit requests for additional and/or follow-up information to locals as needed.

		Subtask		2.4 - There are adequate numbers of trained personnel at all levels (especially at dispatch or communications centers) to process and disseminate information.		Backlogs of information are minimized; personnel are aware of time requirements for all priority threat-related information/intelligence; replacement or backup personnel are available.

		Task		3. Conduct Horizontal Flow of Information*

		Subtask		3.1 - Horizontal coordination across jurisdictions among law enforcement and other appropriate agencies is achieved at all levels through effective information sharing.		Multijurisdictional lines of communication are established and used; an effective and technologically sufficient process for sharing information and/or intelligence is used; receipt of information can be acknowledged; alternative, supplemental, and backup mechanisms are available and routinely evaluated.

		Subtask		3.2 - Intelligence and/or information is shared across disciplines (i.e., Law Enforcement, Fire, EMS, etc.) in an effective manner.		An effective and technologically sufficient process for sharing information and/or intelligence is used; receipt of information can be acknowledged; alternative, supplemental, and backup mechanisms are available and routinely evaluated.

		Subtask		3.3 - Dissemination and information sharing mechanisms are structured so that (if required) private-sector entities receive accurate and timely unclassified information that is consistent with intelligence requirements.		Information provided is updated frequently; information provided is consistent with intelligence requirements; effective mechanisms are used to provide feedback on information sent.

		Task		4. Gather Information

		Subtask		4.1 - Homeland security related information is gathered by law enforcement and other appropriate agencies during routine day-to-day activities.		LE are advised of updates regarding types of information to look out for during daily activities; collection efforts are guided by and/or based on requirements described in information needs documents; all relevant basic identifying information is collected on individual/place/event in question; feedback is provided to those in the field.

		Subtask		4.2 - Use operationally sound policies to comply with regulatory, statutory, privacy, and other issues that may govern the gathering of information.		Policies are in place and adhered to.

		Subtask		4.3 - Law enforcement and other appropriate agencies gather information on items and materials commonly used by criminal and/or terrorist organizations to carry out attacks.		Increased attention is paid to identified as risk items and materials; a formalized collection plan may be used; bulletins or alerts educate street-level personnel on these items and materials; inventory control systems track critical items, such as hazardous materials.

		Subtask		4.4 - Law enforcement and other appropriate personnel conduct information gathering operations on critical infrastructure and other potentially high-risk locations.		During an elevated threat level, appropriate agencies have a clearly defined plan to increase information; gathering activities around these locations (e.g. patrols, inspections, searches, surveillance detection, etc.); this plan is effectively implemented.

		Subtask		 4.5 - Law enforcement and other appropriate personnel coordinate their information gathering activities with relevant local, Tribal, State, and Federal entities on an ongoing basis, in particular with the Joint Terrorism Task Force (JTTF) in terrorism-related cases.		IAW installation plans, policies and established MOAs/MOUs

		Task		5. Recognize and Identify Suspicious Circumstances or Indicators and Warnings

		Subtask		5.1 - Law enforcement and public safety personnel are able to recognize and identify suspicious circumstances or indicators and warnings that may be associated with potential criminal and/or terrorist-related activities.		Personnel demonstrate the ability to recognize a potential nexus with terrorism when faced with raw data, criminal reports, and investigations; personnel are trained in and familiar with standard indicators and warnings of terrorist activity, including potential reconnaissance and surveillance, fraudulent document use, fund-raising, etc.; personnel have access to guidance regarding indicators and warnings (e.g., Terrorism Awareness Cards, etc.)

		Subtask		5.2 - Key private-sector businesses are familiar with and can recognize suspicious activity.		Law enforcement and/or public safety agencies adequately educate/train key private-sector businesses on what constitutes suspicious activity; this education is regularly refreshed to account for employee turnover and changed threats; sites with key materials know how to report unusual loss, theft, or sale.

		Subtask		5.3 - Key private-sector businesses are familiar with and utilize a predefined notification process to advise law enforcement agencies of suspicious activity.		Key private-sector businesses are identified; for private-sector businesses, a recognized communication avenue exists for reporting suspicious activity.

		Subtask		5.4 - The general public can recognize suspicious activity.		Public education programs effectively raise public awareness of suspicious activities.

		Subtask		5.5 - The general public is familiar with and utilizes a predefined notification process to advise law enforcement agencies of suspicious activity.		The public demonstrates general familiarity with a defined system for public reporting of suspicious activity (i.e. dedicated Tips Line, 911, etc.); tips Lines monitor and/or track increased reporting.

		Task		6. Conduct Initial Authentication and Screening of Information

		Subtask		6.1 - Maintain procedures and/or systems to process the inflow of gathered information from all sources and ensure information is passed while it is still relevant.		Information gathered  from all sources is appropriately reported to local supervisors; information is reported in a reasonable timeframe from initial observation; adequate personnel/systems support the inflow of information.

		Subtask		6.2 - Ensure information provided by all sources is authenticated.		Standards for accuracy and genuineness are met; all available basic identifying information has been collected on the individual/place/event in question; supervisory personnel are able to contact reporting entity for verification purposes.

		Subtask		6.3 - Law enforcement personnel use appropriate investigatory protocols for follow up actions in response to a potential threat.		Law enforcement personnel are familiar with and utilize the established protocols of the Terrorist Screening Center and appropriate Handling Codes.

		Subtask		6.4 - Catalog and database all information to enable timely retrieval.  		In accordance with all relevant laws and regulations.

		Subtask		6.5 - Query databases or records to ascertain significance of information.		Prior to and/or separate from intelligence fusion entities, law enforcement personnel have access to and can query necessary law enforcement and other databases to ascertain associations early in an investigation.

		Subtask		6.6 - Following initial review of gathered information, a decision is made whether to pass on the information to fusion centers and/or other relevant entities (e.g., the FBI).		Appropriate decision is made and relevant information is passed on.

		Task		7. Maintain, Operate, and Staff the Threat Working Group (TWG) / Threat Fusion Cell (TFC)*

		Subtask		7.1 - Establish, maintain, and coordinate the TWG/TFC to gather, analyze, evaluate and share relevant intelligence and information in order to develop appropriate protection response measures.  		TWG/TFC process follows national management guidelines and standards (e.g., Global Justice information Sharing Initiative's Fusion Center Guidelines), and standards outlined in AR 525-13. 		AR 525-13, chap 5-12, pg 19

		Subtask		7.2 - Establish relationships with local, State, and Federal intelligence collection agencies for sharing of relevant threat information.		All identified agencies have connectivity and access to relevant systems; Distribution lists are up-to-date with points of contact routinely verified on a periodic basis.		AR 525-2, chap 3-2, b(6), pg 8

		Subtask		7.3 - Provide the TWG/TFC with criminal intelligence and trends impacting installation and the surrounding community.		Yes/No

		Subtask		7.4 - Key stakeholders in the area of responsibility are actively represented in the TWG/TFC process.		All key departments, agencies, and organizations in the jurisdiction assign liaison personnel to the fusion cell, either on a full or part-time basis; diverse subject matter expertise is present in the fusion center.		AR 525-2, chap 3-2, b(6), pg 8

		Subtask		7.5 - Coordinate the fusion cell/process with the Joint Terrorism Task Force (JTTF) and FBI Field Intelligence Group (FIG) for all terrorist-related information as required.		There are clear standard operating procedures and division of responsibility between FBI and fusion center; clear communications procedures/systems are used.		AR 525-27, chap 7-2.a., pg 43

		Subtask		7.6 - Personnel adhere to privacy laws and regulations.		Personnel demonstrate familiarity with laws and rules, to include 28 CFR Part 23 and relevant State statutes and regulations.

		Subtask		7.7 - Security measures are in place for the facility, and meet all relevant standards and regulations.		A security plan has been developed, published, and enforced; personnel are familiar with the facility's security protocols.		190-13, chap 2-12

		Subtask		7.8 - Security measures are in place for data and personnel, and meet all relevant standards and regulations.		Threat Fusion Cell meets all physical and clearance requirements to receive, store, and control secret/secure information; key decision makers and relevant personnel have appropriate security clearances.		AR 190-51 App B

		Subtask		7.9 - Analysts are able to blend, reconcile, and deconflict data, information, and intelligence received from multiple sources.		Analysts demonstrate knowledge of relevant analytic methods and practices.		AR 525-13, Appendix H-4.,k(4), pg 54

		Subtask		7.10 - Analysts are able to identify patterns and trends that may indicate an emerging, immediate, or long-term threat condition.		Analysts effectively employ predictive analysis.

		Subtask		7.11 - Analysts are able to understand and identify links between traditional criminal activity and terrorism-related activity so they can identify imminent or potential threats.		Analysts are familiar with up-to-date lists of terrorism indicators, and prioritized intelligence requirements.

		Task		8. Maintain Connectivity and Access Collected Information 

		Subtask		8.1 - TWG/TFC process maintains technical and procedural connectivity with intelligence/information sources at all levels of classification, using appropriate technological redundancy.		The center has electronic access to relevant networks, classified and unclassified (e.g. HSIN, RISS/lEO, NCIC, etc.); connectivity is sustained and readily available; simple access to and from the fusion center/process has been established for those responsible for gathering information (e.g. via an 800 number).

		Subtask		8.2 - Personnel demonstrate ability to receive, extract, or collect information from all available sources, including all relevant databases and systems, on a continuous basis.		Personnel are familiar with use of relevant systems and databases; personnel use appropriate systems and databases for a given scenario/investigation; the volume of use of these networks is recorded.

		Subtask		8.3 - TWG/TFC process maintains communications, including electronic connectivity, with other fusion center/processes.		Connectivity is sustained and readily available; MOUs are used to define processes and responsibilities for information sharing and to ensure there is no conflict with other fusion centers/processes.

		Subtask		8.4 - Personnel prioritize information/intelligence based on the reliability and relevance of the information to potential threat elements.		A clearly defined process exists to establish threat; gathered information is prioritized and prepped for analysis.

		Task		9. Develop Threat Working Group/Threat Fusion Cell Products

		Subtask		 9.1 - Personnel produce briefings, reports, and/or alerts that provide clear, credible, and detailed information on actions or activities that may be indicative of an emerging threat.		Products are usable and effective; products support law enforcement and other public safety agencies in the development of intelligence and information-driven prevention plans.		AR 525-13, Appendix H-4.,k(3), pg 55

		Subtask		9.2 - Tear-line formats are appropriately used and unclassified products are developed to ensure that State, local, and/or Tribal officials with varying levels of clearance have access to useful information.		Personnel are familiar with policies and procedures guiding the dissemination of classified materials; guidelines on use of tear-lines are followed; a clear process for developing unclassified briefings exists and is followed.

		Subtask		9.3 - Product interoperability is ensured through use of uniform templates for TWG/TFC products.		Personnel follow standards and templates for analytic products (e.g. Law Enforcement Analytic Standards, developed by the International Association of Law Enforcement Intelligence Analysts (IALEIA)).		As per Garrison SOP

		Subtask		9.4 - TWG/TFC process uses standard terminology/lexicon to eliminate agency-to-agency terminology confusion.		A standard terminology/lexicon glossary is used to ensure uniformity.		DA PAM 525-27, chap 18-2.c., pg 158

		Subtask		9.5 - Products are adequately vetted and reviewed prior to distribution.		Procedures/mechanisms for vetting products prior to distribution are followed; audit standards for reviewing products are followed; oversight ensures products are relevant to intended audience.

		Subtask		9.6 - All information and intelligence is archived in a searchable repository to support future efforts.		A criminal intelligence file of stored information is maintained and accessible; databases comply with 28 CFR Part 23; all guidelines and procedures governing file use are followed (e.g., Criminal Intelligence File Guidelines, developed by the Law Enforcement Intelligence Unit (LEIU)).

		Subtask		9.7 - TWG/TFC produces regular assessments of prioritized risks and threats in its jurisdiction.		These assessments are used to dictate short and long-term intelligence requirements; analysts ensure that their products support established information needs (as described in the Information Gathering and Recognition of Indicators and Warnings capability).		AR 525-2, chap 5-1, e(3), pg 11

		Task		10. Other



				* Denotes a Critical Task

				References for Additional Information:

				·         ADP 3-07, Stability, August 31, 2012

				·         ADP 5-0, The Operations Process, May 17, 2012

				·         AR 190-13, The Army Physical Security Program, February 25, 2011

				·         AR 190-51, Security of Unclassified Army Property (Sensitive and Nonsensitive), September 30, 1993

				·         AR 380-5, Department of the Army Information Security Program, September 29, 2000

				·         AR 380-13, Acquisition and Storage of Information Concerning Non-Affiliated Persons and Organizations, September 30, 1974

				·         AR 380-53, Communications Security Monitoring, December 23, 2011

				·         AR 381-10, US Army Intelligence Activities, May 3, 2007

				·         AR 381-12, Threat Awareness and Reporting Program, June 1, 2016

				·         AR 381-20, Army Counterintelligence Program, May 25, 2010

				·         AR 525-2: The Army Protection Program, December 8, 2014

				·         AR 525-13, Antiterrorism, February 17, 2017

				·         AR 530-1, Operations Security, September 26, 2014

				·         ATP 2-01.3, Intelligence Preparation of the Battlefield/Battlespace, 10 November 2014

				·         ATP 2-22.9, Open Source Intelligence, June 30, 2017

				·         ATP 3-39.20, Police Intelligence Operations, April 6, 2015

				·         CJCS Guide 5260, A Self-Help Guide to Antiterrorism, June 10, 2013

				·         CPG 502, Considerations for Fusion Centers and EOC Coordination, May 1, 2010

				·         DoDI 2000.16, DoD Antiterrorism (AT) Program Implementation: DoD At Standards, Volume I and II, May 5 & 8, 2017

				·         DoDD 5148.11, Assistant to the Secretary of Defense for Intelligence Oversight, April 24, 2013

				·         DoDD 5200.27, Acquisition of Information Concerning Persons and Organizations Not Affiliated with DOD, January 7, 1980

				·         DoDD 5240.01, DOD Intelligence Activities, August 27, 2007 (Change 1, 29 Jan 2013)

				·         DoDD 5240.02, Counterintelligence (CI), March 17, 2015 (Change 1, 16 May 2018)

				·         FM 2-0, Intelligence, July 7, 2018

				·         J34 Combating Terrorism: Antiterrorism Force Protection Installation Planning Template

				·         JP 3-07.2, Antiterrorism, March 14, 2014

				·         JP 3-26, Counterterrorism, October 24, 2014

				·         JP 3-27, Homeland Defense, April 10, 2018















5-Screen, Search & Detectio

		CAPABILITY

		5 - SCREENING, SEARCHING & DETECTION

		  Identify, discover, or locate threats and/or hazards through active and passive surveillance and search procedures. This may include the use of systematic examinations and assessments, biosurveillance, sensor technologies, or physical investigation and intelligence.				Key Owner(s): LE, MED, DHR

		CONDITION

		An all hazards event has occurred on the installation. The installation commander has established communications with tenant units and agencies, civilian authorities, and higher headquarters. EOC is operational and processing information in accordance with standard operating procedures. This task is performed 24/7 in various environmental conditions. 

						STANDARD		REFERENCE		EVALUATOR COMMENTS

		Task		1. Screening*

		Subtask		1.1 - Implement screening plan appropriate to the threat analysis.		Plan addresses the following: legal implications for that event; appropriate resources and personnel; notification and response protocols; force protection for screening operations if necessary; screening point area before the operation begins; FPCON changes as directed.		DoDI 3020.52, pg 12, 1., a-d

		Subtask		1.2 - Screen people and material (e.g. cargo, conveyances, food, etc.) on items as based on incident threat analysis.		100% of people and material are screened for items as identified. 		AR 190-13, Ch 8, DTM 09-012

		Subtask		1.3 - Screen mail and packages received at the post office.		Screened as outlined in DA PAM 25-52.		DA PAM 525-27, pg 42, 6-7.f. (also DA PAM 25-52)

		Subtask		1.4 - Identify necessary screening points based upon threat assessment and FPCON level (e.g., special event venues, etc.).		Maps/drawings/blueprints/computer models are reviewed and analyzed; Ensure facility emergency plan coincides with screening protocols; Identify distribution, capability and coverage of fixed detection if available.		AR 190-13, pg 27, Ch 8, para 6

		Task		2. Detect

		Subtask		2.1 - Deploy mobile monitoring and detection capability at access control points (ACPs) and any other identified screening points to assist in the prevention, protection, and mitigation of a CBRNE incident.		Distribution of mobile monitoring and detection equipment is prioritized based on threat analysis, FPCON level and implementing guidance for FPCON measures; Validate operational status of CBRNE screening and detection equipment prior to its deployment.		DoDI 6055.17, pg 25, 4.3.a.  and  AR 525-27, pg 46, B-4. c.8., and DoDI 3020.52, 2.b(1)

		Subtask		2.2 - Continuously screen and monitor at access control points and other key points for potential threat materials.		Documentation is reviewed and tracked. Venues are inspected for potential CBRNE threats prior to major events. Security is maintained on venue from screening clearance through the event.		AR 525-13, pg 20, 5-14(2)

		Task		3. Confirm and characterize*

		Subtask		3.1 - Detect presence of threat materials.		Presence of material is confirmed.		DoDI 3020.52, pg 31, 6.b., and DA PAM 525-27. pg. 168, 18-11.b(1)

		Subtask		3.2 - Isolate suspected threat materials.		Establish hazard control zone; Provide public safety and security around threat as appropriate [Refer to EEG # 24 Public Health]; Make appropriate notifications; Separate suspect personnel from materials.		DoDI 3020.52, pg 31, 6.d

		Subtask		3.3 - Identify (analyze) suspect material.		Sampling protocols based upon nature of the event. Suspicious material is analyzed and initial risk evaluation is made.		DoDI 3020.52, pg 15, 5.d(4) and DA PAM 525-27. pg. 168, 18-11.b(1)

		Subtask		3.4 - Gather CBRNE material detection information that can be used in attribution efforts. Forward to appropriate personnel, including law enforcement and intelligence community personnel.		Chain-of-custody forms and case file documentation are completed properly.		DoDI 3020.52, pg 15, 5.d (3)

		Task		4. Communicate CBRNE Detection Incidents 

		Subtask		4.1 - Based on initial risk evaluation, protocols for resolving CBRNE alarms are implemented and appropriate warnings are issued.		Accurate records are kept of all suspect issues or alarms and their resolution. False WMD/HAZMAT alarms at screening points are resolved as soon as possible.		AR 525-13, pg 22, 5-21 (4)(c)

		Subtask		4.2 - Provide CBRNE data and risk evaluation to Incident Commander, EOC, appropriate agencies and personnel.		Standardized SITREP provided; Information is transmitted over secure communications (fax, land line, cellular); secure messages deciphered and information release for general public coordinated [Refer to EEG # 2 Public Information and Warning].		DoDI 3020.52, pg 31, 3-5

		Subtask		4.3 - Continuously update initial risk evaluation.		Standardized updates are provided; Information is transmitted over secure communications (fax, land line, cellular).		DoDI 3020.52, pg 12, 2

		Task		5. Other



				* Denotes a Critical Task







				References for Additional Information:

				·           ARNORTH FP Directive 17-001

				·     AR 190-13, The Army Physical Security Program, February 25, 2011

				·     AR 525-13, Antiterrorism, February 17, 2017

				·     AR 525-27, Army Emergency Management Program, June 15, 2018

				·     ATTP 3-11.36, Multiservice Tactics, Techniques, and Procedures for Nuclear, Biological and Chemical Vulnerability Assessment, July 12, 2010

				·     ATP 3-11.37, Multi-Service Tactics, Techniques, and Procedures for Chemical, Biological, Radiological, and Nuclear Reconnaissance and Surveillance (incl C1), March 25, 2013

				·     ATP 3-11.50, Multiservice Tactics, Techniques, and Procedures for Chemical, Biological, Radiological, and Nuclear Consequence Management Operations, July 30, 2015

				·     DA PAM 25-52, MAIL FACILITY SECURITY AND HANDLING SUSPICIOUS MAIL

				·     DA PAM 525-27, Army Emergency Management Program, September 20, 2012

				·     DHS Guide 100–06, 3rd ed., Guide for the Selection of Chemical Detection Equipment for Emergency First Responders, January 2007

				·     DHS Guide 105-07, Guide for the Selection of Explosives Detection and Blast Mitigation Equipment for Emergency First Responders, February 2008 

				·          DoDI 2000.12, DoD Antiterrorism (AT) Program, March 1, 2012 (C1, May 8 2017)

				·          DoDO 2000.16, DoD Antiterrorism (AT) Standards, December 8, 2006

				·     DoDI 2000.18, DoD Installation Chemical, Biological, Radiological, Nuclear and High-Yield Explosive Emergency Response Guidelines, December 2002

				·     DoDI 3020.52, DoD Inststallation Chemical, Biological, Radiological, Nuclear, and High-Yield Explosive (CBRNE) Preparedness Standards, May 18, 2012 (C1, May 22, 2017)

				·     DoDI 6055.17, DOD Emergency Management Program, November 14, 2017 (C1, November 14, 2017)

				·          Directive -Type Memorandum (DTM) 09-012: Interim Policy Guidance for DoD Physical Access Control, December 2009 (C1, April 17, 2017)

				·     FM 3-11, Multiservice Doctrine for Chemical, Biological, Radiological, and Nuclear Operations, July 1, 2011

				·     ST 19 LESM (Law Enforcement and Security Manual), June 1, 2015

				AR 190-45, Law Enforcement Reporting, September 27, 2016

				AR 190-47, The Army Corrections System, June 15, 2006

				AR 385-10, The Army Safety Program, February 24, 2017

				AR 525-27, Army Emergency Management Program, June 15, 2018

				AR 600-20, Army Command Policy, November 6, 2014

				AR 638-8, Army Casualty Program, June 23, 2015

				DoDI 5154.30 Armed Forces Medical Examiner System (AFMES) Operations, December 29, 2015 (C1, December 21, 2017)

				DoDI 6055.17, DOD Emergency Management Program, February 13, 2017 (C1, November 14, 2017)

				FM 4-30, Ordnance Operations, April 1, 2014

				FM 6-0, Commander and Staff Organization and Operations, 5 May 2014 





6-Forensics and Attribution

		CAPABILITY

		6 - FORENSICS & ATTRIBUTION 

		 Conduct forensic analysis and attribute terrorist acts (including the means and methods of terrorism) to their source, to include forensic analysis as well as attribution for an attack and for the preparation for an attack in an effort to prevent initial or follow-on acts and/or swiftly develop counter options.				Key Owner(s): LE, CID

		CONDITION

		An all hazards event has occurred on the installation. The installation commander has established communications with tenant units and agencies, civilian authorities, and higher headquarters. EOC is operational and processing information in accordance with standard operating procedures. This task is performed 24/7 in various environmental conditions. 

						STANDARD		REFERENCE		EVALUATOR COMMENTS

		Task		1. Support evidence collection across the installation*

		Subtask		1.1 - Law Enforcement (LE) secures the crime scene/Incident Site. 		IAW procedures outlined in ST 19-LESM and ST 31B/1.		ST 19-LESM, Performance Step 1 (Note # 2), page B-154 and Table 10-2, page 10-4.

		Subtask		1.2 - LE conducts crime scene search.		IAW local installation/PMO/DES SOP and ST 19-LESM.		ST 19-LESM, Table 10-1, page 10-3.

		Subtask		1.3 - LE conducts site exploitation and collects and preserves physical evidence to assist in preventing initial or follow-on terrorists acts.		IAW local installation/PMO/DES SOP and ST 19-LESM.		ST 19-LESM, Table 10-1, page 10-3.

		Subtask		1.4 - LE ensures evidence is properly gathered, processed, maintained, transferred, and disposed of if necessary.		IAW local installation/PMO/DES SOP.  See also Capability 22: On-scene Security, Protection & LE., Task 9., Subtask 9.3 - Document and Preserve Evidence.		ST 19-LESM, Table 10-1, page 10-3.

		Subtask		1.5 - LE conducts field interviews of witnesses, victims and suspects.		IAW local installation/PMO/DES SOP and ST 19-LESM.		ST 19-LESM, Table 10-1, page 10-3.

		Subtask		1.6 - Installation LE contacts CID or FBI (or other agency identified in MOU) in order to assume control of evidence and investigation.		IAW local installation/PMO/DES SOP		Refer to local installationPMO/DES SOP

		Task		2. Other

				* Denotes a Critical Task







				References for Additional Information:



				·     AR 525-2: The Army Protection Program, December 8, 2014

				·     DFBA (Defense Forensics and Biometrics Agency) (http://www.dfba.mil/index.html)

				·     Defense Forensics Science Center (http://www.cid.army.mil/dfsc-usacil.html)

				·     US Army Criminal Investigation Command (CID) (http://www.cid.army.mil/)

				       ·     November 13, 2013 HQUSACIDC Permanent Order 317-1 redesignated the U.S. Army Criminal Investigation Laboratory, known as the USACIL, to the Defense Forensic Science Center. 

McLambski: November 13, 2013 HQUSACIDC Permanent Order 317-1 redesignated the U.S. Army Criminal Investigation Laboratory, known as the USACIL, to the Defense Forensic Science Center. The Defense Forensic Science Center's mission is to provide full-service forensic support (traditional, expeditionary and reachback) to Army and DOD entities worldwide; to provide specialized forensic training and research capabilities; serve as executive agent for DOD Convicted Offender DNA Databasing Program; and to provide forensic support to other federal departments and agencies when appropriate.

The Defense Forensic Science Center, known as the DFSC, is the DOD’s premier forensic center. Located on the Gillem Enclave in Forest Park, Georgia, its subordinate units are the U.S. Army Criminal Investigation Laboratory (USACIL), the Office of the Chief Scientist (OCS), the Forensic Exploitation Directorate (FXD) and the Office of Quality Initiatives and Training (OQIT).

				·     ST 19 LESM (Law Enforcement and Security Manual), June 1, 2015

				AR 195-2 Criminal Investigation Procedures, August 25 2019

				AR 190-45, Law Enforcement Reporting, September 27, 2016

				AR 638-8, Army Casualty Program, June 23, 2015

				DODI 5205.15E, DOD Forensic Enterprise (DFE), October 15, 2018

				DoDI 5154.30 Armed Forces Medical Examiner System (AFMES) Operations, December 29, 2015 (C1, December 21, 2017)





7-Access Cntrl & ID Verificat

		CAPABILITY

		7 - ACCESS CONTROL & ID VERIFICATION

		Apply a broad range of physical, technological, and cyber measures to control admittance to critical locations and systems, limiting access to authorized individuals to carry out legitimate activities.				Key Owner(s): PS

		CONDITION

		An all hazards event has occurred on the installation. The installation commander has established communications with tenant units and agencies, civilian authorities, and higher headquarters. EOC is operational and processing information in accordance with standard operating procedures. This task is performed 24/7 in various environmental conditions. 

						STANDARD		REFERENCE		EVALUATOR COMMENTS

		Task		1. Access Control*

		Subtask		1.1 - Establish and maintain a Visitor Control Program to ensure only authorized individuals enter the installation.		IAW local installation SOP or OPORD		AR 190-13 Ch 8-2 pg 25

		Subtask		1.2 - Establish means to verify a person’s need to have access to the installation.		IAW local installation SOP or OPORD		AR 190-13 Ch 8-2 pg 25

		Subtask		1.3 - Conducts NCIC III (National Crime Information Center) check on all visitors requesting access to the installation.		IAW local installation SOP or OPORD		AR 190-13 Ch 8-2 pg 25

		Subtask		1.4 - Screen and vet personnel records.		IAW local installation SOP or OPORD		AR 190-13 Ch 8-2 pg 25

		Subtask		1.5 - Implement visitor identification passes.		IAW local installation SOP or OPORD		AR 190-13 Ch 8-2 pg 26

		Subtask		1.6 - Implement Automated Installation Entry (AIE) when available.		IAW local installation SOP or OPORD		AR 190-13 Ch 8-2 pg 26

		Task		2. ACP Operations*

		Subtask		2.1 - Procedures established to screen personnel and hand-carried items.		IAW local installation SOP or OPORD		AR 190-13 Ch 8-3 pg 26

		Subtask		2.2 - Conduct Random Antiterrorism Measures (RAM) at Access Control Points.		IAW local installation SOP or OPORD		AR 190-13 Ch 8-10 pg 29

		Subtask		2.3 - Commercial gates designated for all commercial deliveries and are segregated from regular traffic if applicable.		IAW local installation SOP or OPORD		DoD Mission assurance  PS-06 Pg 42, 

		Subtask		2.4 - Each ACP is equipped with at least two means of communications to the dispatch center.		IAW local installation SOP or OPORD

		Task		3. ACP Overwatch

		Subtask		3.1 - Installation includes overwatch positions in its FPCON planning.		IAW local installation SOP or OPORD		AR 190-13 Ch 8-9, DoD Mission assurance PS-06 Pg 43

		Subtask		3.2 - Rules of engagement are published and disseminated for the overwatch positions.		IAW local installation SOP or OPORD		 AR 190-13 B-22, pg 40

		Subtask		3.3 - Detailed SOPs are developed that include communication and coordination between the overwatch position and ACP.		IAW local installation SOP or OPORD		DoD Mission assurance PS-06 Pg 43

		Task		4. Vehicle Inspections*

		Subtask		4.1 - Vehicle inspection area is established.		IAW local installation SOP or OPORD		AR 190-13 Ch 8

		Subtask		4.2 - Procedures for conducting vehicle inspections are executed IAW written procedures.		IAW local installation SOP or OPORD		AR 190-13 Ch 8-11 Pg 30 and ST 19-LESM, Table 10-1, page 10-3.

		Subtask		4.3 - Vehicle inspections are concealed from observation by vehicle occupants and the public areas outside the installation if necessary.		IAW local installation SOP or OPORD		DoD Mission assurance  PS-06 Pg 43

		Subtask		4.4 - Patrol explosive detection dogs (PEDD) or mechanical explosive detection equipment are used as part of the vehicle inspection program.		IAW local installation SOP or OPORD		DoD Mission assurance PS-05 Pg 39 and ST 19-LESM, 6-4, page 6-1.

		Task		5. Access Control for Critical Facilities 

		Subtask		*5.1 - Entry control system/procedures delay attackers in reaching protected areas and inhibit egress from the facility.		IAW local installation SOP or OPORD

		Subtask		5.2 - Written standard operating procedures are developed for the guard post, to include emergency entry procedures.		IAW local installation SOP or OPORD

		Subtask		5.3 - Security force members have a list of all personnel authorized access to the facility. If computer generated, the process is safeguarded against tampering.		IAW local installation SOP or OPORD

		Subtask		5.4 - Entry control list is current.		IAW local installation SOP or OPORD

		Subtask		5.5 - The entry control listing is authenticated by someone in the security chain of command or facility security manager.		IAW local installation SOP or OPORD

		Subtask		5.6 - Visitors are pre-announced and verified once they arrive.		IAW local installation SOP or OPORD

		Subtask		5.7 - Package and personnel screening is conducted at the entry control point.		IAW local installation SOP or OPORD

		Subtask		5.8 - Personnel performing entry control have received training on the security screening equipment.		IAW local installation SOP or OPORD

		Subtask		5.9 - Electronic security systems (ESS) are installed at facility entrances, exits, and vehicular entrances into parking garages, and loading docks.		IAW local installation SOP or OPORD

		Subtask		5.10 - System is monitored at a central monitoring center as well as on-site.		IAW local installation SOP or OPORD

		Subtask		*5.11 - A duress alarm for the guard and/or other locations are within the facility.		IAW local installation SOP or OPORD

		Subtask		5.12 - The response time is within the delay/denial capability of the physical security system.		IAW local installation SOP or OPORD

		Subtask		5.13 - Personnel, including police, within the facility are notified when the guard initiates his/her duress alarm. 		IAW local installation SOP or OPORD

		Subtask		5.14 - Emergency entry procedures are followed subsequent to the activation of the duress alarm.		IAW local installation SOP or OPORD

		Task		6. Other



				* Denotes a Critical Task



				References for Additional Information:

				·     2015 DoD Mission Assurance Assessment Benchmarks

				·     Army Directive 2014-23 (Conduct of Screening and Background Checks for Individuals Who Have Regular Contact with Children in Army Programs), September, 10, 2014

				·     AR 190-13, The Army Physical Security Program, February 25, 2011

				·     AR 190-11, Physical Security of Arms, Ammunition, and Explosives, November 15, 2006

				·                   Directive -Type Memorandum (DTM) 09-012: Interim Policy Guidance for DoD Physical Access Control, December 2009 (C1, April 17, 2017)

				·     FY 16-17 APPA Benchmarks 

				·     Homeland Security Presidential Directive-12 (HSPD), August 27, 2004

				·     TC 19-210, Access Control Handbook, October 4, 2004 (Restricted)

				AR 190-5, Motor Vehicle Traffic Supervision, May 22, 2006

				AR 190-45, Law Enforcement Reporting, September 27, 2016

				AR 385-10, The Army Safety Program, February 24, 2017

				AR 525-13, Antiterrorism, February 17, 2017

				ATP 3-11.37, Multi-Service Tactics, Techniques, and Procedures for Chemical, Biological, Radiological, and Nuclear Reconnaissance and Surveillance (incl C1), March 25, 2013

				DHS Guide 100–06, 3rd ed., Guide for the Selection of Chemical Detection Equipment for Emergency First Responders, January 2007

				DHS Guide 105-07, Guide for the Selection of Explosives Detection and Blast Mitigation Equipment for Emergency First Responders, February 2008 

				DoDI 2000.18, DoD Installation Chemical, Biological, Radiological, Nuclear and High-Yield Explosive Emergency Response Guidelines, December 2002





8-Cybersecurity

		CAPABILITY

		8 - CYBERSECURITY

		Protect (and if needed, restore) electronic communications systems, information, and services from damage, unauthorized use, and exploitation.				Key Owner(s): AT, NEC

		CONDITION

		An all hazards event has occurred on the installation. The installation commander has established communications with tenant units and agencies, civilian authorities, and higher headquarters. EOC is operational and processing information in accordance with standard operating procedures. This task is performed 24/7 in various environmental conditions. 

						STANDARD		REFERENCE		EVALUATOR COMMENTS

		Task		1. Routers and switches are effectively secured and managed to protect the enclave border and network

		Subtask		1.1 - Report suspicious activity once identified (e.g., ARCC-WH, CERT, TCC, EOC, etc.).		IAW local installation SOP.

		Subtask		1.2 - Report suspicious events IAW established incident policies or plans.		IAW local installation SOP.

		Subtask		1.3 - Prevents unauthorized access to routers/switches.		IAW local installation SOP.

		Subtask		1.4 - Routers/switches maintain operation during loss of power.		IAW local installation SOP.

		Task		2. INFOCON is effectively implemented.

		Subtask		2.1 - Local INFOCON levels remain at least as high as the Dodd level.		IAW local installation SOP.

		Subtask		2.2 - Tailored Readiness Options (TROs) for specific incidents (e.g. virus/worm) are implemented.		IAW local installation SOP.

		Subtask		2.3 - Commander establishes exit criteria when INFOCON levels are raised.		IAW local installation SOP.

		Task		3. Implements defense-in-depth strategy and standards for personally identifiable information (PII) and Data at Rest (DAR)

		Subtask		3.1 - Employs automated mechanisms to restrict access to media storage area and to audit access attempts an access granted.		IAW local installation SOP.

		Subtask		3.2 - Employs cryptographic mechanisms (Bit locker) to protect and restrict access to information portable media devices, PII, and DAR.		IAW local installation SOP.

		Subtask		3.3 - Loss, theft, or compromise of PII data is reported to US CERT within 1 hour of discovering that a breach of personally identifiable information (PII) has occurred.		IAW local installation SOP.

		Subtask		3.4 - Senior component official for privacy is notified within 24 hours of discovering that a breach of PII has occurred.		IAW local installation SOP.

		Task		4. Defense Continuity Planning (DCP) Networking Implementation

		Subtask		4.1 - Implements Continuity of Operations (COOP).		IAW local installation SOP.

		Subtask		4.2 - Identifies recovery objectives and time, restoration priorities, and metrics.		IAW local installation SOP.

		Subtask		4.3 - Identifies contingency roles, responsibilities, assigned individuals with contact information.		IAW local installation SOP.

		Subtask		4.4 - Maintains essential missions and operational functions despite an information system disruption, compromise, or failure.		IAW local installation SOP.

		Subtask		4.5 - Ensures full information system restoration without deterioration of the security safeguards originally planned and implemented.		IAW local installation SOP.

		Subtask		4.6 - Resumes essential operational functions within 1 hour (Available High) 12 hours (Available Moderate) as defined in contingency plan.		IAW local installation SOP.

		Subtask		4.7 - Following the contingency, notifies recovery personnel and performs damage assessment.		IAW local installation SOP.

		Subtask		4.8 - Implements suggested course of action for recovery teams and personnel to restore IT operations at an alternate site or using contingency capabilities.		IAW local installation SOP.

		Subtask		4.9 - Implements Reconstitution Phase outlining actions taken to return the system to normal operating conditions.		IAW local installation SOP.

		Task		5. Other



				* Denotes a Critical Task





				References for Additional Information:

				·       DoDI 5200.01, DoD Information Security Program and Protection of Sensitive Compartmented Information (SCI), April 21, 2016

				·       DoDI 8500.01, Cybersecurity, March 14, 2014

				·       DoDI 8510.01, Risk Management Framework (RMF) for DoD Information Technology (IT), March 12, 2014 (C2, July 28, 2017)

				·       JP 6-0, Joint Communications Systems, June 10, 2015

				·       ALARACT 101/2017, CONSOLIDATED CYBERSECURITY, PROTECTION, INSPECTION, AND OVERSIGHT PROGRAM (CCPIOP) SCHEDULES FOR FY18, November 16, 2017

				·       Ready √ Cybersecurity - Official website of the Department of Homeland Security(https://www.ready.gov/cybersecurity)







9-Physical Protective Measure

		CAPABILITY

		9 - PHYSICAL PROTECTIVE MEASURES

		Physical Security (PS) and Antiterrorism (AT) Implement and maintain risk-informed countermeasures, and policies protecting people, borders, structures, materials, products, and systems associated with key operational activities and critical infrastructure sectors.				Key Owner(s): PS, AT

		CONDITION

		An all hazards event has occurred on the installation. The installation commander has established communications with tenant units and agencies, civilian authorities, and higher headquarters. EOC is operational and processing information in accordance with standard operating procedures. This task is performed 24/7 in various environmental conditions. 

						STANDARD		REFERENCE		EVALUATOR COMMENTS

		Task		1. Coordinate and Manage Critical Infrastructure Protection 

		Subtask		1.1 - Operate public-private partnerships for critical infrastructure protection (CIP) activities.		To ensure cooperation a Memorandum of Understanding (MOU) must be signed within one year of official Capability List (TCL) publication.  

		Subtask		1.2 - Operate sector-specific Coordinating Councils with key installation leaders and local governments. 		Occurs annually.		AR 190-13 Ch 7 page 22

		Task		2. Identify Critical Infrastructure/Key Resources 

		Subtask		2.1 - Develop selection criteria to identify critical infrastructure/key resources.		Data collected on assets and systems are relevant to risk assessment efforts. Data addresses dependencies and interdependencies that affect functionality and performance. Data is verified for accuracy.

		Subtask		2.2 - Identify critical infrastructure and key assets within the installation and local area.		Agencies have identified assets of potential installation and local area importance.		AR 190-13 C 1-24 Pg 6 

		Task		3. Assess Risk

		Subtask		3.1 - Conduct a top-screen consequence analysis to determine which assets and systems are high-consequence and therefore require risk assessment.		Procedures for analyzing threats, vulnerabilities, consequences, and risks are implemented.

		Subtask		3.2 - Conduct vulnerability assessments on high-consequence critical infrastructure/key resources.		100% of high-consequence assets have completed vulnerability assessments.

		Subtask		3.3 - Conduct detailed threat assessments on high-consequence critical infrastructure/key resources.		Potential threats to critical infrastructure/key resources and high consequence systems have been identified.

		Subtask		3.4 - Develop risk profiles of high-consequence critical infrastructure/key resources.		100% of high-consequence assets have completed a risk assessment and results are disseminated to the proper authorities.

		Subtask		3.5 - Conduct an interdependency analysis to determine the relationship of risks within and across sectors.		Yes/No

		Subtask		3.6 - Share the assessment of sector-specific infrastructure risk with interdependent entities within appropriate sectors.		Yes/No

		Task		4. Prioritize and Protect

		Subtask		*4.1 - Prioritize high-risk critical infrastructure/key resources for consideration of protective measures.		Critical infrastructure/key resources and high consequence systems are normalized and prioritized for consideration of protective programs.

		Subtask		4.2  - Develop surge capacity plans to increase critical infrastructure protection (CIP) capacity during a crisis.		100% of plans for surge capacity during a crisis have been developed for high-risk assets and systems.

		Subtask		4.3 - Implement surge capacity plans to increase critical infrastructure protection (CIP) capacity during a crisis.		Yes/No

		Subtask		*4.4 - Develop protective programs and plans to reduce the general level of risk for the highest risk critical infrastructure/key resources.		100% of risk has been measurably reduced for high-risk assets. 

		Subtask		*4.5 - Develop protective programs and plans to respond to and recover from specific threat-initiated actions.		100% of protective programs and/or mitigation strategies have been developed for high-risk assets and systems.

		Subtask		4.6 - Implement programs to defend and devalue physical critical infrastructure/key resources.		100% of protective programs and/or mitigation strategies have been implemented. 100% have active protective programs to measurably reduce risk for high-risk assets and systems.

		Subtask		4.7 - Along with NEC, implement programs to defend and devalue critical cyber assets.		Yes/No

		Subtask		4.8 - Implement detection measures such as inspection surveillance, employee monitoring, and security counterintelligence.		Detection measures are implemented.

		Task		*5. Develops plan with the Installation Schools (Department of Defense Dependents Schools) and CDCs/CYSs for safeguarding children during or following an incident.

		Subtask		5.1 - Has the school conducted an active shooter drill within the past six months?		Yes/No  (record date)

		Subtask		5.2 - Do schools maintain trained armed security guards. 		Yes/No

		Subtask		5.3 - Considers holding children during and following an incident.		Planning documents shows this task was considered.

		Subtask		5.4 - Provides organizational contact information for parents to check on children.		Planning documents shows this task was considered.

		Subtask		5.5 - Parent contact information is collected and maintained by organization.		Planning documents shows this task was considered.

		Subtask		5.6 - Evacuation plans including location where children will be supervised and accounted for.		Planning documents shows this task was considered.

		Subtask		5.7 - Shelter In-Place plans including safe rooms.		Planning documents shows this task was considered.

		Subtask		5.8 - Identify a secure means of notifying school/child care centers.		Planning documents shows this task was considered.

		Subtask		5.9 - Identify an alternate facility able to hold children and staff if evacuation is necessary.		Planning documents shows this task was considered.

		Subtask		5.10 - Identify a means of transportation for evacuating children and staff if necessary.		Planning documents shows this task was considered.

		Task		6. Measure Effectiveness 

		Subtask		6.1 - Collect local and installation metrics data.		Metrics data are collected and reported annually.

		Subtask		6.2 - Analyze local and installation metrics data.		Metrics data are analyzed annually.

		Task		7. Other



				* Denotes a Critical Task

				References for Additional Information:

				·      AR 190-11, Physical Security of Arms, Ammunition, and Explosives, November 15, 2006

				·      AR 190-13, Army Physical Security Program, February 25, 2011

				·      AR 500-3, Continuity of Operations (COOP), April 12, 2006

				·      AR 525-2, Army Protection Program, December 8, 2014

				·      AR 525-13, Antiterrorism, February 17, 2017

				·      AR 525-26, Infrastructure Risk Management, June 22, 2004

				·      ATP 5-19, Risk Management, 14 April 2014 (Change 1, 8 September 2014)

				·      DoDD 3020.40, Mission Assurance, November 29, 2016 (formerly "DOD Critical Infrastructure Program")

				·      DHS National Infrastructure Protection Program (https://www.dhs.gov/national-infrastructure-protection-plan)





10-Risk Mitig for Prot Prog

		CAPABILITY

		10 - RISK MITIGATION FOR PROTECTION PROGRAMS

				  Identify, assess, and prioritize risks to inform Protection activities, countermeasures, and investments.		Key Owner(s): Protection, AT, EM

		CONDITION

		An all hazards event has occurred on the installation. The installation commander has established communications with tenant units and agencies, civilian authorities, and higher headquarters. EOC is operational and processing information in accordance with standard operating procedures. This task is performed 24/7 in various environmental conditions. 

						STANDARD		REFERENCE		EVALUATOR COMMENTS

		Task		1.  Develop Risk Framework

		Subtask		1.1 - *Develop and maintain an installation Community Profile. 		 As outlined in DA PAM 525-27.		DA PAM 525-27, Chap 4, pg 28

		Subtask		1.2 - Senior leadership communicates in writing the risk framework and intent to use risk analysis to all stakeholders.		Yes/No		DA PAM 525-27, Chap 5-1.a., pg 33

		Subtask		1.3 - Actionable risk management strategy with short, medium, and long-term objectives are disseminated to tenant units and agencies. 		Actionable risk management strategy is in place and disseminated to all tenant units and agencies.

		Subtask		1.4 - Assessing changes in risk and effectiveness of risk management is performed on a continual basis.		Risk assessment activities are in place and performed on a continual basis.		DA PAM 525-27, Chap 5-1.b., pg 33

		Task		2.  Develop Emergency Management Plans 

		Subtask		2.1 - Conduct a hazard analysis to identify threats, vulnerabilities, and consequences to be addressed by emergency management and/or preparedness plans.		Hazard analysis accurately covers each hazard presented during the event.

		Subtask		*2.2 - Installation Emergency Management Plans (IEMPs) or similar emergency management/preparedness plans are followed during the event.		IEMPs or similar plans are utilized.

		Subtask		2.3 - Emergency operations/response plans that describe how personnel, equipment, and other governmental, nongovernmental, and private resources will support and sustain incident management requirements.		Plans are consistent with the DA PAM 525-27 and DoDI 6055.17.

		Subtask		2.4 - Emergency Operations Plan (EOP) annexes for specific responses to all identified hazards that could affect the installation.  		Annexes are disseminated to all tenant units and agencies.

		Subtask		2.5 - Mutual aid assistance agreements and compacts are executed as necessary.		MOUs are in place with contiguous jurisdictions, are up to date, signed, and valid based on renewal date.

		Subtask		2.6 - Continuity of Operation (COOP) plans are activated if necessary.		COOP plans describe how personnel, equipment, and other governmental, non-governmental, and private resources will support the sustainment and/or reestablishment of essential functions. Plans identify the critical and time sensitive applications, processes, and functions, to be recovered and continued, following an emergency or disaster, as well as the personnel and procedures necessary to do so, such as vital records preservation and alternate operating facilities.		AR 500-3, Para 1-8, pg 4

		Subtask		2.7 - Regional coordination plans or activities that involve installation, State, local, territorial, tribal, NGO, and private stakeholders are activated.		Yes/No

		Task		3.  Validate Plans

		Subtask		3.1 - Ensured that trained, exercised, and equipped personnel are available to execute all exercise and planning requirements as determined by applicable standards of proficiency.		The selected exercise capabilities validated the targeted plan.

		Subtask		3.2 - Exercise was of sufficient intensity to challenge management and operations and to test the knowledge, skills, and abilities of individuals and organizations.		Yes/No

		Subtask		3.3 - Exercise integrated national, regional, and State/local level entities and organizations as required. 		Yes/No

		Subtask		3.4 - Develop lessons learned reports and procedures based on the exercise. 		Within one month of receipt of formal AAR from IMCOM, review, evaluate and update emergency management and/or preparedness plans based on lessons learned and AARs.  

		Subtask		3.5 - Develop, review, evaluate and update emergency management and/or preparedness plans based on lessons learned and/or AARs to address problems/gaps and need corrective actions. (Due 30 days after exercise)		Monitored for implementation every 3 months.

		Task		4. Other



				* Denotes a Critical Task









				References for Additional Information:

				·         ADRP 3-37, Protection, August 31, 2012 (C1, February 28, 2013)

				·         AR 525-27, Army Emergency Management Program, June 15, 2018

				·         ATP 5-19, Risk Management, 14 April 2014 (C1, September 8, 2014)

				·         Composite Risk Management, Website: https://safety.army.mil//crm/

				·         DA PAM 525-27, Army Emergency Management Program, September 20, 2012

				·         DoDI 2000.12, DoD Antiterrorism (AT) Program, March 1, 2012 (C3, May 8, 2017)

				·         DoDI 2000.16, DoD Antiterrorism (AT) Program Implementation: DoD AT Standards, Volume I and II, 5 & 8 May 2017

				·         DoDI 6055.17, DoD Emergency Management Program, February 13, 2017 (C1, November 14, 2017)

				       ·         TM 3-11.42 Multi-Service Tactics, Techniques, and Procedures for Installation Emergency Management (MSTTP Installation EM) , June 2014

















11-Community Resilience

		CAPABILITY

		11 - COMMUNITY RESILIENCE

		Enable the recognition, understanding, communication of, and planning for risk and empower individuals and communities to make informed risk management decisions necessary to adapt to, withstand, and quickly recover from future incidents.				Key Owner(s): EM, AT, FIRE, LE, DFMWR, DHR, CHAPLAIN, PAO

		CONDITION

		An all hazards event has occurred on the installation. The installation commander has established communications with tenant units and agencies, civilian authorities, and higher headquarters. EOC is operational and processing information in accordance with standard operating procedures. This task is performed 24/7 in various environmental conditions. 

						STANDARD		REFERENCE		EVALUATOR COMMENTS

		Task		1. Command and Staff Responsibilities

		Subtask		1.1 - Ensure Ready Army program responsibilities are assigned to an appropriate garrison staff sections.		Yes/No		DA PAM 525-27, Chap 7-3.a., pg 44

		Subtask		1.2 - Incorporate Ready Army community awareness into daily staff activities of the command and garrison staff.		Yes/No		DA PAM 525-27, Chap 7-3.d., pg 44

		Subtask		1.3 - Publish guidance to subordinate commands to support and integrate the Ready Army program into their missions.		Yes/No		DA PAM 525-27, Chap 7-3.d., pg 44

		Subtask		1.4 - Establish a process to incorporate Ready Army considerations into assessments, evaluations, and exercises. 		Yes/No		DA PAM 525-27, Chap 7-3.e., pg 45

		Subtask		1.5 - Coordinate with local installation EM personnel, family support organizations, family readiness groups, youth services, etc., to ensure Ready Army programs are mutually supporting each other. 		Yes/No		DA PAM 525-27, Chap 7-3.d., pg 44

		Subtask		1.6 - Promote the Ready Army program into your command including non-English speaking Cat 1-5 personnel.		Yes/No		DA PAM 525-27, Chap 7-3.g., pg 45

		Task		2. Educate Soldiers, Civilians and Family members to be Aware 

		Subtask		2.1 - Installation possesses and utilizes the support annex for the Ready Army Community Preparedness Campaign. 		Support annex identifies local opportunities and methods for engaging the Army community and developing a resilient community in an all-hazards environment and then assign responsibilities to installation functional areas for campaign execution, assessment, and reporting. 		DA PAM 525-27, Chap 7-3.g., pg 77

		Subtask		2.2 - A program is present and training has occurred so that all personnel receive Ready Army Community Awareness training which prepares them to evacuate, shelter, or Shelter-In-Place (SIP) as directed by the command.		Yes/No

		Subtask		2.3 - Train the public through the Antiterrorism Awareness campaign (and Antiterrorism Awareness Month) to be aware of potential terrorist threats and how to report suspicious items and behavior.		Yes/No

		Subtask		2.4 - Train the public through the Fire Safety Awareness Campaign and Fire Prevention Week to be aware of potential fire related hazards.  		Yes/No

		Subtask		2.5 - Train the public to be aware of potential natural disasters and how to prepare for such events.		Yes/No		DA PAM 525-27, Chap 11-5.e, pg 73

		Subtask		2.6 - Train and educate volunteers for all-hazards incident support.		Yes/No

		Task		3. Protect-Develop/Distribute Education on Community and Family 

		Subtask		3.1 - Establish leadership support at the Installation and local levels for promoting Soldiers, Civilians and Families preparedness and participation.		Yes/No

		Subtask		3.2 - Develop all-hazards preparedness requirements and a process to increase Soldiers, Civilians and Families capabilities at all levels of Soldiers, Civilians and Families engagement.		Yes/No

		Subtask		3.3 - Revise and maintain Emergency Management Assistance Compact (EMAC) agreements, MOU/MOA/MAA to include augment force personnel and civilian/NGO resources.		Reviewed annually to ensure agreements remain relevant and up to date. 

		Subtask		3.4 - Establish and maintain a process to evaluate Soldiers, Civilians and Families preparedness and participation, and to recognize exemplary Soldiers, Civilians and Families in preparedness programs.		Based on individual installation policies.

		Subtask		3.5 - Establish an educational program to encourage the development of disaster plans and kits.		Yes/No

		Subtask		3.6 - Develop public education programs and materials in multiple languages.		Yes/No. Foreign languages should be relevant to the community. 

		Subtask		3.7 - Develop and provide public education program and materials for at risk population.		Yes/No

		Subtask		3.8 - Develop and disseminate public service announcements for the general public, in multiple languages for non-English speaking communities, and special needs populations.		Yes/No

		Task		4: Respond and Recover-Develop/Distribute Education on Soldiers, Civilians and Families Preparedness 

		Subtask		4.1 - Develop and implement training, exercise programs, and local community interaction to enable Soldiers, Civilians and Families to provide surge capacity in incident management.		Yes/No

		Subtask		4.2 - Develop and implement training, exercise programs, and local community interaction to enable Soldiers, Civilians and Families to provide surge capacity in volunteer and donation management.		Yes/No

		Subtask		4.3 - Develop and implement training, exercise programs, and local community interaction to enable Soldiers, Civilians and Families to provide surge capacity in community relations.		Yes/No

		Subtask		4.4 - Develop and implement training, exercise programs, and local community interaction to enable Soldiers, Civilians and Families to provide surge capacity in medical surge.		Yes/No

		Subtask		4.5 - Develop and implement training, exercise programs, and local community interaction to enable Soldiers, Civilians and Families to provide surge capacity in light search and rescue.		Yes/No

		Task		5. Other



				* Denotes a Critical Task





				References for Additional Information:

				·         AR 525-13, Antiterrorism, February 17, 2017

				·         AR 525-27, Army Emergency Management Program, June 15, 2018

				·         AR 608-1, Army Community Services, October 19, 2017

				·         ARMY OneSource (http://www.myarmyonesource.com/default.aspx)

				·         DA PAM 525-27, Army Emergency Management Program, September 20, 2012

				·         FM 6-0, Commander and Staff Organization and Operations (w/ encls 1 and 2), 5 May 2014 

				·         Installation Management Campaign Plan (IMCP) (https://www.samhouston.army.mil/ASA/Plans%20-%20IMCP.html)

				·         Ready Army, http://ready.army.mil/

				·         Ready √ Official website of the Department of Homeland Security (https://www.ready.gov/)

				         ·         TM 3-11.42 Multi-Service Tactics, Techniques, and Procedures for Installation Emergency Management (MSTTP Installation EM) , June 2014

				·         UFC (Unified Facilities Criteria) 4-141-04, Emergency Operations Center Planning and Design (C1, September 1, 2008)













12-Risk & Disaster Resilience

		CAPABILITY

		12 - RISK & DISASTER RESILIENCE ASSESSMENT

		Assess risk and disaster resilience so that decision makers, responders, and community members can take informed action to reduce their entity's risk and increase their resilience.				Key Owner(s): Protection

		CONDITION

		An all hazards event has occurred on the installation. The installation commander has established communications with tenant units and agencies, civilian authorities, and higher headquarters. EOC is operational and processing information in accordance with standard operating procedures. This task is performed 24/7 in various environmental conditions. 

						STANDARD		REFERENCE		EVALUATOR COMMENTS

		Task		1. Protection Working Group (PWG) Assessments.

		Subtask		1.1 -  Conduct an installation Vulnerability Assessment to identify and prioritize vulnerabilities to critical assets and single points of failure. 		Yes/No

		Subtask		1.2 -  Conduct an installation Consequence Assessment to outline consequences of specific hazards and threats impacting critical assets and single points of failure.		Yes/No

		Subtask		1.3 - Conduct an installation Criticality Assessment to identify and prioritize critical assets and single points of failure.		Yes/No

		Task		2. Assess disaster resilience based on Natural Interests (Ecosystem).

		Subtask		2.1 - Considers how land use before, during and after an incident affects community resilience.		Planning documents show this task was considered.

		Subtask		2.2 - Considers how environmental policies affect community resiliency after a disaster.		Planning documents show this task was considered.

		Subtask		2.3 - Considers how frequency of natural disasters affect community resilience.		Planning documents show this task was considered.

		Subtask		2.4 - Considers resilience metrics: Time to Restoration and Capacity to Absorb		Planning documents show this task was considered.

		Task		3. Assess disaster resilience based on Human Interests.

		Subtask		3.1 - Considers how population density affects community resilience following a disaster.		Planning documents show this task was considered.

		Subtask		3.2 - Considers how Physicians and Healthcare support community remains resilient following a disaster.		Planning documents show this task was considered.

		Subtask		3.3 - Considers first responders ability to remain resilient following a disaster.		Planning documents show this task was considered.

		Subtask		3.4 - Develops Health Care and Emergency Services continuity plan.		Health Care and Emergency Services continuity plan is activated.

		Subtask		3.5 - Considers resilience metrics: Time to Restoration and Capacity to Absorb		Planning documents show this task was considered.

		Task		4. Assess disaster resilience based on Physical Interests  (Infrastructure and Structural Design).

		Subtask		4.1 - Considers installation's critical infrastructure resiliency following a disaster.		Planning documents show this task was considered.

		Subtask		4.2 - Develops infrastructure continuity plan including basic utilities (power, water, waste management).		 Infrastructure continuity plan is disseminated to tenant units and agencies.

		Subtask		4.3 - Considers resilience metrics: Time to Restoration and Capacity to Absorb		Planning documents show this task was considered.

		Task		5. Assess disaster resilience based on Cyber Interests.

		Subtask		5.1 - Considers installation's cyber infrastructure resiliency following a disaster. 		Planning documents show this task was considered.

		Subtask		5.2 - Develop/consider cyber continuity plan.		Planning documents show this task was considered. 

		Subtask		5.3 - Considers resilience metrics: Time to Restoration and Capacity to Absorb		Planning documents show this task was considered.

		Task		6. Assess disaster resilience based Socioeconomic Interests.

		Subtask		6.1 - Considers schools; special needs for the disabled; employment; financial assistance; shelter for individuals and families.		Planning documents show this task was considered.

		Subtask		6.2 - Develop/consider continuity plan integrating disaster relief organizations (including nonprofit and religious).		Planning documents show this task was considered.

		Subtask		6.3 - Considers resilience metrics: Time to Restoration and Capacity to Absorb		Planning documents show this task was considered.

		Task		7. Other



				* Denotes a Critical Task



				References for Additional Information:

				       ·   AR 525-2, The Army Protection Program, December 8, 2014

				·   DHS Resilience (https://www.dhs.gov/topic/resilience)

				·   DHS Community Resilience (https://www.dhs.gov/science-and-technology/community-resilience)

				·   DoDI 6055.17, DOD Emergency Management Program, February 13, 2017 (C1, November 14, 2017)

				·   The National Alliance for Public Safety GIS (NAPSG) Foundation (Risk and Disaster Resilience Assessment) (https://www.napsgfoundation.org/carat/fema-core-capabilities/risk-and-disaster-resilience-assessment/)





13-Threat & Hazard Identifica

		CAPABILITY

		13 - THREAT & HAZARD IDENTIFICATION

		 Identify the threats and hazards that occur in the geographic area; determine the frequency and magnitude; and incorporate this into analysis and planning processes so as to clearly understand the needs of a community or entity.				Key Owner(s): EM, AT

		CONDITION

		An all hazards event has occurred on the installation. The installation commander has established communications with tenant units and agencies, civilian authorities, and higher headquarters. EOC is operational and processing information in accordance with standard operating procedures. This task is performed 24/7 in various environmental conditions. 

						STANDARD		REFERENCE		EVALUATOR COMMENTS

		Task		1. Identify the Threats and Hazards of Concern*

		Subtask		1.1 - Identify and assess threats and hazards in collaboration with the whole community.		DA PAM 525-27; AR 525-13		DA PAM 525-27, Chap 5-1.a, pg 33
AR 525-13, Chap 5-5.c, pg 15


		Subtask		1.2 - Use Risk Assessment Tool (RAT) to identify and assess threats and hazards.

		Subtask		1.4 - Develop and prioritize a list of threats and hazards to the community. 		Yes/No.		DA PAM 525-27, Chap 5-1.a, pg 33

		Task		2. Give the Threats and Hazards Context

		Subtask		2.1 - Considers how the timing of an incident affects the community's ability to manage it.		Planning documents show this task was considered.

		Subtask		2.2 - Considers how the location of an incident affects the community's ability to manage it.		Planning documents show this task was considered.		DA PAM 525-27, Chap 5-3.c, pg 33

		Subtask		2.3 - Considers how other conditions or circumstances make the threat or hazard of particular concern.		Planning documents show this task was considered.

		Task		3. Establish Capability Targets

		Subtask		3.1 - Utilize All Hazard Threat Assessment to characterize threats and hazard impacts.		Impacts are expressed by the following categories: Size of geographical area affected; Number of displaced households; Number of fatalities; Number of injuries or illnesses;  Disruption to critical infrastructure.		DA PAM 525-27, Chap 5-5, pg 36

		Subtask		3.2 - Describe desired outcomes by timeframe or level of effort needed to successfully deliver capability targets.		Yes/No. Outcomes are described by timeframe or level of effort needed to successfully deliver capability targets.		DA PAM 525-27, Chap 5-9, pg 36

		Task		4. Apply Results

		Subtask		4.1 - Capability Estimation and/or Assumption.		Estimate the resources required to meet capability targets.		DA PAM 525-27, Chap 9-3.a(1), pg 55

		Subtask		4.2 - Conducts resource typing.  		Includes NIMS typed resources and other standardized resource types.		DA PAM 525-27, Chap 9-3.a(1), pg 55

		Subtask		4.3 - Develops a completed resource requirement list.		Resource requirement list is available for distribution.		DA PAM 525-27, Chap 9-3.a(4), pg 55

		Task		5. Other

		Subtask		Utilize outside resources (JTTF, JARVISS, etc) to gather and disseminate unclassified threat information				AR 525-13







				* Denotes a Critical Task

				References for Additional Information:

				       ·     AR 525-2, The Army Protection Program, December 8, 2014

				·     TM 3-11.91, Chemical, Biological, Radiological, and Nuclear Threats and Hazards (C1), December 13, 2017

				·     DoDI 6055.17, DOD EMERGENCY MANAGEMENT (EM) PROGRAM, February 13, 2017, (C1, November 14, 2017)

				·     Comprehensive Preparedness Guide (CPG) 201, 3rd Edition, May 2018





14-Critical Transportation

		CAPABILITY

		14 - CRITICAL TRANSPORTATION

		Provide transportation (including infrastructure access and accessible transportation services) for response priority objectives, including the evacuation of people and animals, and the delivery of vital response personnel, equipment, and services into the affected areas.				Key Owner(s): LRC, EOC, DPW

		CONDITION

		An all hazards event has occurred on the installation. The installation commander has established communications with tenant units and agencies, civilian authorities, and higher headquarters. EOC is operational and processing information in accordance with standard operating procedures. This task is performed 24/7 in various environmental conditions. 

						STANDARD		REFERENCE		EVALUATOR COMMENTS

		Task		1. Direct Evacuation Tactical Operations

		Subtask		1.1 - LRC provides transportation assets to support priority objectives and the delivery of vital services and resources.		Yes/No

		Subtask		1.2 - EOC coordinates, tracks, and supports the delivery of vital response personnel, equipment and services into the affected areas.		Yes/No

		Subtask		1.3 - DPW activates and conducts transportation infrastructure damage assessment, road clearance and repair in order to ensure critical routes are safe and passable.		Yes/No

		Subtask		1.4 - Installation commander makes the decision to evacuate. 		Danger to the public rapidly identified; appropriate course of action is determined with regard to a NIMS/ICS compliant decision making process and unified command; coordinate with IC/UC.		DA PAM 525-27, Chap 12-1. j, pg. 79

		Subtask		1.5 - Implement evacuation decision. 		Decision facilitated among command directorates and agencies; decisions coordinated with appropriate agencies; evacuation order and instructions are based on hazards or risk to public.

		Subtask		1.6 - Identify populations and locations at-risk. 		Demographic maps utilized; coordinate with private entities; locate populations with special needs; hazard information updated periodically or upon incident changes.

		Subtask		1.7 - Identify emergency evacuation routes. 		Priority access routes identified for emergency response units; route openings/closures coordinated with transportation and Law Enforcement personnel; egress routes identified and communicated to the public, emergency response, law enforcement and other public safety communities; plume model airborne or vapor hazards to cross check against evacuation routes.

		Subtask		1.8 - Identify evacuee pickup points. 		Number of evacuees needing transportation is estimated based on installation personnel categorization numbers; locations specified where evacuees without transportation will be picked-up; pickup locations and times are identified and communicated to the public.

		Subtask		1.9 - Coordinate transportation response. 		Resources identified for evacuees; transportation support personnel mobilized with appropriate support structure.


		Subtask		1.10 - Coordinate location of shelter facilities and services for evacuees. 		Number of evacuees estimated; shelter sites selected based on evacuation routes and incident characteristics.

		Subtask		1.11 - Coordinate with mass care services. 		Proximity of shelter location(s) to hazard communicated; approximate number of evacuees communicated.

		Subtask		1.12 - Communicate instructions for shelter-in-place procedures if necessary.		Coordinate with Emergency Public Information; coordinate with private sector media; instructions and information released in a timely manner; soldiers, Civilians and Families are instructed to check on at-risk neighbors, if appropriate to the incident; all Mass Notification System modes are utilized.

		Subtask		1.13 - Monitor progress of affected area to determine when re-entry is deemed appropriate. 		Criteria established for reentry; initial timeline developed for reentry; coordinate reentry decisions with command EOC and appropriate agencies. 

		Task		2. Activate Evacuation Plan* 

		Subtask		2.1 - Identify and mobilize appropriate personnel. 		Support personnel are identified; personnel are briefed on plans of action; personnel are mobilized as needed.

		Subtask		2.2 - Issue evacuation order if required.		Issued in a timely manner. Completed the evacuation of affected general population and special needs population within 24-72 hours from the order to evacuate.

		Subtask		2.3 - Remote Safe Haven plans are activated. 		Installation commanders address remote safe havens during mass care operations. All EM programs coordinate with one or more geographically distant DOD installations or, if necessary due to the geographic conditions, civil jurisdictions to establish one or more remote safe havens at that geographically separate location. 		DA PAM 525-27 (12-8) pg. 96.  See also EEG # 20

		Task		3. Implement Evacuation Orders for General Population 

		Subtask		3.1 - Provide instructions for evacuations. 		Detailed instructions are provided in multiple languages (if OCONUS), formats, and technologies; information disseminated on evacuation routes. Continuous for first 24 hours, every 30 minutes for next 48.

		Subtask		3.2 - Assist in the evacuation of special needs population. 		Evacuation assistance provided for the sick/disables/handicapped; persons without access to private transportation identified.

		Subtask		3.3 - Activate approved traffic control plan.		Implement contra-flow procedures; mass transportation personnel briefed on evacuation plan.

		Subtask		3.4 - Coordinate traffic control.		Provide situational updates to IC/UC; transportation support assets requested from IC/UC to provide assistance with traffic flow.

		Subtask		3.5 - Identify evacuation support resources that may be required along evacuation routes. 		Such as fuel, medical, tow trucks, etc.

		Subtask		3.6 - Monitor evacuation traffic flow/demand and adjust evacuation traffic management plan and measures as appropriate. 		Evacuation support coordinated along route; traffic flow adjusted as needed to s support evacuation; resources immediately provided to mitigate traffic disruptions due to accidents/disabled vehicles. 		National Response Framework, Third Edition, pg 23

		Task		4. Demobilize Soldiers, Civilians and Families Evacuation Operations 

		Subtask		4.1 - Account for personnel.		100% of personnel are accounted for.

		Subtask		4.2 - Participate in incident debriefing. 		All critical personnel are present at incident debriefing; Issues and accomplishments of Soldiers, Civilians and Families Protection mission documented; initial lessons learned discussed and documented.

		Subtask		4.3 - Release personnel. 		Personnel are released in an orderly fashion.

		Task		5. Other



				* Denotes a Critical Task











				References for Additional Information:

				·         American Red Cross, Fact Sheet on Shelter-in-Place, Feb 03

				·         Annex B to IMCOM EXORD 09-008, Army Disaster Personnel Accountability and Assessment System, 11 Feb 09

		  ·         Army Disaster Personnel Accountability and Assessment System (ADPAAS)

				·         AR 500-3, Continuity of Operations (COOP), April 12, 2006

				·         AR 608-1, Army Community Service Center, October 19, 2017

				·         DoDI 3001.02 ,  Personnel Accountability in Conjunction with Natural or Manmade Disasters, 3 May 10

				·         DoDD 3025.14, Evacuation of U.S. Citizens and Designated Aliens from Threatened Areas Abroad, November 30, 2017

				·         Ready Army, http://ready.army.mil/

				·         Ready Campaign , www.ready.gov, U.S. Department of Homeland Security



http://www.ready.gov/

15-Environ Resp Health & Safe

		CAPABILITY

		15 - ENVIRONMENTAL/ RESPONDER HEALTH & SAFETY

		Conduct appropriate measures to ensure the protection of the health and safety of the public and workers, as well as the environment, from all-hazards in support of responder operations and the affected communities.				Key Owner(s): FIRE, DPW

		CONDITION

		An all hazards event has occurred on the installation. The installation commander has established communications with tenant units and agencies, civilian authorities, and higher headquarters. EOC is operational and processing information in accordance with standard operating procedures. This task is performed 24/7 in various environmental conditions. 

						STANDARD		REFERENCE		EVALUATOR COMMENTS

		Task		1. Site Management and Control 

		Subtask		1.1 - Activate spill response assets and conduct mitigation operations. 		Installation assets limits the spread of contamination as outlined in the Installation Response Plan and 40 CFR 112.21.		DA PAM 525-27 (Table C-1, para 4.2.4) pg. 212

		Subtask		1.2 - DPW coordinates spill clean up and remediation of the impacted area.		Limits the spread of contamination as outlined in the Installation Response Plan and 40 CFR 112.21.		DA PAM 525-27 (Table C-1, para 4.2.4) pg. 212

		Task		2. Fire performs HAZMAT technician level response operations*

		Subtask		2.1 - Conduct initial approach and positioning of responders. Establish perimeter.		Avoid committing or positioning responders / units in a hazardous position; consider escape routes if conditions deteriorate quickly; establish staging area(s), as appropriate.  WMD/HM response and decon resources arrive on-scene within 1 hour.		29 CFR 1910.120(q)(6)(iii)

		Subtask		2.2 - Implement/integrate WMD/HM resources into the ICS organization.		Establish command, if not already in-place; ensure WMD/HM response and decontamination operations are coordinated. 

		Subtask		2.3 - Establish and identify an outer perimeter to isolate the area and deny entry.		Access control established by LE / public safety units; nonessential personnel isolated from problem; outer perimeter includes land, water, and air, as appropriate. Site management and control is established within 15 minutes of arrival on scene so ops can be implemented safely and effectively.		AR 385-10 (Safety)

		Subtask		2.4 - Establish  a Hot Zone as required.		Area identified and communicated to all responders; Hot Zone based upon nature of the threat (e.g., CBRNE, armed individuals, etc.).		AR 385-10 (Safety)

		Subtask		2.5 - Establish other hazard control zones, based upon scope and nature of the event.		Warm zone (i.e., unsafe location within outer perimeter where hot zone support functions take place and a lower level of PPE may be required. May serve as a buffer between safe and dangerous areas); Cold Zone (i.e., safe area within outer perimeter where ICP and other support functions are located; PPE not required).		AR 385-10 (Safety)

		Subtask		2.6 - Identify initial public protective actions (PPA) and share with EOC, etc for appropriate action.		Based upon scope and nature of the event, initiate initial evacuation or protection-in-place measures.		DA PAM 525-27 (19-8, a) pg. 185

		Task		3. Identifies the problem and Safety/PPE Needs

		Subtask		3.1 - Survey the incident scene and review/evaluate hazards and response to assess safety for all personnel. 		Identify the nature and severity of the immediate problem; if multiple threats, prioritize and make assignments. Within 30 minutes survey the incident and identify WMD/HM involved and nature of the problem. In less than 1 hour, obtain preliminary estimate of number of victims impacted, including those exposed to WMD/HM.		NFPA 1500

		Subtask		3.2 - Perform incident safety analysis.		Hazards are identified; compile and analyze responder personal monitoring data; utilize predictive modeling tools as necessary; risk analysis conducted, recorded and disseminated.

		Subtask		3.3 - Identify responder safety and health requirements.		Appropriate personnel, equipment and supply needs identified.		AR 420-1, pgs 25-69

		Subtask		3.4 - Consider impact of heat stress/PPE upon individual responders and overall response operations.		Develops and implements.		DA PAM 525-27 (19-7, b) pg. 185

		Subtask		3.5 - Provide incident specific safety messages. 		Safety Officer/Assistant Safety Officer prepare written site-specific safety and health messages; IC/UC approves and disseminates messages.

		Subtask		3.6 - Provide observation based safety recommendations to protect all personnel.		Safety Officer reviews and communicates results of on-going responder/personal monitoring; Safety Officer briefs IC/UC with recommendations.

				4. Assess Hazard Assessment and Risk Evaluation 

		Subtask		4.1 - Collect, prioritize and manage hazard data and information from all sources.		Technical reference manuals, information sources, HAZMAT placards,  specialists and/or WMD/HM databases; Monitoring, detection, and sampling operations.

		Subtask		4.2 - Incident monitoring and sampling strategy based upon operational conditions.		Indoor or open air incident, known or unknown material(s), potential for multiple hazards; consider a back-up detection device for classifying or identifying hazards; Established action levels.

		Subtask		4.3 - Conduct sampling operations and gather intelligence on situation as required.		Defensive Recon - Gathering Information from beyond the inner perimeter (e.g., threat assessments, physical observations, interviews, etc.); Offensive Recon - Obtaining intel and incident Information by physically entering the inner perimeter. May require joint entry operations between WMD/HM, SWAT, and bomb squad personnel.

		Subtask		4.4 - Identification, classification and verification of suspected non-biological WMD/HM samples confirmed through the use of at least two (preferably three) different instrument technologies.		Consider using at least two different instrument technologies to confirm/verify WMD/HM present.

		Subtask		4.5 - Use plume dispersion models and other analytical tools to generate ongoing WMD/HM dispersion assessments and predictions.		Adjust risk evaluation process based upon new information.

		Subtask		4.6 - Risk evaluation process adequately addresses the risk of various actions to both responders and the public.		WMD/HM involved, type of container and its integrity, environment or location of the incident; Resources and capabilities of responders.

		Subtask		4.7 - Based upon the risk evaluation process, an Incident Action Plan (IAP) specific to WMD/HM issues is developed and implemented.		Recommendations generated by WMD/HM Branch/Group are forwarded to IC/UC for action. Less than 1 hour of arrival on scene, an IAP is developed and implemented.

		Subtask		4.8 - Responders alert for the presence of IEDs and secondary events.		Assess the potential/probability for IEDs and secondary devices.

		Task		5. Implement Response Objectives 

		Subtask		5.1 - Determine the nature and priority of rescue operations and the numbers involved.		People who will be immediately exposed and harmed as the situation gets worse (e.g., personnel inside of a contaminated environment without any PPE); Victims who have been exposed to the WMD/HM and who are disoriented or disabled from its effects; Victims who have been exposed to the WMD/HM and who require physical extrication (i.e., technical rescue operations).		AR 420-1

		Subtask		5.2 - Identify personnel and equipment requirements to initiate rescue operations.		Rescuer PPE and safety; Number of rescuers, including team operations, back-up/RIT capabilities; Decon support, as appropriate; Command and Safety approval to initiate rescue operations.		AR 420-1

		Subtask		5.3 - Implement safe and effective tactics to accomplish rescue operation objectives.		Monitor and assess the effectiveness of rescue operations. In less than 15 minutes, initiate rescue operations (non-contaminated victims). In less than 15 minutes, initiate rescue operations (contaminated victims).		AR 420-1

		Subtask		5.4 - Implement secondary public protective actions (PPA).		Based upon scope and nature of the event, initiate additional evacuation or protection-in-place measures; Monitor and assess the effectiveness of PPA operations. In less than 15 minutes, initiate protective actions.		AR 420-1

		Subtask		5.5 - Identify personnel and equipment requirements to initiate product/agent control operations. 		Responder PPE and safety; Number of personnel required, including team operations, back-up/RIT capabilities; Product/agent control resources required; Decon support, as appropriate; Command and Safety approval to initiate operations.		AR 420-1

		Subtask		5.6 - Implement safe and effective tactics to accomplish product/agent control objectives.		Offensive versus defensive operations; Spill control/confinement tactics - actions taken to confine release to a limited area; Leak control/containment tactics - actions taken to contain or keep a material within its container; Fire control operations. In less than 90 minutes, initiate operations (spill, leak, fire).		AR 420-1

		Subtask		5.7 - Implement decontamination tactics to support rescue and product/agent control objectives.		See the following task.		AR 420-1

		Task		6. Decontamination and Clean-Up/Recovery Operations 

		Subtask		6.1 - Identify the type of contaminants, nature of response operations and the required type / level of decon operations.		Emergency decon; mass decon; technical decon - injured, contaminated. May be ambulatory (walking) or non-ambulatory (non-walking); Technical decon - response personnel; Equipment decon; Other decon scenarios (e.g., human remains, pet/animal decon).		DA PAM 525-27 (19-15, b) pg. 185

		Subtask		6.2 - Implement emergency decon operations.		Life-threatening situation that requires some type of immediate decon; Decon site selection based upon incident requirements; Implement procedures to minimize the potential for secondary contamination beyond the incident scene. In less than 15 minutes, initiate emergency decon operations.

		Subtask		6.3 - Implement gross decon operations.		Situations that require large numbers of people to be decontaminated at the scene of an emergency; decon site selection based upon incident requirements and environmental conditions; implement procedures to minimize the potential for secondary contamination beyond the incident scene. In less than 15 minutes, initiate gross decon operations.

		Subtask		6.4 - Implement technical decon operations for injured, contaminated victims.		Coordination between Medical Branch/Group and Decon unit; coordination with triage, treatment and transportation activities; decon effectively addresses both ambulatory and non-ambulatory contaminated personnel requirements; implement procedures to minimize the potential for secondary contamination beyond the incident zone; bag and tag of personal possessions; may be treated as evidence; verify effectiveness of decon operation. In less than 15 minutes, initiate technical decon operations for injured, contaminated victims.

		Subtask		6.5 - Implement technical decon operations in support of WMD/HM entry and response activities.		Planned and systematic process of reducing contamination to a level that is As Low as Reasonable Achievable (ALARA); decon site selection based upon incident requirements; decon method(s) and process are appropriate based upon incident and contaminant requirements; implement procedures to minimize the potential for secondary contamination beyond the incident scene; verify effectiveness of decon operation. Less than 90 minutes after arrival, initiate technical decon operations in support of WMD/HM entry and response activities.

		Subtask		6.6 - Implement decon operations to address incident specific scenarios and requirements.		Technical decon of household pets; technical decon of large animals; technical decon of human remains; coordinate with Coroner/Medical Examiner. Displays ability to initiate decon operations to address non-traditional, incident specific decon scenarios and requirements

		Subtask		6.7 - Coordinate with environmental authorities to ensure the appropriate decon area clean-up and disposal of waste materials generated by decon operations.		In accordance with applicable Federal, State or local Environmental Protection Agency (EPA) regulations. Displays safe and effective transition to clean-up and recovery operations.

		Task		7. Terminate the Incident

		Subtask		7.1 - Transfer command for emergency response phase to authority having jurisdiction (AHJ) for post-emergency clean-up and recovery operations.		Account for all personnel and equipment before securing on-scene emergency operations; demobilize on-scene operations.

		Subtask		7.2 - Work through IC/UC to ensure that incident-specific evidence collection and investigation protocols are clearly understood and communicated to all responders.		Tracking and collection of any items identified as potential evidence’ point-of-contact for post-incident issues.

		Subtask		7.3 - Conduct an incident debriefing for on-scene personnel.		Ensure documentation of any health exposures; critical Incident Stress debriefing, as appropriate; equipment and apparatus exposure review; point-of-contact for post-incident issues; identify problems requiring immediate action.

		Subtask		7.4 - Inventory WMD/HM equipment and restore to service.		In less than 24 hours from start of incident termination process, WMD/HM equipment is inventoried, re-supplied, and returned to service. 

		Subtask		7.5 - Implement a formal post-incident analysis process (based upon local procedures). 		Ensure that the incident has been properly documented and reported to the appropriate agencies; determine level(s) of financial responsibility; document response actions for further analysis and study; provide foundation for development of formal investigations.

		Subtask		7.6 - Conduct an After Action Report (AAR) for incident responders.

		Task		8. Demobilize Responder Safety and Health 

		Subtask		8.1 - Conduct post-incident analysis of responder health and safety. 		Medical personnel and resources provided; Protocols used to evaluate responders; Medical and psychological examinations performed; Injuries/Illnesses tallied.

		Subtask		8.2 - Monitor psychological and medical status of exposed persons.		Responders in need of long-term monitoring identified; Responders informed of procedures for monitoring psychological and medical status; Information provided on medical facilities, counselors, and services protocols; Plan for long-term (post-event) monitoring developed; Behavioral hazards are identified and mitigated (e.g., human/animal remains are covered). Workers are treated for stress-related symptoms secondary to the incident.

		Subtask		8.3 - Provide critical incident stress management (CISM) strategies, programs, and teams.		CISM team(s) mobilized; Responders affected by stress identified; Information provided on medical facilities, counselors, and services protocols; Plan for long-term (post-event) monitoring developed.

		Task		9. Other



				* Denotes a Critical Task

				References for Additional Information:

				·         29 CFR Part 1910.134, Respiratory Protection (https://www.osha.gov/pls/oshaweb/owadisp.show_document?p_table=standards&p_id=12716)

				·         39 CFR Part 1910.1030

				·         40 CFR Part 112.21 

				·         AR 200-1, Environmental Protection and Enhancement, December 13, 2007

				·         AR 385-10, The Army Safety Program, February 24, 2017

				·         AR 420-1, Chapter 25, Facilities Engineering, Fire and Emergency Services

				·         AR 525-13, Antiterrorism, February 17, 2017

				·         AR 525-27, Army Emergency Management Program, June 15, 2018

				·         AR 710-2, Supply Policy Below the National Level, March 28, 2008

				·         Army Environmental Command (http://www.aec.army.mil)

				·         ATTP 3-11.36, Multiservice Tactics, Techniques, and Procedures for Nuclear, Biological and Chemical Vulnerability Assessment, July 12, 2010

				·         ATP 3-11.37, Multi-Service Tactics, Techniques, and Procedures for Chemical, Biological, Radiological, and Nuclear Reconnaissance and Surveillance (incl C1), March 25, 2013

				·         ATP 3-11.50, Multiservice Tactics, Techniques, and Procedures for Chemical, Biological, Radiological, and Nuclear Consequence Management Operations, July 30, 2015

				·         ATP 3-11.46, Weapons of Mass Destruction - Civil Support Team Operations, 20 May 2014 (w/ encl 1) 

				·         ATP 3-34.5, Environmental Considerations, August 10, 2015

				·         DA EXORD 693-05, Army Implementation of NIMS and ICS.  December 16, 2005 7:11 PM

				·         DoDI 2000.12, DoD Antiterrorism (AT) Program, March 1, 2012 (C3, May 8, 2017)

				·         DoDI 2000.16, DoD Antiterrorism (AT) Program Implementation: DoD AT Standards, Volume I and II, 5 & 8 May 2017

				·         DoDI 2000.18, DoD Installation Chemical, Biological, Radiological, Nuclear and High-Yield Explosive Emergency Response Guidelines, December 2002

				·         DoDI 6055.6, DoD Fire and Emergency Services (F&ES) Program, December 21, 2006

				·         DoDI 6055.17, DOD Emergency Management Program, February 13, 2017 (C1, November 14, 2017)

				·         FM 3-11, Multiservice Doctrine for Chemical, Biological, Radiological, and Nuclear Operations, July 1, 2011

				·         National Fire Protection Association Standard (NFPA) 471, Recommended Practice for Responding to Hazardous Materials Incidents, 2002 Edition







http://aec.army.mil/usaec/index.html

16-Fatality Management Servic

		CAPABILITY

		16 - FATALITY MANAGEMENT SERVICES

		Provide fatality management services, including decedent remains recovery and victim identification, working with local, state, tribal, territorial, insular area, and federal authorities to provide mortuary processes, temporary storage or permanent internment solutions, sharing information with mass care services for the purpose of reunifying family members and caregivers with missing persons/remains, and providing counseling to the bereaved.				Key Owner(s): G4, LRC, DPW, DHR, MED

		CONDITION

		An all hazards event has occurred on the installation. The installation commander has established communications with tenant units and agencies, civilian authorities, and higher headquarters. EOC is operational and processing information in accordance with standard operating procedures. This task is performed 24/7 in various environmental conditions. 

						STANDARD		REFERENCE		EVALUATOR COMMENTS

		Task		1. Direct Fatality Management 

		Subtask		1.1 - Coordinate federal/state/local mortuary/morgue services if applicable.		Request DPMU/DMORT; provide situation report.		AR 638-8, Chap 3-1; DA PAM 638-2, Chap. 1-7

		Subtask		1.2 - Coordinate for next-of-kin notification and collection of antemortem information.		Request appropriate personnel (i.e., psychologists, social services); contact State for use of facilities.		DA PAM 638-2, Chap. 3-2

		Subtask		1.3 - Identify medico-legal authority.		Brief legal requirements/limitations; number appropriate to incident as per Federal, State, local guidelines.		DA PAM 638-2, Chap. 12-3

		Subtask		1.4 - Coordinate with medical facility/Department of Public Health/general medical community. 		Victim expired under medical care; physician provided needed medico legal authority to issue death certificate.		DA PAM 638-2, Chap. 12-3

		Subtask		1.5 - Identify key morgue staff.		Morgue supervisor; PIO; safety officer; liaison officer.

		Subtask		1.6 - Identify ME/C staff for antemortem data collection in EFAC.		Trained (skills and psychologically); multiple shifts.		DA PAM 638-2, Chap. 3-5

		Subtask		1.7 - Coordinate installation, regional and state assistance for victim identification and mortuary services, and the processing, preparation, and disposition of remains.		Request State portable morgue; available resources allocated by State authorities.  Within 12-18 hours, locate suitable facilities for fatality management activities.		DA PAM 638-2, Chap. 5-5

		Task		2. Activate Fatality Management Operations 

		Subtask		2.1 - G4/DOL/DPW activates Company Level Evacuation and Recovery (CLEAR) Teams, or similar assets.		Smaller installations may receive support through MOUs/MOAs from surrounding community. 		AR 638, Chap 3-4

		Subtask		2.2 - G4/DOL/DPW activates mortuary affairs assets, establishes and operates a remains holding area.		As per installation SOP.  Smaller installations may receive support through MOUs/MOAs from surrounding community. 		AR 638-8, Chap 1-7

		Subtask		2.3 - DHR activates and conducts casualty notification and coordinates final disposition through the Casualty Affairs Center (CAC).		As per installation SOP.  Smaller installations may receive support through MOUs/MOAs from surrounding community. 		AR 638-8, Chap 1-7

		Subtask		2.4 - Provide primary care physician with medico-legal authority.		Personnel used for fatality surge; brief responsibilities/parameters for death pronouncement.		DA PAM 638-2, Chap. 8-3 thru 8-5

		Subtask		2.5 - Activate/Mobilize the Armed Forces Medical Examiner (AFME) and assist with the operation of the remains holding area under the direction of the assigned Medical Examiner.  		Medicolegal authority activated; situation report provided.  Smaller installations may receive support through MOUs/MOAs from surrounding community. 		AR 638-2, Chap 3-5; DA PAM 638-2, Chap. 8-4

		Subtask		2.6 - Determine morgue location. 		Local, State or Federal.

		Subtask		2.7 - Deploy portable morgue as appropriate.		State or Federal; identify location.

		Subtask		2.8 - Request activation of DMORT as appropriate.		Identify geographic location for operations; ready facility for operations; resources and personnel ready to receive and/or retrieve human remains. Within 8-12 hours, surge resources and personnel are operational. DMORT arrives on-scene and sets-up within 8-12 hours.		NDMS (HHS), Federal government 

		Task		3. Conduct On-scene Operations 

		Subtask		3.1 - Conduct scene survey for fatality management operations.		Coordinate with tactical operations; implement safety precautions for personnel; develop plan to address fatalities. Complete survey within 2 hours of notification.		AR 638-2, Chap 8

		Subtask		3.2 - Document scene for fatality management operations.		Map scene (GPS); photograph remains prior to movement.		AR 638-2, Chap 8

		Subtask		3.3 - Gather forensic evidence for fatality management operations.		Maintain chain of custody; document evidence; evidence gathering is coordinated with Law Enforcement.		AR 638-2, Chap 8-6

		Subtask		3.4 - Support to fatality management operations.		Handle human remains in a respectful manner; ensure safety of personnel; document remains; ensure refrigeration adequate to needs. Refrigerated units arrive on-scene within 48 hours.		AR 638-2, Chap 3

		Subtask		3.5 - Transport remains and personal effects from staging to morgue operations.		Ensure safety of personnel and transporters; handle human remains in a respectful manner; track human remains.		AR 638-2, Chap 3-5

		Task		4. Conduct Morgue Operations 

		Subtask		4.1 - Implement morgue operations.		Store remains in appropriate manner, as indicated by Federal, State and local guidelines; ensure adequate number of ME/C personnel to support morgue of that size per Federal, State or local guidelines; ensure adequate resources available for specific incident.		AR 638-2, Chap 6-2

		Subtask		4.2 - Receive remains at morgue.		Track remains; track personal effects; shelter remains from public view. 100% of remains are tracked through morgue.		AR 638-2, Chap 6 and Appendix B

		Subtask		4.3 - Decontaminate remains.		Adhere to appropriate decontamination procedures, as designated by Federal, State and local guidelines; confirm complete decontamination.		AR 638-2, Appendix H-1

		Subtask		4.4 - Store human remains.		Hold remains in appropriate environment to maintain preservation until autopsy can be performed (ME office, offsite locations with appropriate power, water an sufficient evaluation room); ensure appropriate refrigeration provided as required by ME guidelines; secure storage site.		AR 638-2, Chap 3

		Subtask		4.5 - Package personal effects found with remains for return to next of kin (if possible).		Track personal effects; decontaminate personal effects; prepare documentation. 100% of personal effects tracked with appropriate set of remains.		AR 638-2, Chap 17

		Subtask		4.6 - Perform autopsies.		Perform autopsies with respect for dead; perform decontamination; diagram autopsy findings; assign body tracker to remains throughout process.

		Task		5. Manage Antemortem Data 

		Subtask		5.1 - Activate antemortem data collection activities.		Key staff on-scene; provide staff counseling; meet needs of victims and family of victims. Within 1 hour, activate a commo system for the general public to missing persons; within 2-4 hours, first public announcement of missing persons reporting; within 2 hours, participate in Jurisdictional Medical Examiner/Coroner (ME/C) in the family reception center.		DA PAM 638-2, Chap 3-5

		Subtask		5.2 - Establish antemortem record repository and its housing facility.		Provide IT support; ensure compatibility with other databases; ensure database security; backup electronic data. Within 24-48 hours, repository/ library to be ready to receive antemortem victims records from establishment of EFAC.

		Subtask		5.3 - Conduct collection of antemortem information within the EFAC.		Interview family; secure information from general access; properly dispose of paper copies per Federal, State or local security guidelines.

		Subtask		5.4 - Conduct DNA collection of family members.		Take medical precautions; show respect for grieving families.		AR 638-2, Chap 8-9 and chap 23-4 

		Subtask		5.5 - Enter data obtained in interviews into library.		Maintain security of paper copies; implement ergonomics implemented for data enterer(s); perform QA/QC during data entry.

		Subtask		5.6 - Implement a balanced approach to address the needs of victims versus those families who have lost family members.		Provide medical support; provide religious counseling; provide social services (mental health).

		Task		6. Conduct Victim Identification 

		Subtask		6.1 - Compare data from morgue and Family Assistance Center (EFAC).		Coordinate EFAC and morgue; ensure compatibility w/ other databases.  Within 24-48 hours, antemortem and postmortem medical, dental, and fatality management databases to be ready to receive records from establishment of EFAC.		DA PAM 638-2, Chap 3-4

		Subtask		6.2 - Conduct DNA analysis.		Conduct DNA tracking; protect samples from cross-contamination.

		Subtask		6.3 - Conduct fingerprint/palm print/footprint analysis. Conduct fingerprint/palm print/footprint analysis.		Note level of accuracy for each; information sharing across appropriate agencies.		DA PAM 638-2, Chap 8-14

		Subtask		6.4 - Check with installation local/state/federal/international databases.		Grant/Utilize access to databases; enforce security enforced (IT, physical).

		Subtask		6.5 - Identify remains.		Notify Law Enforcement /Incident Commander.  100% of recovered remains identified.		DA PAM 638-2, Chap 8-6

		Task		7. Conduct Final Disposition 

		Subtask		7.1 - Issue Death certificate. 		Process documentation in accordance with local guidelines; address when no remains are identified.		DA PAM 638-2, Chap 6-8

		Subtask		7.2 - Notify next-of-kin. 		Coordinate notifying authority with religious/social services; make notification in privacy; compassion shown by notifying authority.		DA PAM 638-2, Chap 4-2

		Subtask		7.3 - Release remains to legally authorized person(s) or local authorities if no legally authorized person(s) are identified.		Coordinate with funeral directors; discuss restrictions on remains; observe privacy of family.		DA PAM 638-2, Appendix B

		Subtask		7.4 - Return effects to legally authorized person(s).		Discuss restrictions on effects; observe privacy of family; confirm ownership prior to return of item(s).		AR 638-2, Chap 17 and 19

		Task		8. Demobilize 

		Subtask		8.1 - Reconstitute Fatality Management personnel and equipment.		Identify meeting point(s) to conduct final personnel accountability procedures; retrieve equipment; inventory equipment and document losses; reorder irretrievable equipment.

		Subtask		8.2 - Fatality Management personnel participate in operational debriefing.		Document issues and accomplishments of mission; identify "lessons observed" and monitor progress until they become "lessons learned”; explain plan to personnel to return to prior readiness state; provide contact information on resources to assist with administrative, financial, medical matters.

		Subtask		8.3 - Identify Fatality Management staff post-operational needs.		Provide psychological first aid on a voluntary basis; implement ongoing psychological needs plan.

		Task		9. Other



				* Denotes a Critical Task





				References for Additional Information:

				·         AR 40-1, Composition, Mission and Functions of the Army Medical Department, 1 July 1983

				·         AR 525-13, Antiterrorism, February 17, 2017

				·         AR 525-27, Army Emergency Management Program, June 15, 2018

				·         AR 638-2, Army Mortuary Affairs Program, November 28, 2016

				·         AR 638-8, Army Casualty Program, June 23, 2015

				·         ATP 4-02.2, Medical Evacuation, 12 August 2014 (incl C1, 25 October 2016)

				·         ATP 4-02.7, Multi-Service Tactics, Techniques, and Procedures for Health Service Support in a Chemical, Biological, Radiological, and Nuclear Environment, March 15, 2016

				·         Casualty and Mortuary Affairs Operations Center; https://www.hrc.army.mil/site/Active/tagd/CMAOC/cmaoc.htm

				·         DA PAM 638-2, Procedures for the Army Mortuary Affairs Program, June 23, 2015

				·         DoDD 1300.22, Mortuary Affairs Policy,  October 30, 2015 (incl C1, December 8, 2017)

				·         DoDD 6200.3, Public Health Emergency Management within the Department of Defense, March 5, 2010 (incl C2, October 2, 2013)

				·         DoDI 5154.30 Armed Forces Medical Examiner System (AFMES) Operations, December 29, 2015 (C1, December 21, 2017)

				·         FM 4-02, Army Health System, August 26, 2013

				·         FM 4-20.64, Mortuary Affairs Operations, Jan 2007

				·         JP 4-06, Mortuary Affairs, October 12, 2011





17-Fire Management & Suppressio

		CAPABILITY

		17 - FIRE MANAGEMENT & SUPPRESSION

		Provide structural, wildland, and specialized firefighting capabilities to manage and suppress fires of all types, kinds, and complexities while protecting the lives, property, and the environment in the affected area.				Key Owner(s): Fire, DPW

		CONDITION

		An all hazards event has occurred on the installation. The installation commander has established communications with tenant units and agencies, civilian authorities, and higher headquarters. EOC is operational and processing information in accordance with standard operating procedures. This task is performed 24/7 in various environmental conditions. 

						STANDARD		REFERENCE		EVALUATOR COMMENTS

		Task		1. Activate Firefighting Operations and Support*

		Subtask		1.1 - Receive notification of incident and notify appropriate first responders.  		Alarm is received; personnel are notified of incident.		AR 420-1, ch 25.

		Subtask		1.2 - Respond to scene with initial full alarm assignment. 		Initial full alarm assignment includes equipment, apparatus, and personnel with the ability to establish incident command, and initiate fire suppression, victim rescue, ventilation, and iRIC operations.

		Subtask		1.3 - Arrive on scene and establish Incident Command. (NOTE:  IC/UC full list of critical tasks are in #22)		Establish Incident Command immediately.  Initial assignments made; appropriate gear deployed in preparation to assess site. Within 7 minutes of notification as per DoDI 6055.6. Initiate tactical operations within 2 minutes of arrival on scene.		NIMS

		Subtask		1.4 - Establish and identify incident perimeter to isolate the area and deny entry.		Access control established by LE / public safety units; nonessential personnel isolated from incident area; outer perimeter includes land, water, and air, as appropriate. Site management and control is established within 15 minutes of arrival on scene so ops can be implemented safely and effectively.

		Task		2. Perform Firefighting Operations

		Subtask		2.1 - Perform structural firefighting operations to suppress fires and minimize the loss of life and property. 		Smaller installations may receive support through MOUs/MOAs from surrounding community. 		DoD 6055.06-M

		Subtask		2.2 - Perform aircraft rescue and firefighting operations to suppress fires and minimize the loss of life and property.  		Smaller installations may receive support through MOUs/MOAs from surrounding community. 		DoD 6055.06-M

		Subtask		2.3 - Perform wildland firefighting to suppress fires and minimize the loss of life and property. 		As outlined in the Integrated Wildland Fire Management Plan mandated by Army Wildland Fire Policy Guidance and DoDI 6055.06		DoD 6055.06-M

		Task		3. Size Up (Assess Site) 

		Subtask		3.1 - Observe incident site upon arrival and conduct site assessment. 		Obvious scene hazards noted, such as presence of hazardous materials, collapsed structures, etc.; determine likelihood of trapped occupants based on type of structure, time of day, witness report.		DoD 6055.06-M

		Subtask		3.2 - Provide verbal situation report to responding personnel. 		Observations communicated and hazards noted during circle check; report given to appropriate person representing additional responding units.		DoD 6055.06-M

		Subtask		3.3 - Communicate need for additional resources to dispatching center. 		Additional resources requested in anticipation of need; appropriate level of detail provided in request to ensure appropriate resources deployed.		DoD 6055.06-M

		Task		4. Direct Firefighting Operations and Support Tactical Operation 

		Subtask		4.1 - Coordinate with Onsite Incident Management. 		Additional resources requested; situation report provided to all incoming units (verbally); establish incident command for firefighting operations within 5 minutes.		NFPA 1000

		Subtask		4.2 - Assign a Safety Officer to oversee incident operations. 		At least one Safety Officer identified per incident; Safety Officer reports directly to the Incident Commander.

		Subtask		4.3 - Establish initial Rapid Intervention Crew/Rapid Intervention Team (RIC/RIT)*. 		At least two personnel remain in a safe area who are prepared to rescue lost or injured firefighters; prior to the start of interior structural firefighting operations, iRIC must be prepositioned; iRIC must remain in place until Immediately Dangerous to Life and Health (IDLH) conditions are abated.		NFPA 1710, NFPA 1407, NFPA 1500

		Subtask		4.4 - Establish objectives for incident scene. 		Establish initial Rapid Intervention Company (iRIC) Prior to start of interior structural firefighting operations.

		Subtask		4.5 - Assess resource requirements. 		Personnel and equipment shortfalls are identified’ additional resources are requested if necessary.

		Subtask		4.6 - Coordinate fire attack, victim rescue, and ventilation operations. 		Operations are coordinated to ensure proper ventilation or suppression operations do not cause the fire to spread or endanger victim rescue efforts.		AR 420-1, chap 25

		Subtask		4.7 - Develop a water supply plan. 		Uninterrupted water supply is established; tanker shuttles, drop tank operations, or other methods of ensuring a continuous water supply may be utilized in non-hydrated area; multiple hydrants and supply lines should be utilized if available.

		Subtask		4.8 - Maintain personnel accountability system. 		System implemented to track location and status of personnel operating at incident site.

		Task		5. Search Scene and Rescue 

		Subtask		5.1 - Initiate search for trapped or injured victims. 		Coordinate with fire suppression and ventilation group; utilize established SOPs to ensure safe operation; conduct primary search (i.e. areas closest to fire); conduct secondary search (i.e. areas further away from fire).

		Subtask		5.2 - Remove trapped or injured victims to safe area		Coordinate with fire suppression and ventilation group; fire lead informed of victim location and status.

		Subtask		5.3 - Initiate or request treatment for victims. 		Coordinate with Incident Command; information provided regarding number of victims and their condition.

		Subtask		5.4 - Establish Casualty Collection Point.

		Task		6. Contain and Control 

		Subtask		6.1 - Deploy primary and back-up fire attack lines. 		Primary and backup line should each operate from independent water supply; appropriate number of personnel available to operate lines.		AR 420-1

		Subtask		6.2 - Implement fire attack plan. 		Ensure coordination between fire attack, ventilation, and victim rescue groups; situation is continuously monitored for safety considerations.		AR 420-1

		Subtask		6.3 - Provide ongoing situation reports. 		Regular updates of status of interior conditions are provided to firefighting management; regular Personnel Accountability Reports (PARs) provided to firefighting management; intervals are appropriate based on changing conditions.		AR 420-1

		Subtask		6.4 - Incorporate additional resources to control and extinguish fire. 		Appropriate assignments given to additional responding units; rotate units as needed.		AR 420-1

		Task		7. Conduct Overhaul Operations 

		Subtask		7.1 - Locate hot spots and hidden fire in void spaces. 		Test holes, thermal imagers, or direct observation may be employed; appropriate reports made when hot spots/hidden fire located.  100% of hot spots are located and extinguished.		AR 420-1, chap 25-53

		Subtask		7.2 - Conduct fire overhaul operations. 		Personnel are limited to an appropriate number; areas of concern are identified. 100% of heavily involved areas opened up, exposed to air.		AR 420-1, chap 25-53

		Subtask		7.3 - Preserve incident scene for Fire Investigators/Law Enforcement. 		Special attention is paid to area of origin; safety is not precluded when preserving evidence.  100% of materials removed from the structure and thoroughly soaked.		AR 420-1, chap 25-53

		Task		8. Assist in the Conduct of Cause and Origin Investigation 

		Subtask		  8.1 - If arson is suspected or a death has occurred, jurisdiction is called immediately to assume control of the investigation. 		F&ES assists jurisdiction in any subsequent investigation.

		Subtask		8.2 - Assists in collecting and preserving evidence. 		Evidence is placed in individual collection containers and properly marked; proper chain of custody procedures are followed.  Collect and preserve non-contaminated evidence within 1 hour of completion of overhaul.

		Subtask		8.3 - Assists and supports jurisdiction investigate fire(s). 		Assists MPI/CID determine origin of fire; source of ignition is determined; cause of fire is determined as accidental, intentional, or unknown; information is shared with appropriate State, Local, and Federal authorities. Qualified Fire Investigator arrives on scene within 1 hour of notification.

		Task		9. Demobilize Firefighting Operations and Support 

		Subtask		9.1 - Inventory equipment and apparatuses. 		Tools and equipment are accounted for; missing equipment is located; equipment is ready to go back into service. 		AR 420-1

		Subtask		9.2 - Clean and repair equipment and apparatus prior to return to service.		Decontamination as needed; repairs made to all damaged equipment/apparatus. Within 1 hour of start of demobilization apparatus is cleaned and prepared to return to service.

		Subtask		9.3 - Participate in incident debriefing. 		Issues, accomplishments, and lessons learned of incident documented; plan described to personnel to return to prior readiness state; general Incident Stress Management strategies discussed.

		Task		10. Other



				* Denotes a Critical Task







				References for Additional Information:

				·       AR 420-1, Chapter 25, Facilities Engineering, Fire and Emergency Services

				·       DoD 6055.6-M, DoD Fire and Emergency Services Certification Program (F&Es), February 2006 (Incl C1, 16 Sept 2010)

				·       DoDI 6055.6, DoD Fire and Emergency Services (F&Es) Program, 21 Dec 2006







18-Infrastructure Systems

		CAPABILITY

		18 - INFRASTRUCTURE SYSTEMS

		Stabilize critical infrastructure functions, minimize health and safety threats, and efficiently restore and revitalize systems and services to support a viable, resilient community.				Key Owner(s): DPW, NEC

		CONDITION

		An all hazards event has occurred on the installation. The installation commander has established communications with tenant units and agencies, civilian authorities, and higher headquarters. EOC is operational and processing information in accordance with standard operating procedures. This task is performed 24/7 in various environmental conditions. 

						STANDARD		REFERENCE		EVALUATOR COMMENTS

		Task		1. Installation Commander Convenes a Recovery Working Group (RWG)*.

		Subtask		1.1 - Recovery Working Group convenes early in the incident recovery period.		Yes/No		DA PAM 525-27, chapter 19-4(a), pg 183

		Subtask		1.2 - Directorate of Public Works (DPW) conducts long term recovery planning with the technical direction of the installation emergency manager.		Yes/No		DoDI 6055.17 [10.2.c(1)], pg 52

		Subtask		1.3 - DPW assesses preliminary housing impacts and needs, identifies available options for temporary housing and plan for permanent housing.		Yes/No		DA PAM 525-27, chapter 19-17, pg 190

		Subtask		1.4 - Conduct recovery planning in coordination with the Installation EM and the DPW.		Yes/No		DoDI 6055.17 (10.2.c), pg. 52

		Subtask		1.5 - Prioritize recovery sequence. Considers on-post housing, schools, daycare centers, medical facilities, commissaries and exchanges.		Yes/No		DoDI 6055.17 (10.2.b), pg. 51

		Task		2. Direct Restoration of Lifelines Operations.

		Subtask		2.1 - Identify communities, public sectors, and economic entities affected by loss of energy infrastructure.		Coordinate with HHQ, State, county, and local governments as necessary; communication established and maintained between all entities involved in the operations.		DA PAM 525-27, chapter 1-12(f), pg 4

		Subtask		2.2 - Identify and request resources.		Accurate information is documented; continuous communication with EOC and assessment teams; resources are tracked, mission tasking identified, assigned, and confirmed.  Request shelter and essential services for mobilized personnel while operating at recovery scene.

		Subtask		2.3 - Coordinate dissemination of recovery information.		Coordinate information between tactical operations and the EOC/MACC/IOF.		DA PAM 525-27, chapter 19-5, pg 185

		Subtask		2.4 - Execute emergency contracting support for life-saving and life-sustaining services.		Mutual Aid agreements are executed; coordination and continuous communication are established and maintained with the recovery operations and emergency contracting support; contracts involving the private sector should incorporate performance measures at some point during the life of the contract. Identify alternate transportation routes for emergency services. 

		Subtask		2.5 - DPW coordinates the use and maintenance of emergency power generation services at critical facilities. 		Critical facilities are prioritized; power generation missions are executed and/or services are made available; continuous communication with critical facilities is maintained.		DA PAM 525-27, chapter Table E-8 (5 and 8), pg 234

		Subtask		2.6 - Prepare to justify or provide funding for the repair or replacement of public systems, facilities and utilities.		Financial documentation is provided to Recovery Manager by affected agency (e.g., Request for DOD or other Federal Assistance); coordinate communication with Federal Agencies; Coordinate with public utility companies which support the installation (Electric Cooperatives and Municipal owned utility companies only); funds are provided in a timely manner.		TM 5–800–4
Programming Cost Estimates for Military Construction

		Subtask		2.7 - Mobilize appropriate initial personnel and equipment based on the type and extent of the damage to lifelines.		Arrival mobilization site identified; ensure re-assessment personnel are mobilized; mode of transportation identified and secured.

		Task		3. Assess and Prioritize.

		Subtask		3.1 - Assess damage to energy infrastructures.		Coordinate with all local energy supplier(s) for support or mission tasking assigned; production and distribution ability surveyed; communication established and maintained between all entities involved in the operation; accurate information is documented; energy restoration plan developed.		DA PAM 525-27, chapter 19-3, pg 182

		Subtask		3.2 - Assess damage to transportation infrastructure.		Coordinate with local transportation authorities at all levels for support or mission tasking assigned; communication established and maintained between all entities involved in the operation; accurate information is documented; transportation restoration plan developed.		DA PAM 525-27, chapter Table 19-1(4), pg 183

		Subtask		3.3 - Assess damage to drinking water infrastructure.		Coordinate with all local water departments for support or mission tasking; communication established and maintained between all entities involved in the operation; processing and distribution ability surveyed. accurate information is documented; water restoration plan developed.		DA PAM 525-27, chapter Table 19-1(4), pg 183

		Subtask		3.4 - Assess damage to waste water infrastructure.		Coordinate with all local waste water districts/departments; communication established and maintained between all entities involved in the operations; accurate information is documented; waste water restoration plan developed.		DA PAM 525-27, chapter Table 19-1(4), pg 183

		Subtask		3.5 - Provide and coordinate the use of emergency power generation services at critical facilities.		Critical facilities prioritized; power generation services are made available; continuous communication with critical facilities maintained.		TM 5-675

		Subtask		3.6 - Prepare to justify or provide funding for the repair or replacement of public systems and facilities.		Coordinate with all local energy supplier(s) for support or mission tasking; production and distribution ability surveyed; communication established and maintained between all entities involved in the operation; accurate information is documented; energy restoration plan developed.  Damage to essential public systems, facilities, and utilities are re-assessed and prioritized.		TM 5–800–4
Programming Cost Estimates for Military Construction

		Subtask		3.7 - Prepare to justify or provide funding for the restoration of public utilities.		Coordinate with public utility companies; funds provided in a timely manner.		TM 5–800–4
Programming Cost Estimates for Military Construction

		Task		4. Implement Reconstitution Procedures for Critical Facilities.

		Subtask		4.1 - Conduct restoration of utility infrastructure.		Proper safety procedures followed; restoration executed in timely manner; critical facilities are prioritized; appropriate equipment used during operations; coordinate public information releases with energy infrastructure, Command Staff and Operations; energy infrastructure restored.  Within 36 hours restore 100 percent of damaged power utilities that provide service to essential facilities (e.g., hospitals, police, and fire departments).		DA PAM 525-27, chapter Table 19-1(5), pg 183

		Subtask		4.2 - Conduct transportation restoration operations.		Proper safety procedures followed; restoration executed in timely manner; appropriate equipment used during operations; coordinate traffic redirection plans and street closure plans with Law Enforcement; coordinate public information releases with energy infrastructure, Command Staff and Operations; priority transportation routes are restored.  Within 24 hours commence debris removal.		DA PAM 525-27, chapter Table 19-1(5), pg 183

		Subtask		4.3 - Conduct drinking water restoration operations.		Proper safety procedures followed; restoration executed in a timely manner; appropriate equipment used during operations; drinking water assessment performed continuously; coordinate public information releases with Command Staff and Operations; drinking water provided for affected populations. Within 14 days mobilize personnel, equipment, and materials and restore 25 percent of water and sewer service.		DA PAM 525-27, chapter Table 19-1(1 and 2), pg 183

		Subtask		4.4 - Conduct waste water system restoration operations.		Proper safety procedures followed; restoration executed in timely manner; appropriate equipment used during operations; alternate waste water plan implemented; coordinate public information releases with Command Staff and Operations.		DA PAM 525-27, chapter Table 19-1(1 and 2), pg 183

		Subtask		4.5 - Conduct communications restoration operations.		Proper safety procedures followed; alternative or backup communication methodologies implemented; restoration executed in timely manner; coordinate public information releases with Command Staff and Operations; essential communications restored. Within 24-48 hours, restore 100 percent of communications or to provide alternate communications to essential facilities (e.g., hospital, police, and fire departments).		DA PAM 525-27, chapter Table 19-1(2), pg 183

		Subtask		4.6 - Conduct natural gas restoration operations.		Proper safety procedures followed; restoration executed in timely manner; appropriate equipment used during operations; coordinate public information releases with Command Staff and Operations. Within 7 days, mobilize personnel, equipment, and materials and restore 25 percent of natural gas. Lifelines restored.		DA PAM 525-27, chapter Table 19-1(1 and 2), pg 183

		Task		5. Direct Structural Damage and Mitigation Assessment Operation 

		Subtask		5.1 - Coordinate resources to conduct building inspections and damage assessment.		Damage assessment plan implemented; damage assessment action plan developed.		DA PAM 525-27, Table 19-12, pg 187

		Subtask		5.2 - Support incident response operations as requested by the IC/UC		Damage assessment activities are included in the IAP.

		Subtask		5.3 - Recommend a prioritization schedule of critical infrastructure services, facilities, and assets restoration.		Short-term recovery objectives are identified and implemented; long-term recovery objectives are identified and plans developed for implementation.  Within 24 hours, develop prioritization schedule for critical infrastructure.

		Subtask		5.4 - Report and document the incident by completing and submitting required forms, reports, documentation, and follow-up notation. 		Damage assessment reports are completed and submitted; EOC/MACC or JFO situation reports reflect damage assessment activities, progress, and damage status.

		Subtask		5.5 - Integrate private sector/off-post entities into incident response activities.		Lists or catalog of private sector support entities are utilized; a place and/or lead organization is identified to support recovery efforts; ensure provisions for safeguarding proprietary information are developed and agreed upon; activities are documented on EOC/MACC or JFO situation reports.

		Task		6. Conduct Inspections and Assessments 

		Subtask		6.1 - Conduct debris assessment.		Coordinate with affected local jurisdiction leaders; sites of debris are identified; debris volume, method of removal, and relevant technical assistance options are identified and recommended.		DA PAM 525-27, chapter 19-13, pg 188

		Subtask		6.2 - Assess the requirement for decontamination or safe demolition, removal, and disposition of contaminated debris.		Debris is evaluated for the possibility of contamination; technical assistance utilized to conduct testing for contaminants; debris removal, disposal, and site clean-up requirements are identified and implemented.		DA PAM 525-27, Table 19-1(5), pg 183

		Subtask		6.3 - Assess the need for emergency flood protection and/or emergency erosion control.		Areas of flood threat are identified; Emergency Protective Measures are identified and implemented; flood mitigation strategies are implemented.		DA PAM 525-27, chapter 16-1(b), pg 153

		Subtask		6.4 - Identify the need for additional engineering and assessment resources and issue mission assignments to activate resources		Sufficiency of local resources has been evaluated against event needs; additional resources are identified to meet remaining needs.

		Subtask		6.5 - Conduct structural evaluations and building inspections of damaged structures.		Damage assessment staff are identified and mission tasking assigned. Within 24-48 hours, conduct a detailed situation assessment, to include information on buildings that are in imminent danger of collapse and critical resources of infrastructure are threatened. ATC Guide 20–1 and ATC Guide 45 provide a recovery phase structural evaluation process, which identifies buildings by four classes: Class A: Safe, Class B: Safe for limited entry, Class C: Off-limits, or Class X: Uncertain (detailed investigation necessary).		DA PAM 525-27, Table 19-12, pg 187

		Subtask		6.6 - Determine need for recovery programs.		Recovery staff available to evaluate program needs when appropriate date is received.		DA PAM 525-27, chapter Table 19-1(6), pg 183

		Task		7. Provide Mitigation and Technical Assistance 

		Subtask		7.1 - Assist in the identification of incident response coordination centers for rebuilding property.		Areas of concentrated damage are identified; buildings are identified and found safe to enter that could support disaster recovery center operations.  Within 12 hours, conduct a permanent work damage assessment and PW preparation (FEMA and non-FEMA).

		Subtask		7.2 - Coordinate, fund, and implement contracts for construction management, inspection, emergency repair of utilities and other services.		Contractor Scopes of Work are created; contractors are recruited and selected.		AR 420-1, chapter 2-19, b(3), pg 13

		Subtask		7.3 - Manage, monitor, and/or provide technical advice on debris management and reestablishment of ground and water routes into the affected area.		Damage assessment staff are in contact and are coordinating with transportation staff and public safety agencies that require routes for ingress and egress; ensure that provisions for safeguarding of proprietary materials are developed and agreed upon. Within 24 hours, jurisdiction to provide technical assistance to responders.

		Subtask		7.4 - Participate in post-incident assessments of structures, public works and infrastructure to develop cost estimates, complete written project worksheets, determine priority repair/reconstruction projects, and help to prioritize engineering and construction resources.		Project Worksheets are completed.		TM 5–800–4
Programming Cost Estimates for Military Construction

		Task		8. Other



				* Denotes a Critical Task

				References for Additional Information:



				·       AR 420-1, Army Facilities Management, February 12, 2008 (Rapid Action Revision, August 24, 2012)

				·       ATC (Applied Technology Council) Guide 20-1, Post earthquake Safety Evaluation of Buildings (Available at http://www.atcouncil.org/pdfs/ATC201tocv2.pdf.)

				·       ATC (Applied Technology Council) Guide 45, Field Manual:  Safety Evaluation of Buildings after Windstorms and Floods (Available at https://www.atcouncil.org/atc-45)

				·       Department of Defense – Emergency Employment of Army, Disaster Relief

				·       Procedures, Corps of Engineers, ER500-1-1, Public Law 84-99





19-Log & Supply Chain Mgmt

		CAPABILITY

		19 - LOGISTICS & SUPPLY CHAIN MANAGEMENT

		 Deliver essential commodities, equipment, and services in support of impacted communities and survivors, to include emergency power and fuel support, as well as the coordination of access to community staples. Synchronize logistics capabilities and enable the restoration of impacted supply chains.				Key Owner(s): DES, MICC, LRC, DPW

		CONDITION

		An all hazards event has occurred on the installation. The installation commander has established communications with tenant units and agencies, civilian authorities, and higher headquarters. EOC is operational and processing information in accordance with standard operating procedures. This task is performed 24/7 in various environmental conditions. 

						STANDARD		REFERENCE		EVALUATOR COMMENTS

		Task		1. Direct Critical Resource Logistics (CRL) and Distribution

		Subtask		1.1 - Establish communication between Emergency Operations Center (EOC) and Incident Management Team to determine resource needs. 		Incident resource needs identified. Mission tracking assigned to supplement resource shortages.

		Subtask		1.2 - Identify available resources to support response and recovery operations.		Available internal resources provided. Project additional resource requirements.

		Subtask		1.3 - Determine external resource requirements and establish critical resource logistics, and distribution plan.		Needs assessment is reviewed. External resources are requested. Identify Mobilization Base for initial report.

		Task		2. Activate Critical Resource Logistics and Distribution

		Subtask		2.1 - Initiate resource logistics and distribution support for incident response operations according to assignments in the Incident Action Plan (IAP). 		Resource list identifying external resources required is developed and assigned to logistics for follow-up mission tasking. Within 2 hours, a resource logistics and distribution system is established to supplement resource deficiencies in responding to and recovering from an incident.

		Subtask		2.2 - Meet ongoing resource support needs through appropriate procurement sources from within EOC. 		Communications are established between IC and EOC. System is established and in place to request resources from incident command post to EOC.

		Subtask		2.3 - Implement plans and procedures for establishing a logistics staging area (LSA) for response personnel, equipment, and supplies in coordination with IC/UC. 		Facilities are secured to set up LSA. Personnel, including LSA Logistics Chief, are assigned and in place at LSA.  Equipment required to support LSA operations is in place. System to track all incoming and outgoing human and material resources is in place to include provider of resource and recipient of resource.

		Subtask		2.4 - Provide facilities, transportation, supplies, equipment maintenance and fueling, food service, communications, and medical services through the logistics staging area (LSA).		System is in place to receive and distribute resources to support incident response as required. Ongoing communications are established between LSA, EOC, and incident command post.

		Subtask		2.5 - Report and document the incident by completing and submitting required forms, reports, documentation, and follow-up notation.		System is in place to precisely document receipt and distribution of all resources to and from the LSA. Tracking system is established in the EOC to track resource type, where resource is needed (physical location), who requested/Point of Contact, resource provider, and estimated time of arrival (ETA) of delivery.

		Task		3. Respond to Needs Assessment and Inventory

		Subtask		3.1 - Identify and inventory, by type and category, all resources available to support emergency operations, including facilities, equipment, personnel, and systems. 		Checklist developed (or existing checklist utilized) and refined to identify resources by type and category that are required for incident response. All material resources needed, including equipment and facilities, are specified. Approximate number of personnel and specific expertise required is specified.

		Subtask		3.2 - IC/UC determines additional human and material resources needed to support response and requests needed resources from EOC. 		List is further refined to identify those resources that will need to be acquired from outside agencies and/or private vendors. Exact type and number of material resources required is specified including equipment and facilities. Exact number of additional personnel required to support is specified.  Within 1 hour, the Incident Commander or IC/UC designee determines critical human and material resources required to effectively manage an incident.

		Task		4.  Acquire Resources

		Subtask		4.1 - MICC initiates contracts requested to support the incident response effort.		MICC initiates contracts and verifies whether requested support will be fulfilled. Determines time of delivery and reports that information to the EOC.

		Subtask		4.2 - EOC coordinates support to IC with human and material resource needs. 		EOC receives requests from Incident Commander or other individual for needed material or human resources. EOC designee coordinates with EOC Operations Officer to acquire needed resources from appropriate emergency support functions (ESFs) or other providers.

		Subtask		4.3 - Implement plans, procedures, and protocols for resource acquisition and management in accordance with NIMS.		Incident management system is in place to coordinate logistics between the incident scene/command post, EOC and LSA.

		Subtask		4.4 - Obtain supplies stocked in distribution facilities, national stockpiles, and customer supply centers.		LSA Logistics Chief and EOC Resource Logistics Officer coordinate to identify type and number of supplies that are stocked at LSA and those that still need to be acquired from external sources.  EOC Resource Logistics Officer coordinates with EOC Operations and Command Officer to identify, recommend, and obtain approval on where and how to acquire additional resources from external sources.

		Task		5. Transport, Track, and Manage Resources

		Subtask		5.1 - LRC delivers essential commodities, equipment and services to include fuel support as requested to support the incident response effort.		LRC keeps the EOC informed throughout the order and delivery process.

		Subtask		5.2 - DPW delivers essential commodities, equipment and services to include emergency power as requested to support the incident response effort.		DPW keeps the EOC informed throughout the order and delivery process.  

		Subtask		5.3 - Mobilize and dispatch human and material resource needs as requested.		Resource request is filled and tracked through EOC in coordination with LSA. Human and material resource needs are deployed from LSA to support response and recovery operations. Provide capability to support additional resources requested by Command: Preventative Maintenance, POL, Food/Shelter/Sanitary Facilities/Rest Area and Medical and Safety Needs.

		Task		6. Maintain and Recover Resources

		Subtask		6.1 - IC and EOC determines when equipment and unused resources/supplies are no longer needed to support operations.		IC has identified certain equipment and resources/supplies that are no longer required and has communicated that information to EOC. EOC has coordinated with LSA to reference resource tracking to identify providers of equipment, material resources/ supplies. Equipment no longer required and unused material resource/supplies are returned to providers.  Within 72 hours, deployed resources are recovered following the end of response/recovery operations

		Task		7. Demobilize Critical Resource Logistics and Distribution

		Subtask		7.1 - Implement demobilization and deactivation procedures.		Personnel no longer needed to support incident response/recovery are dismissed. Equipment is returned and replenished. 

		Task		8. Other



				* Denotes a Critical Task

				References for Additional Information:

				·         AR 700-127, Integrated Logistics Support , 29 Apr 09

				·         AR 710-2, Supply Operations Below the National Level, 28 Mar 08

				·         AR 740-1, Storage and Supply Activity Operations, 26 Aug 08

				·         AR 750-1, Army Materiel Maintenance Policy, 29 Sep 07

				·         DoDI 2000.12, Antiterrorism, change 3, May 8, 2017

				·         DoDI 5200.08, Security of DoD Installations and Resources and the DoD Physical Security Review Board (PSRB), 10 December 2005,  (includes Change 3, 20 Nov 2015)

				·         Joint Publication 4-0, Joint Logistics, 18 Jul 08





20-Mass Care Services

		CAPABILITY

		20 - MASS CARE SERVICES

		  Provide life-sustaining and human services to the affected population, to include hydration, feeding, sheltering, temporary housing, evacuee support, reunification, and distribution of emergency supplies.				Key Owner(s): DFMWR, EOC, LRC, DHR, Veterinary Services

		CONDITION

		An all hazards event has occurred on the installation. The installation commander has established communications with tenant units and agencies, civilian authorities, and higher headquarters. EOC is operational and processing information in accordance with standard operating procedures. This task is performed 24/7 in various environmental conditions. 

						STANDARD		REFERENCE		EVALUATOR COMMENTS

		Task		1. Shelter-In-Place

		Subtask		1.1 - When alerted, personnel seek shelter in the nearest available facility and designated shelter-in-place area.		Units SOPs or Emergency Action Plans (EAPs)		FEMA P-785; Local SOP

		Subtask		1.2 - If departing office/work area, personnel close and latch all windows and lock all doors. 		Units SOPs or Emergency Action Plans (EAPs)		FEMA P-785; Local SOP

		Subtask		1.3 - Immediately go to the designated shelter-in-place area.		Units SOPs or Emergency Action Plans (EAPs)		FEMA P-785; Local SOP

		Subtask		1.4 - Facility establishes an "All Clear" signal.		Units SOPs or Emergency Action Plans (EAPs)		FEMA P-785; Local SOP

		Task		2. Coordinate Mass Care Operations 

		Subtask		2.1 - Activate mass care plan.		Mass care plans should address general population, special needs and pet care agencies.  Within 2 hours, mass care plan is activated.

		Subtask		2.2 - Designate sites to serve as mass care facilities to include safe havens, feeding sites, reception centers, food preparation sites, distribution points, etc.		Consider capacity; consider location; consider suitability.

		Subtask		2.3 - Coordinate environmental health assessment of mass care operations.		Provide environmental health support

		Subtask		2.4 - Conduct initial and ongoing mass care needs assessment. 		Consider need for feeding activities; consider need for sheltering activities; consider need for bulk distribution activities. Every 24 hours, recorded population levels, demographics, and location of affected populations (along with status updates) are received from all mass care facilities. Within 5 hours, initial mass care needs assessment is completed.

		Subtask		2.5 - Supervise day-to-day mass care operations.		Oversee feeding activities; oversee sheltering activities; oversee bulk distribution activities.

		Subtask		2.6 - Ensure appropriate communication systems are available to mass care personnel.		Includes mass care facilities and management staff.

		Subtask		2.7 - Coordinate mass care services for special needs populations with appropriate agencies.		Assign a liaison for appropriate agencies; establish contact with appropriate agencies.

		Subtask		2.8 - Acquire and provide resources necessary to support mass care services.		Manage and procure items and account for them financially; provide transportation for goods and people; account for procured items using proper accounting protocols.

		Subtask		2.9 - Activate vendor agreements/Memoranda of Understanding (MOUs) / Memoranda of Agreement (MOAs) in support of mass care activities.		Access vendor lists; access agreement lists; review and activate standing contracts.

		Subtask		2.10 - Obtain information on population levels, demographics, and location of affected populations.		Review and record status reports.

		Subtask		2.11 - Disseminate accurate and timely information to the public, media, support agencies, and vendors about mass care services. 		Coordinate with public information function.

		Subtask		2.12 - Disseminate notification of cessation of mass care operations.		Issue notice to support agencies, public, media, vendors, etc.

		Task		3. Activate Mass Care Operations

		Subtask		3.1 - Notify trained mass care staff.		100% of mass care staff notified.

		Subtask		3.2 - Mobilize needed mass care resources.		Transport resources to mass care facility.

		Subtask		3.3 - Assemble mass care management teams for each identified mass care facility. 		Designate management team. Within 4 hours, facility management teams report to facility.

		Subtask		3.4 - Mobilize support services for animal needs.		May be consolidated at one or more animal needs locations. EMWG shall develop a support annex addressing animal care management. 		DA PAM 525-27 (12-7.b., pg 95)

		Subtask		3.5 - Mobilize equipment needed for special needs population.		Transport equipment to facility.

		Task		4. Call Center Operations

		Subtask		4.1 - Identify a local or toll-free hotline for distribution to friends and family of Category 1–5 personnel regarding information on the status of evacuees, casualties, and fatalities.		Within 4-8 hours after an incident occurs, a call center is activated by the installation EOC or as identified in the installation EM plan through the mass warning and notification system with a team-specific recall group assignment. 		DA PAM 525-27 (12-13.a and c., pgs. 103-104)

		Subtask		4.2 - The call center provides services tailored to the installation needs and the specific emergency being addressed.		The call center provides the following services:  Status of evacuees, casualties, and fatalities to friends and Family members; Personnel accountability liaison; Security services for the physical location.		DA PAM 525-27 (12-13.b., pg 104)

		Subtask		4.3 - The call center operates on a 24–hour basis during the initial recovery and then phase back to
a standing 12-hour schedule until directed to suspend or transition operations.		Shift schedules will be established based
upon 8–12 hour shift assignments depending upon local conditions and availability of personnel. Call center reports are submitted to the installation EOC at the end of each shift with a summary of actions completed, issues
requiring resolution, equipment and supply requests unfilled during that shift, and a consolidated summary of number
of personnel calling the information line and receiving assistance.		DA PAM 525-27 (12-13.c., pg 104)

		Subtask		4.4 - The call center is located in an existing dual-use facility with adequate parking, ventilation, and infrastructure, especially phone lines and network access, to support the identified functions.		The call center should have extensive phone line access (inbound lines based upon the local protected populace size plus a minimum of an EOC line, mass warning and notification broadcast line, personnel accountability staff line, call center-Family Assistance Center lines, and lines for public affairs and CACO personnel). Wireless internet access is a
requirement.		DA PAM 525-27 (12-13.d., pg 104)

		Subtask		4.5 - The call center is staffed by a mix of assigned public affairs staff, additional duty personnel
(CACOs), and supporting volunteer positions comprising the call center team.		The team organization and composition
is identified in the installation EM plan, is categorized as Category 5 (Mass Care Providers), and is issued appropriate identification regarding their assignment. It is the responsibility of the installation EMWG to ensure that issues regarding access control and pay/compensation are addressed pre-incident during the preparedness phase. 		  DA PAM 525-27 (12-13.e., pg 104) and table 12-5 on pg 104.

		Task		5. Establish Safe Haven Operations 

		Subtask		5.1 - Installation commanders establish local safe havens during mass care operations.		A local safe haven is usually activated pre-incident whenever possible (for example, hurricanes) or immediately after an incident occurs in order to serve as temporary protection for displaced personnel and are used only for expedient sheltering purposes.

		Subtask		5.2 - Conduct building/facility inspection in advance to identify food/sanitation capability and suitability of structures identified as mass care facilities (housing, shelters, feeding and mass care facilities).		Inspect structure for damage and hazards

		Subtask		5.3 - Staff safe haven with appropriately trained personnel.		The local safe haven is staffed with Category 5 mass care providers.  It operates on a 24–hour basis with 2–3 shifts recommended for sustained operations. Shift schedules are established based upon 8–12 hour shift assignments depending upon local conditions and availability of personnel.		DA PAM 525-27 (12-7.c., pg 95 and 12-7.e., pg 96)

		Subtask		5.4 - Coordinate environmental health assessment of mass care operations. 		Provide environmental health support, including sanitation, water, and waste; monitor population levels.		.

		Subtask		5.5 - Set up temporary lodging services and access to sanitary facilities, potable water, and sufficient lighting.		The local safe haven has a relatively short operational lifespan of no more than 5–7 days.		DA PAM 525-27 (12-7.b., pg 95)

		Subtask		5.6 - Coordinate provision of safe haven support services with appropriate agencies (e.g., health care, food service, security, etc.).		Provide health care/mental health services; provide safety and security services; provide Disaster Welfare Inquiry/Family and Pet-Owner Reunification. Within 4 hours, health and mental health services are provided to individuals sheltered.  Within 3 hours, safety and security services are provided at shelter.

		Subtask		5.7 - Conduct mass care registration services. 		All persons are registered.		DA PAM 525-27 (12-7.b., pg 95)

		Subtask		5.8 - Provide information on EFAC location/hours of operation, safe haven and civilian shelter locations, transportation routes and services, laundry locations, shower/bath facility locations, PODs, and utilities and power outages.		Services are tailored to the installation needs and the specific emergency being addressed.		DA PAM 525-27 (12-7.b., pg 95)

		Subtask		5.9 - Provide security services for the physical location.		Services are tailored to the installation needs and the specific emergency being addressed.		DA PAM 525-27 (12-7.b., pg 95)

		Subtask		5.10 - Provide regular updates on safe haven needs and capacity.		Monitor population levels.

		Task		6. Special Needs Management

		Subtask		6.1 - Conduct special-needs population registration.		Ensure that all persons are registered.		DA PAM 525-27 (12-7.b., pg 95)

		Subtask		6.2 - Provide shelter guidance to agencies responsible for the care of special-needs populations.		Coordinate guidance through liaisons.		DA PAM 525-27 (12-7.b., pg 95)

		Subtask		6.3 - Provide medical care to special-needs population.		Ensure adequately trained staff are available to meet the needs of shelter population.		DA PAM 525-27 (12-7.b., pg 95)

		Subtask		6.4 - Provide feeding and bulk distribution services appropriate to special-needs population.		Ensure that available food and services meet the nutritional needs of special needs population.		DA PAM 525-27 (12-7.b., pg 95)

		Subtask		6.5 - Request resources and equipment needed to support special-needs population.		Ensure appropriate equipment is available to fit the requirements of special needs population.		DA PAM 525-27 (12-7.b., pg 95)

		Subtask		6.6 - Provide shelter guidance to agencies responsible for the care of special-needs populations.		Coordinate guidance through liaisons.		DA PAM 525-27 (12-7.b., pg 95)

		Subtask		6.7 - Conduct special-needs shelter operations.		Conduct disaster welfare inquiries and family reunification for special needs populations.  Within 8 hours, shelters are opened for staff and setup.		DA PAM 525-27 (12-7.b., pg 95)

		Task		7. Animal Needs Management 

		Subtask		7.1 - Implement procedures for companion animal intake/registration.		Ensure all pets are registered; ensure animal health is evaluated by the installation Veterinary Service.

		Subtask		7.2 - Operate companion animal care/handling facilities. 		Conduct pet disaster welfare inquiries; conduct pet-owner reunification.

		Subtask		7.3 - Implement tracking system for intake and export of companion animals in compliance with local holding regulations.		Ensure proper pet-owner registration and identification process.

		Subtask		7.4 - Arrange for companion animal care/handling services.		Acquire and provide resources to support pet care operations; coordinate with installation Veterinary Service.

		Subtask		7.5 - Provide feeding services that ensure adequate nutrition for companion animals.		Ensure proper food is available for pets; address special health and feeding issues with the installation Veterinary Service.

		Subtask		7.6 - Coordinate provision of veterinary medical services with appropriate agencies.		Coordinate guidance through liaisons.

		Task		8. Mass Feeding Operations 

		Subtask		8.1 - Once identified, conduct building/facility inspection in advance to identify food/sanitation capability and suitability of structures identified as mass care facilities.		Inspect structure for damage and hazards; within 12 hours, kitchen facilities and staff are mobilized.

		Subtask		8.2 - Ensure kitchen facilities are in compliance with local health regulations.		Provide environmental health support; provide food safety support. Within 6 hours, the first meal is served.

		Subtask		8.3 - Acquire and provide foodstuffs for feeding operations.		Provide logistical support for feeding operations; coordinate with private sector; identify resources.

		Subtask		8.4 - Conduct food preparations using safe food handling protocols.		Enforce health guidelines. 100% of food tested for health safety.

		Subtask		8.5 - Establish mobile feeding routes. 		Ensure safety of drivers in affected area.

		Subtask		8.6 - Coordinate with shelter managers to ensure adequate feeding is conducted at safe haven.		Consider population levels and demographics of affected populations.

		Subtask		8.7 - Ensure that adequate nutrition is provided for sheltered populations.		Receive guidance from support agencies; consider dietary restrictions; consider food allergies.

		Subtask		8.8 - Disseminate notification to end feeding operations.		Issue notice to support agencies, public media and vendors, etc.

		Task		9. Bulk Distribution Management

		Subtask		9.1 - Establish distribution sites and routes.		Ensure route safety; ensure site safety.  Ensure operational sites receive ongoing support to maintain service delivery.

		Subtask		9.2 - Installation commander addresses volunteer  management during mass care operations.  		Installation commanders approve procedures identified in the installation EM plan for organizing and coordinating the receipt of unsolicited services and/or goods from members of the Army community and local civil jurisdictions in a manner that complies with applicable law and policy and does not interfere with ongoing response and recovery efforts.		DA PAM 525-27 (12-3,k.[1], pg 87)

		Subtask		9.3 - Installation commander addresses donations management during mass care operations. 		Installation commanders approve procedures identified in the installation EM plan for organizing and coordinating donations management teams.  DFMWR (with installation emergency manager) is responsible for managing.		DA PAM 525-27 (12-3,k.[2], pg 87)

		Subtask		9.4 - Acquire and provide items for bulk distribution.		Ensure timely delivery of requested items. Within 24 hours, facilities are opened and operating to receive an distribute disaster relief items.

		Subtask		9.5 - Conduct bulk distribution of relief items. 		Deliver appropriate items; ensure all affected populations receive items. Within 72 hours, federal commodities and non-governmental donations begin distribution to affected population.

		Subtask		9.6 - Disseminate notification to end bulk distribution operations.		Issue notice to support agencies, public, media and vendors, etc.

		Task		10. Conduct Remote Safe Haven Operations

		Subtask		10.1 - Installation (DFMWR) directs the activation, staffing, and management of remote safe havens.		All EM programs shall develop, exercise, and maintain procedures for evacuation of all assigned personnel upon standing, verbal, or written orders (MOUs/MOAs) of the installation commander.		DA PAM 525-27 (12-1.c., pg 76)

		Subtask		10.2 - Installation commanders maintain personnel accountability during emergencies.   		Installation commanders approve a process for registration and tracking of all evacuees during emergencies based upon the procedures in DODI 3001.02 and use of the ADPAAS. 		DA PAM 525-27 (12-3.h., pg 86)

		Subtask		10.3 - Evacuate to remote safe haven if necessary.		The evacuation planning process includes identifying the available transportation networks and the capabilities and limitations of each of these transportation methods.

		Subtask		10.4 - Ensure access to emergency communications while evacuated. 		Appropriate communications equipment identified (i.e., portable radio, cell phone, personal digital assistant (PDA), etc.); Backup power supplies available.

		Subtask		10.5 - After evacuation, contact the CAT, EOC or UCC and advise them of the location and situation.

		Task		11. Assist Reentry to Installation

		Subtask		11.1 - Develop reentry plan.		Return plan addresses any reunification issues; Return plan based on applicable scenarios in the Incident Action Plan. 		DA PAM 525-27 (12-1.n [2], pg 80)

		Subtask		11.2 - Implement reentry plan during the recovery phase. 		Return coordinated with supporting agencies; Checkpoints identified; Appropriate public safety measures taken; Prioritize return order.		DA PAM 525-27 (12-1.n [2], pg 80)

		Task		12. Close Safe Havens

		Subtask		12.1 - Transport safe haven population to residence or temporary/interim housing.		Coordinate transportation of shelter residents, including those with special needs. Within 12 hours, special-needs shelter residents are returned to their original home facility or an acceptable alternate facility. 

		Subtask		12.2 - Disseminate notification to close safe haven operations.		Issue notice to support agencies, public, media, vendors, etc. Within 48 hours, shelter closure notification is provided.

		Subtask		12.3 - Conduct closing inspection and walk-through of safe havens.		Inspect structure for damage.

		Subtask		12.4 - Provide re-entry information to the public over structured intervals, as defined by the installation curtailment plan.		The public has been educated on the safety of reentry; Guidance disseminated in languages, formats, and technologies as appropriate.

		Task		13. Demobilize Mass Care Operations 

		Subtask		13.1 - Demobilize mass care assets.		Salvage remaining items from mass care facilities; transport items to appropriate warehouses; transfer items to appropriate agencies.

		Subtask		13.2 - Provide staff debriefing.		Ensure staff receives mental health evaluation. 100% of staff is debriefed.

		Subtask		13.3 - Deactivate staff from operations. 		Issue notice to mass care personnel.

		Subtask		13.4 - Assist in the re-entry of people and pets into evacuated areas when appropriate and safe. 		Appropriate transportation is available for those returning; Special needs populations provided appropriate transportation assistance.

		Task		14. Other

				* Denotes a Critical Task





				References for Additional Information:

				·     AR 525-27, Army Emergency Management Program, June 15, 2018

				·     DA PAM 252-27, Army Emergency Management Program, September 20, 2012

				·     DoDD 3025.14, Evacuation of U.S. Citizens and Designated Aliens from Threatened Areas Abroad, 26 Feb 2013, (Incorporating Change 1, November 203, 2017)

				·     DoDI 6055.17, DOD Emergency Management Program, February 13, 2017 (C1, November 14, 2017)

				·     DoDI 3001.02, Personnel Accountability Procedures

				·     FEMA 453, Safe Rooms and Shelters - Protecting People Against Terrorist Attacks, May 06

				·     Shelter Field Guide, FEMA P-785

				·     The American Red Cross Fact Sheet on Shelter-in-Place, Feb 2003 (https://www.redcross.org/images/MEDIA_CustomProductCatalog/m4340182_shelterinplace.pdf)

				·     The American Red Cross Shelter Operations Management Toolkit, May 2008 (for Shelter Managers)

				·     The American Red Cross Shelter Operations Participants Workbook, ARC 3068-11 (for Shelter Workers)















21-Mass Search & Rescue Ops

		CAPABILITY

		21 - MASS SEARCH & RESCUE OPS

		  Deliver traditional and atypical search and rescue capabilities, including personnel, services, animals, and assets to survivors in need, with the goal of saving the greatest number of endangered lives in the shortest time possible.				Key Owner(s): FIRE, LE, RM, EOC, LRC, SJA

		CONDITION

		An all hazards event has occurred on the installation. The installation commander has established communications with tenant units and agencies, civilian authorities, and higher headquarters. EOC is operational and processing information in accordance with standard operating procedures. This task is performed 24/7 in various environmental conditions and under the limitations of resources available to the installation.

						STANDARD		REFERENCE		EVALUATOR COMMENTS

		Task		1. Activate Search and Rescue 

		Subtask		1.1 - Notify and utilize Mutual Aid Partners.		As established in MOAs/MOUs. The installation maintains no assets to conduct a "Deliberate Search."

		Subtask		1.2 - Receive search and rescue (SAR) alert/activation order. 		Receive approval of government official(s) to mobilize (e.g., sponsoring agency).

		Subtask		1.3 - Initiate mobilization procedure. 		Team notified; team logistics functions notified.

		Subtask		1.4 - Assemble personnel and equipment at designated location. 		Preliminary briefing of team on incident and SAR role/need; review of personnel status (health/medical) for deployment conducted (individuals go/no-go); review of equipment status (personnel and team) and supplies for deployment conducted. 

		Subtask		1.5 - Team self transports (personnel and equipment) to incident scene. 		Team advises sponsoring installation and sends an Estimated Time of Arrival (ETA); accountability of personnel and equipment maintained throughout transport. 

		Task		2. Direct SAR Tactical Operations 

		Subtask		2.1 - Determine need for deployment of additional SAR assets and Mutual Aid Partners.		Additional SAR assistance requested through the chain of command.

		Subtask		2.2 - Plan and coordinate urban SAR operations at incident site		Coordinate with Incident Command on search priorities; SAR team assignments established; direct SAR resources according to National Incident Management System (NIMS), Incident Command System (ICS), and consensus-level to technical rescue standards; Team Leader or designee participates in IC planning process.  

		Subtask		2.3 - Provide timely situational awareness and response information and establish and maintain chronological log of events in the field.		Team reporting requirements established; team action plan developed including situation and resource status and contingency plans; establish documentation library.

		Subtask		2.4 - Document and collect SAR operations information for use in after action review.		Assessment information, including Hazard and Structural obtained for SAR records; technical documentation (e.g., maps, blue prints, photographs, video) developed and/or obtained.

		Subtask		2.5 - Develop SAR team reassignment/demobilization plan.		Coordinate SAR reassignment/demobilization plan with IC; physical/mental condition of SAR personnel and/or condition of remaining SAR equipment cache considered for cycling of resources and/or demobilization; coordinate with other SAR functions to determine estimated time/money required for personnel and equipment rehabilitation.

		Task		3. Provide Material and Other Support 

		Subtask		3.1 - Establish Base of Operations. 		Logistics Chief or designee coordinated with logistical counterparts at assigned location; transportation, communications, portable shelters, feeding units, and sanitation facilities for use by SAR task force provided and maintained.  

		Subtask		3.2 - Maintain accountability of team equipment/supplies.		Equipment and supplies used; request for additional equipment/supplies fulfilled; equipment and supplies maintained and repaired.

		Subtask		3.3 - Participate in SAR planning process and operational briefings.		Unit logs and other documentation submitted as required; manager or designee participates in planning meetings, as appropriate.

		Subtask		3.4 - Provide medical care for SAR personnel, including the K-9 first responders.		Condition of personnel (and K-9) assessed on regular basis; medical care provided as needed. At least once per work cycle, monitor health of SAR personnel. 

		Task		4. Search

		Subtask		4.1 - Search for trapped victims using canine, physical, and technological search capabilities.		Entry and exit points stabilized and supported for SAR operations. Within 30 minutes of approved search plan, begin organized search of an area affected by a large-scale emergency.

		Subtask		4.2 - Identify and record potential/actual victim locations (alive and deceased).		Medical/extrication rescue level of effort estimated; additional equipment/supplies requested from logistics, as needed; additional personnel requested from planning, as needed.

		Subtask		4.3 - Maintain accountability for search personnel, equipment, and supplies.		System implemented to track location and condition of personnel equipment and supplies.

		Subtask		4.4 - Report progress of search efforts on a regular basis to SAR lead.		Unit logs and other documentation developed and submitted as required; provide input on revising or updating search plan or priorities, as appropriate. Every hour, or as established by SAR lead provide situational updates or receive new direction from SAR lead.

		Task		5. Extricate

		Subtask		5.1 - Coordinate extrication strategy with medical personnel.		Estimate of extrication conditions received from search operations; best route of ingress to victim location determined; equipment/supplies for extrication obtained from Logistics.

		Subtask		5.2 - Extricate trapped victims.		Area surrounding victim stabilized and supported; access to victim accomplished; assist with patient packaging for extrication and transport. 50-100% of viable victims extricated from heavy construction at the incident site. 100% of viable victims extricated from light construction at the incident site. Within 6 hours, SAR Teams gain physical access for rescue, in accordance with standard operating procedures (SOPs), to void spaces in heavy construction.  Within 1 hour, SAR Teams gain physical access for rescue, in accordance with SOPs, to void spaces in light construction.

		Subtask		5.3 - Maintain accountability of extrication personnel, equipment, and supplies.		System implemented to track location and condition of personnel, equipment, and supplies.

		Task		6. Provide Medical Treatment 

		Subtask		6.1 - Medically stabilize trapped victims according to Task Force Operations Manual and Medical Protocols.		Condition of victims assessed and appropriate care administered; patient condition reevaluated at frequent intervals.

		Subtask		6.2 - Ensure victims are medically stabilized according to Task Force Operations Manual and Medical Protocols throughout packaging and extrication.		Condition of victim assessed and appropriate care administered; patient condition reevaluated at frequent intervals, as extrication efforts provide increased patient access.

		Subtask		6.3 - Transfer victims to more definitive medical care.		Victims packaged for transport; appropriate forms completed for patient transfer.

		Subtask		6.4 - Maintain accountability of medical personnel, equipment, and supplies.		System implemented to track location and condition of personnel, equipment, and supplies

		Task		7. Demobilize/Redeploy SAR 

		Subtask		7.1 - Demobilize Base of Operations.		Sanitation precautions must be taken to return area to same (or better) conditions as upon approval; trash (especially medical waste) should be disposed of appropriately. 

		Subtask		7.2 - Arrange transportation for personnel and equipment.		Personnel returned to point of origin; equipment escorted to appropriate rehab facility.

		Subtask		7.3 - Debrief SAR capability personnel.		Issues and accomplishments of SAR mission documented; Incident Stress Management discussed; plan described for returning team to state of readiness.

		Task		8. Other



				* Denotes a Critical Task







				References for Additional Information:

				·         AR 525-28, Personnel Recovery, March 5, 2010

				·         DoDD 3003.01, DoD Support to Civil Search and Rescue (SAR), September 26, 2011 (C1, May 12, 2017)

				·         FM 3-50, Army Personnel Recovery, September 2, 2014

















22-On-Scene Security, Prot & LE

		CAPABILITY

		22 - ON-SCENE SECURITY, PROTECTION & LE

				Ensure a safe and secure environment through law enforcement and related security and protection operations for people and communities located within affected areas and also for response personnel engaged in lifesaving and life-sustaining operations.		Key Owner(s): LE, EOD, AT, EM, DES, DPTMS, Local Schools, DFMWR

		CONDITION

		An all hazards event has occurred on the installation. The installation commander has established communications with tenant units and agencies, civilian authorities, and higher headquarters. EOC is operational and processing information in accordance with standard operating procedures. This task is performed 24/7 in various environmental conditions. 

						STANDARD		REFERENCE		EVALUATOR COMMENTS

		Task		*1. Implement On-Site Incident Command

		Subtask		1.1 - First arriving unit establishes Incident Command.  		Establishment of command is immediate and communicated to responding units; command post is established and the location is communicated to responding units and Dispatch Center. 		DA PAM 525-27, Chapter 2

		Subtask		1.2 - First arriving unit provides initial situational report (SITREP).		Description of the incident; determine the need for specialized resources; initial actions being taken; number of injured recorded; nature and quantity of additional resources required. 		DA PAM 525-27, Chapter 2

		Subtask		1.3 - Expand/contract IC roles as appropriate for type and scale of incident		IAW Installation SOP and/or IAP.		DA PAM 525-27, Chapter 2

		Subtask		1.4 - Transfer command, as appropriate. 		Information is shared between oncoming and outgoing Incident Commander; command transfer is acknowledged and communicated.		DA PAM 525-27, Chapter 2

		Task		*2. Establish Full On-Site Incident Command

		Subtask		2.1 - Establish incident priorities.		IAW the Incident Action Plan (IAP).		DA PAM 525-27, Chapter 3

		Subtask		2.2 - Establish incident objectives.		IAW the Incident Action Plan (IAP).		DA PAM 525-27, Chapter 2

		Subtask		2.3 - Communicate incident priorities and objectives.		IAW the Incident Action Plan (IAP).		DA PAM 525-27, Chapter 2

		Subtask		2.4 - Build the command structure to manage the incident.  		Command staff: Incident Commander, Safety Officer, Liaison Officer, Public Information Officer (PIO); General staff: Operations, Planning, Logistics, Finance/Administration sections.		DA PAM 525-27, Chapter 4

		Subtask		2.5 - Establish an Incident Command Post (ICP), incident bases, camps, staging areas, helispot or helibase, and other facilities as required. 		All facilities should be located in a safe area but in the vicinity of incident scene; staging area is of sufficient size and has easy ingress/egress for oversize/overweight vehicles; IC is able to maintain communications with remote facilities; communicate locations to all responding and operating personnel.		FEMA ICS-100c; ICS-700b; local SOP

		Subtask		2.6 - As appropriate, transition from Incident Command (IC) to Unified Command (UC) for incidents involving multiple jurisdictions, a single jurisdiction with multi-agency involvement, or multiple jurisdictions with multi-agency involvement. 		UC should quickly designate an operations chief; includes all agencies with jurisdictional or functional responsibility; appropriate, decision-making personnel from each agency are present at the command post; objectives, strategies, plans, and priorities are jointly determined by all individuals who make up UC.		DA PAM 525-27, Chapter 3

		Subtask		2.7 - Establish and maintain communications with emergency operations center, dispatch center, and responding units. 		Verify availability of interoperable communications between all responding units; identify and confirm backup communications systems.		DA PAM 525-27, paragraph 3-2

		Subtask		2.8 - Establish communications and coordinate operations with emergency response specialty teams (e.g., SWAT, Bomb Squad/Explosives, HAZMAT, urban SAR, Crisis Response Forces).		IC coordinates with Specialty Team Leader to ensure adequate resources, scene safety, communications, etc.		DA PAM 525-27, paragraph 3-2

		Subtask		2.9 - Communicate incident response information per agency protocols.		  Timely, accurate and clear incident information passed to dispatched response teams and incident management facilities (e.g., ICP). Information is logged and disseminated to commo staff as appropriate.

		Subtask		2.10 - Evaluate, revise, and prioritize tactics to meet incident objectives. 		IAW installation plans and policies		Local SOP

		Task		3. Conduct Law Enforcement Operations 

		Subtask		3.1 - Ensure that responders have the appropriate equipment to perform assigned tasks.		Responders are provided with appropriate safety equipment; personal protective equipment (PPE) is used by responders if required; LE Responders have ample supplies of flexible handcuffs or other appropriate restrains for possible surge.		AR 525-27, paragraph 1-11, 1-21, 8-1

		Subtask		 3.2 - Establish Incident Command.		IAW local installation/PMO/DES SOP.		AR 525-27, paragraph 1

		Subtask		3.3 - Identify and establish an incident perimeter and zones.		Scene survey completed; access to incident command post, staging and other ICS facilities is controlled; sweep for secondary devices if necessary; an inner operational area perimeter is established; an outer operational area perimeter is established; integrity of the scene and any potential evidence found at the site is maintained. Demonstrate plans for Emergency proclamations, martial law, curfew declarations, and other legal issues.		AR 190-13, Chapter 6        (AR 385-10??)

		Subtask		3.4 - Identify security zone requirements.		Site security staff coordinate with IC/UC; Hot Zone location clearly identified if a HAZMAT/WMD incident; the number of personnel needed to secure and maintain zone(s) identified; other resources identified based on scene/incident; coordination initiated with other responding agencies; site is secured. 		AR 190-13, Chapter 6

		Subtask		3.5 - Installation has a SRT available.		If the command does not maintain an SRT, there must be an MOU with local law enforcement for support.		AR 525-13, paragraph 5-8

		Subtask		3.6 - LEOs and security personnel performing off–installation operations are thoroughly familiar with applicable agreements, constraints of the Posse Comitatus Act (18 USC 1385) in CONUS and United States, and/or host nation agreements in OCONUS areas.		Yes/No.		AR 525-27, paragraph 2-1

		Subtask		3.7 - Initiate documentation of the event. 		IAW local installation/PMO/DES SOP.		Unit SOP/SOG

		Subtask		3.8 - Conduct search, apprehension, hostage rescue or other intervention/interdiction operations according to policies, procedures, and use of force.		IAW local installation/PMO/DES SOP.		AR 525-13, paragraph D.

		Subtask		3.9 - Implement plans for personnel to assure continued service to citizens unaffected by incident.		IAW local installation/PMO/DES SOP.		Local SOP/SOG

		Subtask		3.10 - LE ensures evidence is properly gathered, processed, documented, maintained, transferred, and disposed of if necessary.		As per installation SOP.  See also Capability 22: On-scene Security, Protection & LE., Task 9., Subtask 9.3 - Document and Preserve Evidence.		AR 525-27, Chapter 3

		Subtask		3.11 - LE conducts field interviews of witnesses, victims and suspects.		IAW local installation/PMO/DES SOP.		AR 190--13

		Subtask		3.12 - Establish force protection capacity integrated within Incident Command System (ICS).		Force protection staff coordinating with specialized LE teams and other responding agencies/jurisdictions; personnel assigned to maintain force protection, potential threats/hazards identified to responding personnel; measures implemented to counter any potential threats/hazards.		AR 190--13, Chapter 1, 2, 6, 7

		Subtask		3.13 - Provide force protection for emergency response personnel to allow them to operate safely.		Personnel assigned to maintain force protection; incident site searched for the presence of explosive devices or other; immediate/secondary hazards; explosive devices are rendered safe and cleared from the incident site; human threat is neutralized or removed from the incident site; access of others to the immediate incident scene restricted.		AR 385-10, paragraph 1-4

		Subtask		3.14 - Implement and maintain an on-scene personnel identity management system. 		Check-in point established for all responding personnel; accountability ensured for all units and personnel on the scene; official identification is properly displayed or worn by all response personnel entering/exiting the incident site; all personnel entering and exiting incident site are documented.		AR 190-13, paragraph 5

		Subtask		3.15 - Provide and plan for access to the site for skilled support personnel.		Site security staff coordinating with specialized LE teams; controlled entry points identified and established; accessible and safe routes of ingress and egress provided; credential checks conducted of all personnel entering/exiting the incident scene.		AR 190-13, Chapter 5

		Subtask		3.16 - Control traffic and crowds. 		Personnel mobilized and deployed for traffic and crowd control; the placement of barricades and traffic control devices directed; evacuations conducted if required.		AR 190-13, Chapter 8-10

		Task		4. Activate Public Safety and Security Response 

		Subtask		4.1 - Integrate into Incident Command/Unified Command (IC/UC). 		Develop Incident action plan (IAP) in coordination with IC/UC; follow-on units receive assignments per IC/UC; additional resources identified and communicated to IC/UC.		AR 525-27, para 2-12

		Subtask		4.2 - Evaluate, revise, and prioritize tactics to meet incident objectives.		IAW Installation Plans, Policies, and Procedures, if applicable.		AR 525-27, Chap 2

		Subtask		4.3 - Identify and secure critical sites, including hospitals, shelters, points of distribution (PODs), etc. 		Coordination with Logistics; security personnel provided and assigned to identified critical sites; secure perimeter established; people and possessions searched and screened when entering a critical site.		AR 190-13, para 2-7

		Subtask		4.4 - Plan and provide protection and security for unoccupied/evacuated properties within and around the incident site. 		Unoccupied/evacuated properties in need of protection identified; appropriate security personnel provided and assigned to secure the properties; relief personnel identified and secured for prolonged protection operations; appropriate private security resources that can be marshaled into service are identified and secured.		AR 190-3, Chap 2

		Subtask		4.5 - If necessary, alert QRF/ASF (Area Security Force) to respond to unexpected occurrences.		Group supervisor is identified and assigned; team members are identified and assigned; initial briefing from command post explaining responsibilities, if needed; rapid intervention group is fully supplied and equipped.		AR 190-3, para 10-3

		Subtask		4.6 - Implement plans for emergency proclamations, martial law, curfew declarations, and other legal issues.		Pre-written arrest, evacuation, standard operating procedures (SOPs), mutual aid agreements (MAAs); availability of legal advisor determined. 		Local SOP/SOG

		Task		5. Command and Control Public Safety and Security Response Operations 

		Subtask		5.1 - Identify personnel needed to maintain security support and response. 		Coordination with all responding LE agencies; resources identified based on specific needs; personnel identified and contacted in a timely manner.		AR 190-13, Chapter 3

		Subtask		5.2 - Upon deployment, specialized LE-Fire teams report findings to IC/UC.		Tactical hazards are prioritized; tactical hazards are reported back to the IC/UC.		AR 385-10, para 19

		Subtask		5.3 - Deploy appropriate personnel as necessary. 		Personnel receive initial briefing prior to deployment; personnel provided with appropriate equipment to perform assigned task(s); personnel receive situation report (SITREP) from personnel they are relieving.		AR 525-27, Chapter 1

		Subtask		5.4 - Coordinate with IC/UC. 		Liaison Officer identified and assigned to IC/UC Post; need for a mutual aid response identified/State and Federal incident designation; procedures established to communicate rapidly with personnel in controlled areas; communication requests for additional resources are coordinated.		AR 525-27, Chapter 3 and Local SOP

		Subtask		5.5 - Determine if jurisdictional exchange with another federal agency (i.e., FBI, BATF) must occur. 		IAW local installation/PMO/DES SOP and capabilities		AR 525-27, para 1-15; 1-19

		Task		6. Respond to an Active Shooter (LE Actions)* (191-376-5131)

		Subtask		6.1 - Perform initial response actions and en route tasks.		IAW local installation/PMO/DES SOP.		NFPA 3000

		Subtask		6.2 - Perform on-scene actions when you arrive.		IAW local installation/PMO/DES SOP.		IS-907: Active Shooter: What You Can Do

		Subtask		6.3 - Move to entry point.		IAW local installation/PMO/DES SOP.		IS-907: Active Shooter: What You Can Do

		Subtask		6.4 - Employ movement and clearing techniques as situation dictates.		IAW local installation/PMO/DES SOP.		IS-907: Active Shooter: What You Can Do

		Subtask		6.5 - If applicable, support rescue taskforce to remove injured personnel and emergency responders.		IAW local installation/PMO/DES SOP.		IS-907: Active Shooter: What You Can Do

		Task		7. Direct Explosive Device Response Operations (EDRO) 

		Subtask		7.1 - Establish on-site command, control, communications and intelligence (C3I) operations for EDRO.		Direction and control established; determine need for bomb squad personnel; communications equipment and procedures established; real time operational and tactical information flow supports threat resolution, and data storage; radio frequency exclusion area is established; ensure other agencies and intelligence networks are notified. Within 15 minutes, bomb squad is contacted, following location of suspicious device. On-site command and control communications (C3) is established 15 minutes from time of recognition of the threat by on-scene first responders.		DA 525-27, Chapter 1, pg 6; Chapter 8, pg 13, paragraph 1-21

		Subtask		7.2 - Coordinate with IC to establish a perimeter (hot, warm, cold zones) commensurate with hazard magnitude.		Determine perimeter, standoff distance(s), and downwind hazard areas; employ K9 and other similar resources to search for hazardous devices within the various perimeters that will be occupied by response, investigative, command and support personnel; consider the need for force protection to be deployed at the scene (counter sniper teams, over-watch, etc.)		CFR 1910.120

		Subtask		7.3 - Communicate with appropriate response unit and develop a plan of action.		Consider safety precautions; consider equipment and PPE needs; consider need for additional teams and activation of MOUs / mutual aid agreements (MAAs); consider containment, disabling, disruption tools and techniques, packaging, transport, etc; ensure EMS, Fire Department, or Hazardous Materials Response Team onsite with proper PPE.		Local SOP

		Subtask		7.4 - Utilize canine, physical, and technical search techniques to secure inner perimeter.		Search command post area; searches should not be conducted down range.		AR 190-13, Chapter 10

		Task		8. Activate Explosive Device Response Operations (EDRO) 

		Subtask		8.1 - Activate EOD.		Rosters have correct contact information; communication process and equipment work effectively. Within 1 hour, determine resources and personnel needed to complete the mission.		AR 525-27, Paragraph 6-2

		Subtask		8.2 - Assemble properly equipped EOD detachment at designated location.		Team members and equipment arrive in timely manner at assembly area; conduct situation briefing; appropriate PPE available for each team member; priority routine/escort provided to ICP. Within 30 minutes from notification of activation bomb squad is dispatched toward scene. Within 1 hour after being en route to the scene, bomb squad is assembled.		AR 525-27, Chapter 6

		Task		9. Search and Assess Site 

		Subtask		9.1 - Interview on-scene commander and any witnesses with direct observation of the device.		Team Leader coordinates with IC, DES, and EOC as appropriate; Team Leader receives and provides team situation updates.		AR 525-27, Chapter 3,4

		Subtask		9.2 - Conduct an initial reconnaissance of the area.		Safe approach determined (retreat, robotics, information collection); Initial Protective Action Recommendation (PAR) made; threat and safety precautions are determined. Within 15 minutes of initial bomb technician arrives on scene, verifies adequacy of initial cordon.		AR 525-27, Chapter 3,4

		Subtask		9.3 - Conduct IED threat analysis.		Perform diagnostics and analysis of device and threat; coordinate with IC, LE, and EOC as appropriate; applicable maps, matrices, area infrastructure, etc. are reviewed; if potential CBRN is detected, notify FBI Special Agent Bomb Technician (SABT).		AR 525-27, Chapter 3,4

		Subtask		9.4 - Based on reconnaissance and initial assessments, determine appropriate operational procedures.		Information communicated to IC, LE, and the EOC. Within 1 hour, provide briefing to Incident Command on selected render safe activity.		AR 525-27, Chapter 3,4

		Subtask		9.5 - Implement emergency assessment procedures.		Bomb squad assets (e.g., robots) coordinated and deployed as appropriate; appropriate diagnostic sensor (x-ray, CBRNE detectors, etc.) determined; perimeter personnel provided appropriate PPE based on potential hazard; coordinate with IC for other needed response entities (medical, fire, etc.).		AR 525-27, Chapter 3,4

		Task		10. Render Safe Onsite 

		Subtask		10.1 - Conduct IED on-site response for primary and secondary devices. 		Safety precautions followed; communication established between the incident commander and the bomb squad team leader; and between the bomb squad team leader and bomb squad technician; gross decontamination established (if CBRN is suspected); HazMat support available, if necessary; isolate device(s) from remote detonation commands if necessary.		AR 525-27, Chapter 3,4

		Subtask		10.2 - Render explosive device safe.		Conduct RSP operations within the on-site plan; continually re-evaluate the plan, based on new information developed in the course of conducting RSP; conduct separate/analyze/disassemble operations; secure any unexploded materials; in CBRN incidents, contact FBI who will ensure compliance with RAP, FRERP, and the National Response Plan for radiological IEDs; compliance procedures/guidelines reviewed with Resource Conservation and Recovery Act (RCRA), 42 U.S.C. 6901-6922(k) as necessary. Explosive hazard has been eliminated or mitigated and device components separated		AR 525-27, Chapter 3,4

		Subtask		10.3 - Initiate contact with and advise CID/FBI/ATF as necessary. 		Chain of custody maintained; site transferred to HazMat/crime scene investigative/forensic team.		AR 525-27, Chapter 3,4

		Subtask		10.4 - If off-site render safe operations are determined to be necessary, then appropriate off-site location is identified and device is properly prepared for transport to secondary location.				AR 525-27, Chapter 3,4

		Task		11. Conduct Recovery, Removal, and Transport Operations 

		Subtask		11.1 - Conduct on-site processing of device and/or components for transport.		Components recovered and documented in coordination with crime scene investigation team; storage, compatibility, and transportation regulations observed. Within 30 minutes, prepare device for transport to a safe and secure site for treatment and/or disposal.		AR 525-27, Chapter 3

		Subtask		11.2 - Transport and escort components to a secure site.		Device properly packaged for transport; gas tight containment vessel used, if necessary.		AR 525-27, Chapter 3

		Subtask		11.3 - Document and preserve evidence.		Coordinate with HazMat/LE/forensics team, etc on debris dispersal after RSP operations; chain of custody maintained; information and data preserved from data capture systems.		AR 525-27, Chapter 3

		Subtask		11.4 - Coordinate for crime scene cleanup.		Units SOPs or Emergency Action Plans (EAPs)		AR 525-27, Chapter 3

		Task		12. Demobilized EDRO Operations 

		Subtask		12.1 - Conduct 100% accountability of personnel and equipment.		Rosters have been checked for 100% accountability of team members; proper packing of equipment (i.e. PPE, Robotics, gas containment, etc.).		AR 525-27 and Local SOP

		Subtask		12.2 - Coordinate with IC and EOC to redeploy bomb squad team.		Direction and control established with IC, EOC, and headquarters, if required; communications equipment check prior to departing site.		AR 525-27 and Local SOP

		Subtask		12.3 - Conduct debriefing for bomb squad team personnel.		After-action report/review documented; lessons learned and critical operational information/intelligence shared, as appropriate; personnel returned to readiness state and prepared for follow-on operations. 100% of bomb squad personnel debriefed after incident. 		AR 525-27 and Local SOP

		Task		13. Demobilize Public Safety and Security Response Operations 

		Subtask		13.1 - Participate in incident debriefing.		Issues and accomplishments of mission documented; plan described to personnel to return to prior readiness state; General Incident Stress Management (GISM) strategies discussed; LE Security Response personnel debriefed.		AR 525-27, Chapter 4

		Subtask		13.2 - Identify staff needs dependent upon their level of involvement and/or hours committed to the incident.		Critical Incident Stress Management (CISM) services provided to those responders identified in the debriefings, or subsequent to the debriefings; additional time-off identified for responders and their families in the event that they are directly affected by the incident.		AR 525-27, Chapter 4

		Subtask		13.3 - Reconstitute personnel and equipment.		Meeting point(s) identified to conduct final personnel accountability procedures; equipment is retrieved; equipment is inventoried and losses are documented.  Restore LE personnel to normal or original operations.		AR 525-27, Chapter 4

		Task		14. Other

				* Denotes a Critical Task

				  * These actions are Law Enforcement Sensitive



				References for Additional Information:

				·         AR 190-5, Motor Vehicle Traffic Supervision, May 22, 2006

				·         AR 190-13, The Army Physical Security Program, February 25, 2011

				·         AR 190-45, Law Enforcement Reporting, September 27, 2016

				·         AR 190-47, The Army Corrections System, June 15, 2006

				·         AR 385-10, The Army Safety Program, February 24, 2017

				·         AR 525-13, Antiterrorism, February 17, 2017

				·         AR 525-27, Army Emergency Management Program, June 15, 2018

				·         AR 600-20, Army Command Policy, November 6, 2014

				·         ATP 3-11.37, Multi-Service Tactics, Techniques, and Procedures for Chemical, Biological, Radiological, and Nuclear Reconnaissance and Surveillance (incl C1), March 25, 2013

				·         DoDI 6055.17, DOD Emergency Management Program, February 13, 2017 (C1, November 14, 2017)

				·         DHS Guide 100–06, 3rd ed., Guide for the Selection of Chemical Detection Equipment for Emergency First Responders, January 2007

				·         DHS Guide 105-07, Guide for the Selection of Explosives Detection and Blast Mitigation Equipment for Emergency First Responders, February 2008 

				·         DoDI 2000.18, DoD Installation Chemical, Biological, Radiological, Nuclear and High-Yield Explosive Emergency Response Guidelines, December 2002

				·         FM 4-30, Ordnance Operations, April 1, 2014

				·         FM 6-0, Commander and Staff Organization and Operations (w/ encls 1 and 2), 5 May 2014 

				·         NFPA 3000 (Five Active Shooter)









23-Operational Communications

		CAPABILITY

		23 - OPERATIONAL COMMUNICATIONS

		Ensure the capacity for timely communications in support of security, situational awareness, and operations by any and all means available, among and between affected communities in the impact area and all response forces.				Key Owner(s): LE, EOC, NEC

		CONDITION

		An all hazards event has occurred on the installation. The installation commander has established communications with tenant units and agencies, civilian authorities, and higher headquarters. EOC is operational and processing information in accordance with standard operating procedures. This task is performed 24/7 in various environmental conditions. 

						STANDARD		REFERENCE		EVALUATOR COMMENTS

		Task		1. Alert and Dispatch 

		Subtask		1.1 - Conduct 911 and Dispatch Operations.		As per local SOP

		Subtask		1.2 - Implement interoperable communications with applicable local, state, and federal officials		  Staff is informed of requirements. Interoperable communications equipment, channels and protocols are activated.

		Subtask		1.3 - Communicate incident response information per agency protocols.		  Timely, accurate and clear incident information passed to dispatched response teams. Information is logged and disseminated to commo staff as appropriate.

		Subtask		1.4 - Use established common response communication language (i.e., plain English) to ensure information dissemination is timely, clear, acknowledged, and understood by all receivers.		  First responders acknowledge receipt and understand radio communications information.

		Subtask		1.5 - Initiate documentation process of required forms and follow-up notations.		As per local SOP

		Subtask		1.6 - Ensure that all critical communication networks are functioning and monitored.		Communications are redundant, functioning and monitored at all times.

		Subtask		1.7 - Implement procedures to protect information facility.		  Facility is physically secure. Commo equipment is monitored and protected from malicious attacks, including cyber attacks.

		Subtask		1.8 - Implement procedures to protect communications systems.		  Communications systems are secure. Commo equipment is monitored and protected from malicious attacks, including cyber attacks.

		Task		2. Provide Emergency Operations Center Communications Support 

		Subtask		2.1 - Implement interoperable communications with local, state, federal officials, and host nation if applicable.		  Interoperable communications equipment, channels and protocols are activated.

		Subtask		2.2 - Inform staff and management of interoperable communications requirements.		Yes/No

		Subtask		2.3 - EOC establishes redundant communications with the Incident Command Post (ICP), support organizations, on base schools, local jurisdictions and higher headquarters.		Per EOC and DES SOPs.

		Subtask		2.4 - Use established common response communications language (i.e. plain English) to ensure information dissemination is timely, clear, acknowledged, and understood by all receivers.		  Dissemination is timely, clear, acknowledged, and understood by all receivers.

		Subtask		2.5 - Coordinate incident site communications to be consistent with the NIMS framework.		As per local SOP

		Subtask		2.6 - Report and document the incident by completing and submitting required forms, reports, documentation, and follow-up notations.		  Create logs of actions and messages sent and received. Forms, logs and reports are created in accordance with local requirements.

		Subtask		2.7 - Verify that all critical communication networks are functioning and monitored.		  Communication networks are continually checked for quality, degradation or failure. Communications are redundant, functioning and monitored at all times.

		Subtask		2.8 - Establish and maintain response communications systems on-site.		  Interoperable communications equipment is available to responders. Communications systems operators and technical personnel are available.

		Subtask		2.9 - Implement information systems protection procedures.		  Communications equipment is monitored and protected from malicious attacks, including cyber attacks. An equipment accountability system is established.

		Subtask		2.10 - Establish and ensure connectivity to EOC/MACC or higher headquarters. 		As per local SOP

		Subtask		2.11 - RNEC supports Land Mobile Radio (LMR) programming and repair.		RNEC provided 24/7 support during event.

		Subtask		2.12 - Coordinate telecommunications and information technology support to Federal, State, regional, tribal, local officials and non-governmental entities as necessary.		Yes/No

		Task		3. Return to Normal Operations 

		Subtask		3.1 - Develop communications section of the demobilization plan.		Communications demobilization plan specifically addresses times, frequencies, and agencies.  

		Subtask		3.2 - Initiate and monitor communications demobilization procedures.		Interoperable communications channels and equipment are successfully demobilized. Interoperable equipment returned.  Account for communications resources and return to normal operations.

		Subtask		3.3 - Report and document the incident by completing and submitting required forms, reports, documentation, and follow-up notations.		  Create logs of actions and messages sent and received. Forms, logs and reports are created in accordance with local requirements.

		Task		4. Other



				* Denotes a Critical Task



				References for Additional Information:

				·     AR 25-1, Army Information Technology, June 25, 2013

				·     AR 500-3, Continuity of Operations (COOP), April 12, 2006

				·     AR 525-13, Antiterrorism, February 17, 2017

				·     AR 525-27, Army Emergency Management Program, June 15, 2018

				·     AR 530-1, Operations Security, September 26, 2014

				·     DoDI 6055.17, DOD Emergency Management Program, February 13, 2017 (C1, November 14, 2017)





24-Public Health & Med Services

		CAPABILITY

		24 - PUBLIC HEALTH & MEDICAL SERVICES

		Provide lifesaving medical treatment via Emergency Medical Services and related operations and avoid additional disease and injury by providing targeted public health, medical, and behavioral health support, and products to all affected populations.

		CONDITION				Key Owner(s): MED, FIRE

		An all hazards event has occurred on the installation. The installation commander has established communications with tenant units and agencies, civilian authorities, and higher headquarters. EOC is operational and processing information in accordance with standard operating procedures. This task is performed 24/7 in various environmental conditions. 

						STANDARD		REFERENCE		EVALUATOR COMMENTS

		Task		1. Direct Triage and Pre-Hospital Treatment Tactical Operations (MTF)

		Subtask		1.1 - Establish Medical Branch/Group Officer.		Establish coordination with on-scene medical personnel; provide input to and follow the Incident Action Plan (IAP); brief key subordinates on IAP and Emergency Support Function (ESF) coordination processes; identify on-scene medical care problems and needs; address number of ill/injured patients in IAP; assign roles and responsibilities to EMS responders; ensure that safety and hazard awareness practices are followed.

		Subtask		1.2 - Coordinate with on-scene Incident Command.		Obtain briefing from Incident Command (IC) or appropriate authority; report limiting medical care, personnel, and/or equipment factors to IC; maintain ongoing coordination with IC for medical personnel and equipment needs.

		Subtask		1.3 - Ensure effective, reliable interoperable communications between providers, medical command, public health and health care facilities.		Identify operational radio channels; establish contact with other ESF liaisons as necessary; ensure that on-scene communication procedures are established; ensure that on-scene equipment checks are completed.

		Subtask		1.4 - Assess need for additional medical resources/mutual aid.		Coordinate with IC on projected needs; coordinate with EMS responders on status and capacity; identify mutual aid (local jurisdictional and EMAC) capacity and availability; continually re-assess on-scene medical needs.

		Subtask		1.5 - Initiate recall and/or mutual aid to staff spare ambulances and provide immediate surge capability.		Identify personnel to recall; execute recall procedures; identify spare transport units; request mutual aid from jurisdictional and/or EMAC sources, if needed; coordinate with the logistics cell (or equivalent entity).

		Subtask		1.6 - Implement and maintain accountability procedures for EMS personnel, equipment, and supplies.		Establish check-in procedure(s) for responding units and personnel; ensure that all medical responders use PPE as appropriate for on-scene hazards; coordinate with Law Enforcement (LE)/Hazardous Materials (HAZMAT)/ Firefighting Operations; complete documentation IAW command procedures.

		Subtask		1.7 - Provide medical support and safety considerations.		Coordinate with IC; identify medical supply, resource, and equipment needs; coordinate with logistics cell (or equivalent entity) to procure needed supplies; identify on-scene medical refreshment and food needs for rescuers.

		Subtask		1.8 - Organize and distribute medical resources.		Assess availability of on-scene unit-level medical equipment; collect non-committed essential medical supplies and equipment; establish medical supply and equipment resource area(s); develop a medical equipment inventory list(s); complete appropriate documentation.

		Task		2. Activate Triage and Pre-Hospital Treatment (MTF)

		Subtask		2.1 - Dispatch and support medical care personnel.		Coordination between incident call taker(s) and dispatcher(s); alert initial resources; coordinate communication requests for additional resources; convey hazard information to on-scene medical responders; complete communication equipment checks. EMS responders dispatched within 1 minute.

		Subtask		2.2 - Complete scene survey.		Survey incident scene; complete appropriate circle check of immediate scene; identify and coordinate mitigation of on-scene hazards.

		Subtask		2.3 - Establish scene safety, based on the type and severity of the incident.		Coordinate with the on-scene Safety Officer; implement safety precautions; identify potential security needs and report them to IC or law enforcement (LE) representatives; coordinate with LE representatives.

		Subtask		2.4 - Establish triage, treatment and transport areas.		Identify location(s) of each area of responsibility; identify and coordinate resource and personnel needs with IC and/or ESF liaison; identify and communicate safety concerns to IC and/or ESF liaison; identify and communicate the location of areas that are not accessible to IC and/or ESF liaison.

		Task		3. Triage (MTF)

		Subtask		3.1 - Conduct initial and on-going pre-hospital triage in accordance with a jurisdiction’s existing plans and procedures and prescribed triage methodology (e.g., Simple Triage and Rapid Treatment (START) Triage).		Coordinate with Medical Branch/Group Command/Tactical Operations; assess triage needs and report to Tactical Operations; follow the strategy developed by Tactical Operations; assign triage teams to assess patients; address life-threatening issues; document the priority of patient(s). In absence of policy, triage initiated within 30 minutes.		DA PAM 525-27 (18-12.b.2, pg. 175)

		Subtask		3.2 - Initiate a patient tracking system.		Use triage tags; document status and location of patients; request additional triage tags as needed; communicate patient tracking information to Medical Branch/Group Command.  In absence of policy, patient tracking initiated within 30 minutes.

		Subtask		3.3 - Move patients to safe, secure, and easily accessible treatment area(s).		Coordinate with Medical Branch/Group Command/Tactical Operations; coordinate with Treatment Area(s); consider patient priority in sequencing patient movement; safely move patients.

		Task		4. Provide Treatment (MTF)

		Subtask		4.1 - Establish Immediate, Minor, and Delayed Treatment areas.		Coordinate with Medical Branch/Group Command/Tactical Operations; clearly mark and identify each treatment area; assign treatment teams by area; teams report number of ill/injured patients by area.

		Subtask		4.2 - Provide treatment appropriate to the nature of incident and number of injured/ill.		Re-assess patients; treat patients based upon the medical priority or their signs and symptoms; follow established protocols; document patient treatment on triage tags; request additional medical supplies and equipment as needed; coordinate on-line medical control.  In absence of policy, patients receive initial treatment within 30 minutes.

		Subtask		4.3 - Provide ongoing pain management therapy as needed to victims awaiting transport.		Coordinate with Medical Control; follow established medical protocols; comfort and re-assure patient(s); re-assess patient(s); document provided therapy.

		Subtask		4.4 - Ensure documentation of patient care and transfer, in accordance with mass casualty protocols.		Identify and document nature of illness/injury; identify and document priority of the patient; obtain and document an accurate patient history.

		Task		5. Transport (MTF)

		Subtask		5.1 - Identify transport vehicles, victims, and priority of transport.		Coordinate with Medical Branch/Group Command/Tactical Operations; coordinate with Triage and Treatment areas; coordinate with Emergency Dispatch; assess transportation requirements and needs; maintain an inventory of available on-scene transport units. In absence of policy, transport patients in vehicles appropriate to each patient's conditions within 2 hours.

		Subtask		5.2 - Provide for alternative modes of transport should air or other operations be necessary (e.g., helicopters along with a corresponding landing zone).		Coordinate with Medical Branch/Group Command/Tactical Operations; arrange patient transport to helicopter LZ, if needed; identify and request alternative transport units as needed (e.g., all-terrain vehicles (ATVs), brush trucks, boats, Coast Guard units, etc.).

		Subtask		5.3 - Coordinate and transport patients to the appropriate treatment facility.		Coordinate with receiving hospitals; identify hospital capabilities; access and use safe and clear transport unit routes for egress and ingress; assign ambulance transport designations; load patient(s); track and document patient(s) transport.

		Subtask		5.4 - Provide ongoing assessment and treatment en route.		Follow established medical protocols; update receiving hospital on patient's status as necessary; document ongoing treatment.

		Subtask		5.5 - Transfer care of the patient to the medical staff at the facility.		Safely unload patient(s); provide the medical staff with a face-to-face report on the patient's status, history, and treatment; provide a written copy of medical report to medical staff as appropriate.

		Task		6. Direct Epidemiological Surveillance and Investigation Operations (PHEO/APHEO)

		Subtask		6.1 - Identify applicable laws, policies, and implementation procedures for public health reporting and notification.				DA PAM 525-27 (18-13.c.2, pg. 177)

		Subtask		6.2 - Maintain public health communication channels supported by information systems that comply with the PHIN functional requirements for Partner Communications and Alerting. 

		Subtask		6.3 - Provide Public Health information to emergency public information for release.

		Subtask		6.4 - Coordinate resources needed to respond to public health concern.

		Subtask		6.5 - Lead public health investigations to determine source of disease in collaboration with law enforcement.

		Subtask		6.6 - Identify all stakeholders and agency representatives or liaisons for public health response.  Identify all stakeholders and agency representatives or liaisons for public health response.

		Subtask		6.7 - Report instances of disease that raise the index of suspicion of terrorist or criminal involvement to FBI Headquarters (National Response Plan).

		Subtask		6.8 - Make public health recommendations for prophylaxis and other interventions.

		Subtask		6.9 - Coordinate examination of deceased suspect patients with the medical examiner and/or coroner.

		Task		7. Direct Isolation and Quarantine Tactical Operations

		Subtask		7.1 - Identify decision-makers to oversee isolation and quarantine conduct.

		Subtask		7.2 - Develop disease-specific isolation and quarantine plan.

		Subtask		7.3 - Identify applicable isolation and quarantine laws, policies, and implementation procedures.

		Subtask		7.4 - Provide isolation and quarantine information to emergency public information for release.

		Subtask		7.5 - Coordinate with public information agencies to disseminate health and safety information to the 
public.

		Subtask		7.6 - Coordinate public information releases about those people who have been isolated or quarantined.

		Subtask		7.7 - Coordinate with public information agencies regarding notification of quarantine or isolation to ensure compliance of the general public (e.g., doors are locked and may be opened only by public health official or designated persons).

		Subtask		7.8 - Promote the public acceptance of isolation and quarantine as necessary control measures.

		Subtask		7.9 - Coordinate with public information agencies to provide timely dissemination of health and safety information to the public regarding risk and protective actions.

		Subtask		7.10 - Coordinate with Law Enforcement to monitor and enforce restrictions, if necessary.

		Subtask		7.11 - Ensure appropriate judicial review of isolation and quarantine orders.

		Subtask		7.12 - Coordinate with public health and medical services to ensure appropriate care for those individuals who have been isolated or quarantined.

		Subtask		7.13 - Ensure critical medical care for any ill individuals (related to the epidemic or not).

		Subtask		7.14 - Coordinate comprehensive stress management strategies, programs, and crisis response teams for
isolation and quarantine operations.

		Subtask		7.15 - Assist public health in disease control, quarantine, containment, and eradication.

		Subtask		7.16 - Coordinate with Mass Care to provide water, food, and bulk supplies to isolated and quarantined individuals.

		Subtask		7.17 - Ensure that adequate food, water, and medication are provided to quarantined or isolated persons (through public health officials; oversight by case manager) (Note: Not only public health officials, all appropriate sectors are involved in this).

		Subtask		7.18 - Coordinate with Public Works for retrieval and disposal of contaminated articles from homes or other locations where individuals are isolated or quarantined.

		Subtask		7.19 - Coordinate with the agriculture community regarding potential animal influence on need for isolation/quarantine.

		Subtask		7.20 - Report health status data on isolated and quarantined populations.

		Subtask		7.21 - Monitor for fever or evidence of infection (quarantine) or progression of illness requiring hospitalization (isolation) by epidemic agent.

		Subtask		7.22 - Identify and respond to adverse events (epidemic treatment or prophylaxis).

		Subtask		7.23 - Maintain communication channels (Centers for Disease Control (CDC) Coordinating Office for LRN).

		Subtask		7.24 - Have or have access to information systems to support monitoring adherence to isolation and quarantine measures that comply with the PHIN functional requirements for Countermeasure and Response Administration.

		Task		8. Activate Isolation and Quarantine (PHEO/APHEO)

		Subtask		8.1 - Identify community sites suitable for quarantine.

		Subtask		8.2 - Issue isolation and quarantine order or an agreement for voluntary isolation.

		Subtask		8.3 - Issue an order that closes public venues based on the recommendation of an epidemiologist.

		Subtask		8.4 - Disseminate guidelines for isolation and quarantine restrictions.

		Subtask		8.5 - Disseminate protocols for isolation and care giver treatment of isolated individuals.

		Subtask		8.6 - Stand up isolation and quarantine units.		Within 24 hours from notification of need to implement isolation and quarantine.

		Subtask		8.7 - Ensure mental health care and access to religious practices.

		Subtask		8.8 - Ensure access to communication with family and friends to reduce unnecessary stress.

		Subtask		8.9 - Provide PPE and culturally and linguistically appropriate instruction on its use for household.

		Task		9. Implement Voluntary Isolation and Quarantine (PHEO/APHEO)

		Subtask		9.1 - Acquire identification information of affected individuals under voluntary isolation and quarantine.

		Subtask		9.2 - Provide medical and supportive care guidance to community under voluntary isolation and quarantine.

		Subtask		9.3 - Provide infection control education materials to community under voluntary isolation and quarantine and hospitals.

		Subtask		9.4 - Monitor health status of voluntarily isolated and quarantined individuals and caregivers in the community and hospitals.

		Subtask		9.5 - Arrange for transportation to designated healthcare facilities of critically ill individuals under voluntary isolation and quarantine.

		Subtask		9.6 - Monitor compliance in whatever way is necessary (e.g., direct communication with the person under order via land line).

		Task		10. Implement Mandatory Isolation and Quarantine (PHEO/APHEO)

		Subtask		10.1 - Acquire identification information of affected individuals under mandatory isolation and quarantine.

		Subtask		10.2 - Provide medical and supportive care guidance to affected population under mandatory isolation and quarantine.

		Subtask		10.3 - Monitor compliance with infection control and mandatory restrictions of movement.

		Subtask		10.4 - Monitor health status of individuals and caregivers under mandatory isolation and quarantine and hospital staff.

		Subtask		10.5 - Arrange for transportation to designated healthcare facilities of critically ill individuals under mandatory isolation and quarantine.

		Task		11. Support Public Health Epidemiological Investigations (PHEO/APHEO)

		Subtask		11.1 - Work in close partnership with public health epidemiology and environmental health, and poison control to provide timely data to assure implementation of effective prevention, detection, and control measures, including treatment.

		Subtask		11.2 - Collaborate with law enforcement and perform testing of evidentiary samples (link to law enforcement).

		Subtask		11.3 - Test additional clinical specimens by CDC or another qualified select Laboratory Response Network (LRN) Reference lab for retrospective assessment of chemical exposure following an event.

		Subtask		11.4 - Coordinate testing of environmental samples for assessment and remediation.

		Subtask		11.5 - Isolate emerging infectious or biological threat agents tested by CDC and qualified select Laboratory Response Network (LRN) reference laboratories using Clinical Laboratory Improvement Act (CLIA) approved methods to determine the agent's susceptibility to antimicrobial drugs used for prevention and control.

		Subtask		11.6 - Use Clinical Laboratory Improvement Act (CLIA) approved methods for antimicrobial susceptibility testing.

		Subtask		11.7 - Determine whether an emerging infectious disease agent or a biological threat agent consists of single or multiple strains

		Task		12. Report Results (PHEO/APHEO)

		Subtask		12.1 - Report surveillance results suggestive of an outbreak immediately to public health epidemiology.

		Subtask		12.2 - Report results of CDC chemical or biological testing to submitting LRN Reference and Chemical laboratories through the secure LRN website.

		Subtask		12.3 - Report confirmed laboratory results to all submitters in a timely manner using PHIN-compliant Laboratory Information Management Systems (LIMS).

		Subtask		12.4 - Contact the nearest LRN Reference laboratory when unable to identify or rule-out emerging infectious agents or possible bioterrorism agents.

		Subtask		12.5 - Notify appropriate public health, public safety, and law enforcement officials immediately (24/7) of presumptive and confirmed laboratory results of a chemical and biological threat agent.

		Task		13. Direct Mass Prophylaxis Operations (MTF)

		Subtask		13.1 - Coordinate dispensing/administration of mass prophylaxis.

		Subtask		13.2 - Coordinate public information releases regarding location of Points of Dispensing (PODs).

		Subtask		13.3 - Coordinate with the Medical Supply and Distribution Capability to ensure that medical stockpile warehouses can re-supply PODs as needed.

		Subtask		13.4 - Coordinate with public information agencies to disseminate health and safety information to the public.

		Subtask		13.5 - Coordinate mass prophylaxis to functional and medical support sheltering locations for special needs populations.

		Subtask		13.6 - Coordinate with law enforcement to provide security to protect medicines, supplies, and public health personnel.

		Subtask		13.7 - Establish and maintain tactical equipment and communication networks including establishing redundant systems.

		Subtask		13.8 - Coordinate Point of Dispensing (POD) locations and hours of operations.

		Subtask		13.9 - Establish shift change procedures to ensure continuity of operations.

		Task		14. Conduct Mass Dispensing (MTF)

		Subtask		14.1 - Dispense the appropriate medication and dosage to the population, including children, infants and special needs populations.

		Subtask		14.2 - Maintain a system for inventory management to ensure availability of critical prophylaxis medicines and medical supplies.

		Subtask		14.3 - Ensure adequate supply of pharmaceuticals, ancillary medical supplies and drug information sheets.

		Subtask		14.4 - Ensure availability of and distribute pre-printed drug information sheets.

		Subtask		14.5 - Distribute IND consent forms as needed for mass prophylaxis/vaccine administration.

		Subtask		14.6 - Monitor patient throughput per hour.

		Task		15. Monitor Adverse Events (MTF)

		Subtask		15.1 - Continue to track outcomes and adverse events following mass distribution of prophylaxis.

		Subtask		15.2 - Provide alternate medication as ordered by clinician.

		Subtask		15.3 - Access information systems that support monitoring of adverse reactions that comply with the PHIN functional requirements for Countermeasure and Response Administration.

		Subtask		15.4 - Establish a call center to triage individuals to receive appropriate medical care in case of an adverse effect.

		Task		16. Direct Medical Supplies Management and Distribution Operations (MTF)

		Subtask		16.1 - Provide medical supply management and distribution support to incident response operations
according to Incident Management Team (IMT) assignments in the incident action plan (IAP).

		Subtask		16.2 - Request Strategic National Stockpile assets from Centers for Disease Control through the EOC.

		Subtask		16.3 - Coordinate through EOC and obtain external resources for sustained operations of medical supplies management and distribution.

		Subtask		16.4 - Maintain communications through EOC with transportation vendors during distribution of medical supplies.

		Subtask		16.5 - Coordinate acquisition of private source medical supplies.

		Subtask		16.6 - Coordinate with medical surge operations and the American Association of Blood Banks (AABB) Task Force to identify supply levels at the supporting medical facilities for the incident.

		Subtask		16.7 - Monitor supply usage and stockpile levels of health facilities, mass prophylaxis sites, and other critical care venues.

		Subtask		16.8 - Ensure the timely provision of medical supplies to shelters and mass care and medical facilities.

		Subtask		16.9 - Provide personnel for shelters and mass care and medical facilities.

		Subtask		16.10 - Monitor stockpiles levels of medical supplies maintained by private sources.

		Subtask		16.11 - Process and manage requests for additional medical supply personnel or equipment.

		Subtask		16.12 - Provide logistics support for medical supplies management and distribution.

		Subtask		16.13 - Provide for financial management and reimbursement of medical supplies.

		Subtask		16.14 - Coordinate with Center for Disease Control for return of unused Federal assets.

		Task		17. Activate Medical Supplies Management and Distribution (MTF)

		Subtask		17.1 - Establish medical supplies warehouse management structure.

		Subtask		17.2 - Activate warehousing operations for receipt of medical assets.

		Subtask		17.3 - Identify needed transportation assets for medical supplies.

		Subtask		17.4 - Identify Technical Advisory Response Unit (TARU) team (or parallel military unit) resource needs. 

		Subtask		17.5 - Provide and coordinate the use of emergency power generation services at medical supply warehouse locations.

		Task		18. Repackage and Distribute (MTF)

		Subtask		18.1 - Assemble medical supplies warehouse teams (receiving, order management, picking, packaging, quality control and shipping.

		Subtask		18.2 - Inventory medical supplies warehouse resource levels.

		Subtask		18.3 - Provide quality control/quality assurance for requested medical assets prior to shipping.

		Subtask		18.4 - Track re-supply requests for medical supplies.

		Subtask		18.5 - Distribute medical supplies to Points of Distribution (POD), health facilities, and shelters.

		Task		19. Recover Medical Resources (MTF)

		Subtask		19.1 - Ensure recovery of unused (unopened) pharmaceuticals from Receipt, Storage and Staging site (RSS), and unused pharmaceuticals and durable items from mass prophylaxis sites.

		Subtask		19.2 - Distribute unused but open medical resources within the local health system according to local policies and plans.

		Task		20. Demobilize Medical Supplies Management and Distribution (MTF)

		Subtask		20.1 - Execute plan to reduce medical supplies warehouse operations as distribution needs ease.

		Subtask		20.2 - Dispose of waste materials generated by medical supplies warehousing operations.

		Task		21. Incident Management (MTF)

		Subtask		21.1 - Activate the health care organization’s Emergency Operations Plan (EOP).		Implement notification procedures for incident management personnel and key administrative staff; assign roles and responsibilities to the incident management team and general staff; manage incident response in accordance with Incident Command System (ICS) organizational structures, doctrine, and procedures, as defined in NIMS; establish a safety plan for facility patients and staff; implement a common communications plan. EOP activated within 30 minutes of notification.

		Subtask		21.2 - Conduct incident action planning.		Establish and document incident goals and objectives; establish and document the strategy and general tactics to meet incident objectives; develop and document support plans (e.g., safety plans, contingency plans); coordinate with other response entities, if appropriate, to define an operational period for response; evaluate and revise objectives for each operational period.

		Subtask		21.3 - Disseminate key components of incident action plan.		Incident management team debriefs administrative staff on incident action plan, operational period objectives, and/or important changes in incident parameters; disseminate key components of the incident action plan with external response entities during each operational period.

		Subtask		21.4 - Provide emergency operations support to incident management.		Establish connectivity and coordinate requests for emergency operations support with multi-agency coordination centers (e.g., local Emergency Operations Center (EOC), State EOC, etc.).

		Task		22. Increase Bed Surge Capacity (MTF)

		Subtask		22.1 - Implement bed surge capacity plans, procedures, and protocols.		Activate plans to cancel outpatient or elective procedures (if necessary); activate plans, procedures, and protocols to maximize bed surge capacity (e.g., utilize non-traditional patient care spaces such as hallways, waiting areas, etc.).

		Subtask		22.2 - Maximize utilization of available beds.		Coordinate patient distribution with other health care facilities, EMS, and private patient transport partners.

		Subtask		22.3 - Forward transport less acutely ill patients.		Activate MOUs with other health care organizations (if applicable) for transport and care of patients that are not stable enough to discharge home or to an ACS; institute protocols to discharge stable inpatients to home or other health care facilities; coordinate transport of inpatients with families and the incident management team; implement transport procedures to pre-identified facilities based on level of care required.

		Subtask		22.4 - Provide medical surge capacity in alternate care facilities.		Activate MOUs or agreements to open alternate care facilities; activate appropriate staffing (e.g., clinical security, administrative, etc.) and supply plans.

		Task		23. Medical Surge Staffing Procedure (MTF)

		Subtask		23.1 - Recall clinical personnel in support of surge capacity requirements.		Implement health care organization's staff call-back procedures (including "part-time" staff); activate procedures to receive, process, and manage staff throughout the incident; debrief clinical staff on incident parameters and how the organization is responding; verify credentials an disuse clinical staff assignments.

		Subtask		23.2 - Augment clinical staffing.		Activate roster and initiate call-back procedures for qualified and licensed volunteer clinicians; institute procedures to receive, register, process (including credential verification), and manage volunteer clinicians throughout the incident; implement strategies to integrate Federal clinical personnel (e.g., National Disaster Medical System and U.S. Public Health System Personnel); provide just-in-time training to clinical staff.

		Subtask		23.3 - Augment non-clinical staffing.		Initiate call-back procedures for non-clinical staff (e.g. custodians, security, cooks, etc.); activate MOUs for non-clinical staff (if applicable); activate processes to receive, process, and manage non-clinical staff throughout the incident.

		Task		24. Patient Decontamination (MTF)

		Subtask		24.1 - Provide patient decontamination capabilities as necessary.		Identify location for decontamination; implement standards for appropriate personal protective equipment (PPE); activate mass decontamination protocol; activate protocol to address decontamination of special populations (e.g., children, disabled); coordinate decontamination activities with other health care facilities and external response partners.

		Task		25. Provide Surge Capacity for Behavioral Health Issues (MTF)

		Subtask		25.1 - Institute strategy to address behavioral health issues.		Implement strategy to meet behavioral health needs of staff (including incident management team) as well as patients and their family members.

		Subtask		25.2 - Provide behavioral health support.		Identify personnel required to assist with counseling and behavioral health support; implement the organization's behavioral plan for emergency response; coordinate with community leaders (e.g., religious community).

		Subtask		25.3 - Provide family support services.		Identify Federal, State, local and support agencies to assist with family support services; identify available resources; coordinate with families to ensure they know where/how to receive support.

		Task		26. Demobilize (MTF)

		Subtask		26.1 - Coordinate decision to demobilize with overall incident management.		Notify health care personnel and external response entities that medical surge is demobilized; conduct demobilization activities under incident command structure.

		Subtask		26.2 - Provide a staff debriefing.		Determine Critical Incident Stress Management (CISM) needs; transition to normal operations and normal staff scheduling; institute plan for staff counseling, stress debriefing, or other follow-on activities to address response workers mental or behavioral health needs (acute and long-term).

		Subtask		26.3 - Reconstitute medical supply, equipment inventory.		Complete inventories of medical supplies, pharmaceuticals, and equipment; account for all costs incurred by the health care organization as a result of the incident response; apply for financial remuneration of those costs; request replacement nor servicing of equipment, supplies, and pharmaceuticals used during the response.

		Task		27. Other

				* Denotes a Critical Task

				References for Additional Information:

				·     AR 525-13, Antiterrorism, 17 February 2017

				·     AR 525-27, Army Emergency Management Program, June 15, 2018

				·     AR 600-8-1, The Army Casualty Management Program, April 2007

				·     ATP 4-02.2, Medical Evacuation, 12 August 2014 (w/Change 1, 25 October 2016)

				·     ATP 4-02.7, Multiservice Tactics, Techniques and Procedures for Health Service Support in a CBRN Environment

				·     DA PAM 525-27, 20 September 2012

				·     DoDD 6200.3, Emergency Health Powers on Military Installations, w/ Change 2, 2 October 2013

				·     FM 4-02, Army Health System, 26 August 2013





25-Situational Assessment

		CAPABILITY

		25 - SITUATIONAL ASSESSMENT

		Provide all decision makers with decision-relevant information regarding the nature and extent of the hazard, any cascading effects, and the status of the response.				Key Owner(s): EOC, DRM, DHR

		CONDITION

		An all hazards event has occurred on the installation. The installation commander has established communications with tenant units and agencies, civilian authorities, and higher headquarters. EOC is operational and processing information in accordance with standard operating procedures. This task is performed 24/7 in various environmental conditions. 

						STANDARD		REFERENCE		EVALUATOR COMMENTS

		Task		1. Provide Situational Awareness & Common Operating Picture (COP) to Commander.*

		Subtask		1.1 - Create incident in WebEOC		As per installation SOP		As per installation SOP

		Subtask		1.2 - Establish & Maintain Incident Log 		As per installation SOP		TM 3-11.42, MULTI-SERVICE TACTICS, TECHNIQUES, and PROCEDURES FOR INSTALLATION EM June 2014, June 23, 2014.  Page 3-2 Table 3.1

		Subtask		1.3 - Establish & Maintain Battle Rhythm board		As per installation SOP		As per Local SOP.

		Subtask		1.4 - Establish & Maintain RFI/RFA board		As per installation SOP		TM 3-11.42, MULTI-SERVICE TACTICS, TECHNIQUES, and PROCEDURES FOR INSTALLATION EM June 2014, June 23, 2014. Page 1-1 para 1-5.

		Subtask		1.5 - Establish & Maintain Accountability board, if applicable		As per installation SOP		TM 3-11.42, MULTI-SERVICE TACTICS, TECHNIQUES, and PROCEDURES FOR INSTALLATION EM June 2014, June 23, 2014, Appendix I para I-11 bullet 4 and as per instllation SOP.

		Subtask		1.6 - Establish & Maintain Casualty Management board, if applicable		As per installation SOP		TM 3-11.42, MULTI-SERVICE TACTICS, TECHNIQUES, and PROCEDURES FOR INSTALLATION EM June 2014, June 23, 2014, Appendix I para I-11 bullet 4 and as per installation SOP.

		Subtask		1.7 - Establish & Maintain COP graphic		As per installation SOP		MULTI-SERVICE TACTICS, TECHNIQUES, and PROCEDURES FOR INSTALLATION EM June 2014. Page 3-2 Table 3.1; AR 525-27 Page 52 Section II 

		Subtask		1.8 - Establish & conduct briefings (Commander's Update Brief, Shift Change, Operational Period Briefings) as per Battle Rhythm.		As per installation SOP		ATP 2-19.4 and as per installation SOP

		Subtask		1.9 - Establish & update incident specific SIR/CCIR as per Senior Commander standing/incident specific requirements.		As per installation SOP		AR 190-45 Par 8-1; FM 6.0 page 3-7 para 3-36 and as per installation SOP.

		Subtask		1.10 - Establish & update Commander SITREPs		As per installation SOP		FM 6-99 U.S. ARMY Report and Message Formats and as per installation SOP

		Subtask		1.11 - Garrison Resource Management Office (GRMO) activates and tracks costs and resources expended during response and recovery effort.		As per installation SOP		As per installation SOP

		Task		2. Perform Ongoing Vulnerability Assessment.		As per installation SOP		AR 525-13

		Task		3. Perform Ongoing Threat/Hazard Assessment.		As per installation SOP		AR 525-13

		Task		4. Perform Ongoing Capability Assessment.		As per installation SOP		DoDI 6055.17

		Task		5. Other





				* Denotes a Critical Task











				References for Additional Information:

				·     AR 525-27, Emergency Management

				·     AR 190-45, Law Enforcement Reporting, September 27, 2016

				·     DoDI 3020.52, DoD Installation CBRNE Preparedness Standards

				          ·     DA PAM 525-27, Emergency Management







26-Health & Social Services

		CAPABILITY

		26 - HEALTH & SOCIAL SERVICES

		Restore and improve health and social services capabilities and networks to promote the resilience, independence, health (including behavioral health), and well-being of the whole community.				Key Owner(s): DPW, MED

		CONDITION

		An all hazards event has occurred on the installation. The installation commander has established communications with tenant units and agencies, civilian authorities, and higher headquarters. EOC is operational and processing information in accordance with standard operating procedures. This task is performed 24/7 in various environmental conditions. 

						STANDARD		REFERENCE		EVALUATOR COMMENTS

		Task		1. Installation Commander completes an assessment of community health and social services needs.  				Multi-Service TTPs June 2014 page 1-7 and 1-8 para 1-38; Para 2-23 page 2-6; Introduction page vi 2nd para; para 1-30 page 1-6.

		Subtask		1.1 - Establishes recovery priorities consistent with the installation mission.		Yes/No		Multi-Service TTPs June 2014 page 4-4 para 4-11

		Subtask		1.2 - Develops a comprehensive recovery timeline.		Yes/No		Multi-Service TTPs June 2014 page 5-5 para 5-19; DA PAM 525-27 para 5-1(g) page 34; DA PAM 525-27 para 8-3 c page 48

		Task		2. In coordination with MTF Commander, Installation Commander Develops plans, procedures and protocols for short and long-term health care.

McLambski: Identify critical areas of need for health and social services, as well as key partners and at-risk individuals (such as children, those with disabilities and others who have access and functional needs, and populations with limited English proficiency) in short-term, intermediate, and long-term recovery.
				DA PAM 525-27 page 237 Table E-15 functions 1, 4, 4c, 8, 8a, 14, 14a, 14b.

		Subtask		2.1 - Identify critical areas of need for health, as well as key partners and at-risk individuals in short-term, intermediate and long-term recovery.		Yes/No		DoDi 1342.22 page 19; 

		Subtask		2.2 - Identify agencies, organizations, and individuals capable of providing support services or assistance including hospital and medical associations.		Yes/No		DA Pam 525-27 Table E-15

		Subtask		2.3 - Coordinates long-term health monitoring and treatment.		Yes/No		DA Pam 525-27 Table E-15 functions 14,14a, and 14b

		Task		3. Develops Emergency Family Assistance Center (EFAC) plan, procedures and protocols for short and long-term social services.

McLambski: Identify critical areas of need for health and social services, as well as key partners and at-risk individuals (such as children, those with disabilities and others who have access and functional needs, and populations with limited English proficiency) in short-term, intermediate, and long-term recovery.


		Subtask		3.1 – EFAC plan addresses the four phases of activation.		Yes/No		DoDI 1342.22 (3.l.1.b., pg 20); AR 608-1, Chapter 4, Section II, 4-10.b.2., pg 17)

		Subtask		3.2 – EFAC plan identifies service agencies (at a minimum) from the 13 functional areas as referenced in DoDI 1342.22.		Yes/No		DoDI 1342.22 (3.l.1.c.5., pg 21)

		Subtask		3.3 – EFAC plan delineates roles and responsibilities of EFAC agencies and personnel.  This includes the identification of an EFAC team leader or director (may also be referred to as a manager or POC)responsible for EFAC coordination and community liaison functions.		Yes/No		DoDI 1342.22 (3.l.1.c., pgs 20-21); AR 608-1 (Chapter 4, Section II, 4-10.b.1., pg 17 and 4-10.c., pg 18); DA PAM 525-27 (Table 12-2, pg 90) 

		Subtask		3.4 – EFAC plan includes a plan for communication with EFAC staff/volunteers and the installation Emergency Operations Center (EOC).  A contact roster with names and telephone numbers of all agency points of contact and alternates will be maintained.		Yes/No		DoDI 1342.22 (3.l.1.c.1-2, pg 20 and 3.l.1.d.5., pg 22); AR 608-1 (Chapter 4, Section II, 4-10.e.9., pg 18) and Appendix F (F-3.f., pg 48)

		Subtask		3.5 – EFAC plan identifies primary and alternate locations (both on the installation and in the community) and includes layout plans.  Plan also addresses measures to provide security and access control.		Yes/No		DoDI 1342.22 (3.l.1.c.6., pg 21 and 3.l.1.d.1.a-c., pg 22); AR 608-1 (Chapter 4, Section II, 4-10.c.6. and 4-10.d., pg 18)

		Subtask		3.6 – EFAC plan includes memorandums of agreement, memorandums of understanding or other agreements with other emergency responders to define the lines of communication and working relationships.		Yes/No		DoDI 1342.22 (3.l.1.c.3, pg 20); AR 608-1 (Chapter 4, Section II, 4-10.b.6-7., pg 17)

		Subtask		3.7 – EFAC plan includes equipment/supply list.		Yes/No		DoDI 1342.22 (3.l.1.d.3., pg 22); AR 608-1 (Chapter 4, Section II, 4-10.b.5., pg 17)

		Subtask		3.8 – EFAC plan includes procedures for staff shift change.		Yes/No		AR 608-1 (Chapter 4, Section II, 4-10.c.1., pg 18)

		Subtask		3.9 – EFAC plan includes procedures for client intake and protection of (personnel and Family) information. 		Yes/No		DoDI 1342.22 (3.l.1.c.6., pg 21), AR 608-1 (Chapter 4, Section II, 4-10.e.3., pg 18)

		Subtask		3.10 – EFAC plan addresses shelter-in-place requirements.		Yes/No		DA PAM 525-27 (12-5.a., pg 92)

		Subtask		3.11 – EFAC plan incorporated into the Installation Emergency Management Plan (IEMP).		Yes/No		DoDI 1342.22 (3.l.1.b.5., pg 20); DoDI 6055.17 (Section 3, 3.3b.6.g., pg 16); AR 608-1 (Chapter 4, Section II, 4-10, pg 17)

		Subtask		3.12 – EFAC plan is reviewed/updated annually to address recommendations and lessons learned from previous EFAC exercise or activation.		Yes/No		DoDI 1342.22 (3.l.4.b., pg 23); AR 608-1 (Section II, 4-10.e.4., pg 18)

		Task		4. Army Community Service (ACS) activates and manages the EFAC.

		Subtask		4.1 - Installation commander, or designee identified in the IEMP, gives the order to activate the EFAC.		Yes/No		AR 608-1, Appendix F (F-2, pg 47); DA PAM 525-27 (12-4.a., pg 88 and 12-4.c., pg 89)

		Subtask		4.2 - ACS receives notification from EOC to activate the EFAC (including when, where, what service to include and for how long the team is to be activated).		Yes/No		DA PAM 525-27 (12-4.c., pg 89)

		Subtask		4.3 - Utilizes recall roster to contact agency POCs to report to EFAC.		Yes/No		AR 608-1, Appendix F (F-3.b., pg 48)

		Subtask		4.4 - Agency POCs report to EFAC as outlined in EFAC plan.		Yes/No		AR 608-1, Appendix F (F-2.b.2., pg 47 and F-3.b., pg 48)

		Subtask		4.5 - Conducts initial EFAC site set up and organization as outlined in EFAC plan.		Yes/No		DA PAM 525-27 (12-4.c., pg 89)

		Subtask		4.6 - Supplies available as outlined in EFAC plan.		Yes/No		AR 608-1, Appendix F (F-4, pgs 48-49); DA PAM 525-27 (12-4.f., pg 89)

		Subtask		4.7 - Contacts EOC when EFAC is operational so EFAC location, hours of operation and available services can be disseminated to the community.		Yes/No		DA PAM 525-27 (12-4.c., pg 89); Crosswalks with Capability 2 (Public Information and Warning) Task 6

		Subtask		4.8 - Conducts client intake and secures information collection, as outlined in EFAC plan.				AR 608-1, Appendix F (F-4.a & n., pg 49)

		Subtask		4.9 - Documents all EFAC cases in the Army Disaster Personnel Accountability and Assessment System (ADPAAS).		Yes/No		AR 600-86 (1-10.h.6., pg 3); AR 608-1 (Chapter 4, Section II, 4-10.e.3, pg 18)

		Subtask		4.10 – Liaisons with community support services/nongovernmental organizations to address specific customer needs and/or to solicit information on availability of services outside the EFAC.		Yes/No		AR 608-1, Appendix F (F-3b, pg 48) and Appendix G (pg 52); DA PAM 525-27 (12-4.b., pg 89)

		Subtask		4.11 - Maintains a secure EFAC facility as outlined in EFAC plan.		Yes/No		AR 608-1, Appendix F (F-4.w., pg 49)

		Subtask		4.12 - Executes shift change as outlined in EFAC plan (if applicable).		Yes/No		AR 608-1, Appendix F (F-2.b.3-4., pg 47); DA PAM (12-4.c., pg 89)

		Subtask		4.13 - Installation commander, or designee identified in the IEMP, gives the order to deactivate the EFAC.		Yes/No		AR 608-1, Appendix F (F-2, pg 47 and F-2.d., pg 48); DA PAM 525-27 (12-4.a., pg 88)

		Subtask		4.14 - ACS receives notification from EOC to deactivate the EFAC.		Yes/No		DA PAM 525-27 (12-4.a., pg 88)

		Subtask		4.15 - Deactivates EFAC as outlined in EFAC plan.		Yes/No		AR 608-1, Appendix F (F-2.d., pg 48)

		Task		5. Other



				* Denotes a Critical Task







				References for Additional Information:

				·       DoDI 1342.22, 3 July 2012 (change 2, 11 April 2017)





27-Housing

		CAPABILITY

		27 - HOUSING

		Implement housing solutions that effectively support the needs of the whole community and contribute to its sustainability and resilience.				Key Owner(s): DPW

		CONDITION

		An all hazards event has occurred on the installation. The installation commander has established communications with tenant units and agencies, civilian authorities, and higher headquarters. EOC is operational and processing information in accordance with standard operating procedures. This task is performed 24/7 in various environmental conditions. 

						STANDARD		REFERENCE		EVALUATOR COMMENTS

		Task		1. Installation commander coordinates the reconstitution of installation and government services

		Subtask		1.1 - Along with DPW, installation commander establishes short-term and long-term recovery goals.		Yes/No		Multi-Service TTPs June 2014 Introduction page vi, next to last paragraph.

		Subtask				Yes/No		Multi-Service TTPs June 2014 page I-5 and I-6 para I-22.

		Subtask		1.3 - Coordinates for the reestablishment of on-post housing utilities (lights, water, sewage, waste management) affected by the incident.		Yes/No		Multi-Service TTPs June 2014 page I-5 and I-6 para I-22.

		Task		2. Communications and Accountability

		Subtask		2.1 - Maintain accountability of residents including nondisplaced, displaced, and those medically transported.				Multi-Service TTPs June 2014 Appendix I page I-1, para I-1 and I-2

		Subtask		2.2 - Maintain ability to communicate with all residents before and after an event, including displaced residents. 				Multi-Service TTPs June 2014 Appendix I page I-1, para I-1 and I-2

		Task		3. Relocation Services

		Subtask		3.1 - Maintain status visibility of available space to include government assets, safe havens, and commercial space				Multi-Service TTPs June 2014 Appendix H page H-3, para H-13.

		Subtask		3.2 - Coordinate transportation of residents as applicable				Multi-Service TTPs June 2014 Table C-1 NO. 1 & 7. Appendix H para H-1, and H-10. Appendix I para I-2, I-6, I-11, I-17,  

		Task		4. Coordinate community recovery and mitigation

		Subtask		4.1 - Coordinate building inspections and damage assessments with DPW and privatized housing as applicable.		Yes/No		Multi-Service TTPs June 2014 para 1-42 page 1-9 bullet 13; Table 4-1 page 4-2; para 4-7 page 4-3; para 4-14 & 4-15 page 4-4; Table C-1; 

		Subtask		4.2 - Coordinate the supply of emergency utility services.		Yes/No		Multi-Service TTPs June 2014 para 2-11 page 2-4; para 4-8 page 4-3; para 5-6 page 5-2; Appendix I para I-11

		Subtask		4.3 - Develop procedures and protocols for inspection of utilities and water supplies.		Yes/No		Multi-Service TTPs June 2014 para 2-11 page 2-4; para 4-8 page 4-3; para 5-6 page 5-2; Appendix I para I-11

		Subtask		4.4 - Coordinate implementation of contracts for construction management and inspection with DPW, privatized housing, or others.		Yes/No		Multi-Service TTPs June 2014 para 1-30 page 1-6; para 2-51 page 2-10; Table 3-1 page 3-2 Resource Management; Table 4-2; para 4-22 page 4-5; 

		Subtask		4.5 - Develop re-entry plan to contaminated areas.		Yes/No		Multi-Service TTPs June 2014 para 19-17 page 190

		Subtask		4.6 - Repair or replace housing, public systems and facilities.		Yes/No		DA PAM 525-27 para 16-1 (b) page 153; para 16-4(a) page 155; 

		Subtask		4.7 - Declare housing communities hazard free.		Yes/No		Multi-Service TTPs June 2014 Recovery Management para 4-3 and 4-4

		Subtask		4.8 - Determine housing communities safe for entry.		Yes/No		Multi-Service TTPs June 2014 Recovery Management para 4-3 through 4-11

		Subtask		4.9 - Recommend prioritization schedule of critical needs for housing.		Yes/No		Multi-Service TTPs June 2014 para 4-5 page 4-2; DODI 6055.17 para 8-2(a) page 36; DA PAM 525-27 para 3-6 (d)(7); 

		Subtask		4.10 - Re-open housing.		Yes/No		DA PAM 525-27 para 19-17 (e) page 191

		Task		5. Other



				* Denotes a Critical Task





				References for Additional Information:

				·     DoDI 4165.63, DoD Housing, November 20, 2017
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PARTICIPANT FEEDBACK FORM

Thank you for participating in this exercise. Your observations, comments, and input are
greatly appreciated, and provide invaluable insight that will better prepare our nation
against threats and hazards. Any comments provided will be treated in a sensitive manner
and all personal information will remain confidential. Please keep comments concise,
specific, and constructive.

Part 1: General Information

Please enter your responses in the form field.

Participant Information

Name:

Agency/Organization Affiliation:

Position Title:

Years of Experience in Present Position:

Location during Exercise:

Please circle the appropriate selection.

Number of
Exercises

Previously 0 1-5 6-10 11-15 16+
Participated
in:

Please circle the appropriate selection.

SCIARCRROICHE Player Facilitator/ Observer Evaluator
Controller
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Participant Feedback Form

Part Il: Exercise Design

Please rate, on a scale of 1 to 5, your overall assessment of the exercise relative to the statements
provided, with 1 indicating strong disagreement, 2 indicating disagreement, 3 indicating
neutral, 4 indicating agree, and 5 indicating strong agreement.

Strongly
Disagree

Strongly

Assessment Factor
Agree

Disagree Neutral Agree

Pre-exercise briefings were
informative and provided the

: : 1 2 3 4 5
necessary information for my role
in the exercise.
The exercise scenario was 1 5 3 4 5

plausible and realistic.

Exercise participants included the
right people in terms of level and | 1 2 3 4 5
mix of disciplines.

Participants were actively

involved in the exercise. 1 2 3 4 5
Exercise participation was
appropriate for someone in my 1 5 3 4 5

field with my level of
experience/training.

The exercise increased my
understanding about and
familiarity with the capabilities 1 2 3 4 5
and resources of other
participating organizations.

The exercise provided the
opportunity to address significant
decisions in support of critical
mission areas.

After this exercise, | am better
prepared to deal with capabilities | 1 2 3 4 5
and hazards addressed.

Rev. 2017 508 2 BBHCC
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Participant Feedback Form

Part Ill: Participant Feedback

1. 1 observed the following strengths during this exercise:

Strengths

2. | observed the following areas of improvement during this exercise

Area of Improvement

Rev. 2017 508 3 BBHCC
HSEEP-C09 Homeland Security Exercise and Evaluation Program (HSEEP)





Participant Feedback Form

Area of Improvement

3. What specific training opportunities helped you (or could have helped you) prepare for this
exercise? Please provide specific course names if applicable. Indicate whether the training
course was completed prior to the exercise by circling “Y” for “YES” and “N” for “NO”).

Completed Prior
to Exercise (Y/N)?

YIN
Y/N
Y/IN
Y/N
Y/N

Training

4. Which exercise materials were most useful? Please identify any additional materials or
resources that would be useful.

5. Please provide any recommendations on how this exercise or future exercises could be
improved or enhanced.
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